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About this User’'s Guide

This user’s guide provides a wonderful insight into the functionality of the product called the DSL-2760U. This guide is based on the current running
firmware/software version available for this product and might touch on some new and exciting topics never seen on this product line before providing a
rewarding reading experience and in the end acts as a guide when installing and maintaining this product.

Introduction

ULTIMATE INTERNET CONNECTION

The DSL-2760U router is a versatile, high-performance remote router for home and the small office. With integrated ADSL2/2+ supporting up to 24Mbps
download speed, firewall protection, Quality of Service (Qo0S), draft 802.11n wireless LAN and 4 Ethernet switch ports, this router provides all the functions that a
home or small office needs to establish a secure and high-speed remote link to the outside world.

ULTIMATE WIRELESS CONNECTION WITH MAXIMAL SECURITY

Powered by RangeBooster N technology, this router provides wireless speeds that are up to 4 times faster than 802.11g. Maximize wireless performance by
connecting this router to computers equipped with RangeBooster N wireless interfaces and stay connected from virtually anywhere at home and in the office. The
router can also be used with 802.11g and 802.11b wireless networks to enable significantly improved reception. It supports WPA/WPA2 and WEP for flexible user
access security and data encryption methods.

FIREWALL PROTECTION & QoS

Security features prevents unauthorized access to the home and office network, be it from the wireless devices or from the internet. The router provides firewall
security using Stateful Packet Inspection (SPI) and hacker attack logging for Denial of Service (DoS) attack protection. SPI inspects the contents of all incoming
packet headers before deciding what packets are allowed to pass through. Router access control is provided with packet filtering based on port and
source/destination MAC/IP addresses. For Quality of Service (QoS), the router supports multiple priority queues to enable a group of home or office users to
experience the benefit of smooth network connection of inbound and outbound data without concern of traffic congestion. This QoS support allows users to enjoy
high ADSL transmission for applications such as VoIP and streaming multimedia over the Internet.
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Package Contents

Open the shipping carton and carefully remove all items. In addition to this Manual, ascertain that you have:
One DSL-2760U Wireless N ADSL2+ Modem Router

One External Power Adapter D,
One CD-ROM with User Manual . =
One Twisted-pair telephone cable used for ADSL connection : "

One Straight-through Ethernet cable
One Quick Installation Guide

If any of the packaging content is damaged or missing, please contact your dealer immediately.
Also keep the box and packaging materials in case you need to ship the unit in the future.

CAUTION: If powering up the router with DC power, the router must be used with the power |
adapter included with the device. |

System Requirements

Please note that the following requirements are the bare minimum requirements needed to successfully use this router:
ADSL Internet connection service normally provided by an Internet Service Provider (ISP).

Computer with: CPU Processor 200MHz or above, Memory (RAM) 64MB or above, CD-ROM Drive.

Ethernet Adapter with TCP/IP Protocol Installed.

Internet Browser for the setup. (Internet Explorer v6 or later, Firefox v1.5, or Safari 1.3 or above )

Operating System (Microsoft Windows 2000/XP/Vista )

D-Link Click'n Connect Utility

ogalrwnNE
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Features and Benefits

e PPP (Point-to-Point Protocol) Security — The Router supports PAP (Password Authentication Protocol) and CHAP (Challenge Handshake
Authentication Protocol) for PPP connections. The Router also supports MSCHAP.

e DHCP Support — Dynamic Host Configuration Protocol automatically and dynamically assigns all LAN IP settings to each host on your network. This
eliminates the need to reconfigure every host whenever changes in network topology occur.

e Network Address Translation (NAT) — For small office environments, the Router allows multiple users on the LAN to access the Internet
concurrently through a single Internet account. This provides Internet access to everyone in the office for the price of a single user. NAT improves
network security in effect by hiding the private network behind one global and visible IP address. NAT address mapping can also be used to link two IP
domains via a LAN-to-LAN connection.

e TCP/IP (Transfer Control Protocol/Internet Protocol) — The Router supports TCP/IP protocol, the language used for the Internet. It is
compatible with access servers manufactured by major vendors.

e RIP-1/RIP-2 — The Router supports both RIP-1 and RIP-2 exchanges with other routers. Using both versions lets the Router to communicate with all
RIP enabled devices.

e Static Routing — This allows you to select a data path to a particular network destination that will remain in the routing table and never “age out”. If you
wish to define a specific route that will always be used for data traffic from your LAN to a specific destination within your LAN (for example to another
router or a server) or outside your network (to an ISP defined default gateway for instance).

e Default Routing — This allows you to choose a default path for incoming data packets for which the destination address is unknown. This is
particularly useful when/if the Router functions as the sole connection to the Internet.

e ATM (Asynchronous Transfer Mode) — The Router supports Bridged Ethernet over ATM (RFC1483), IP over ATM (RFC1577), and PPP over ATM
(RFC 2364).

e Precise ATM Traffic Shaping — Traffic shaping is a method of controlling the flow rate of ATM data cells. This function helps to establish the Quality of
Service for ATM data transfer.

e High Performance — Very high rates of data transfer are possible with the Router. Up to 24 Mbps downstream bit rate using ADSL 2+ standard.

e Full Network Management — The Router incorporates SNMP (Simple Network Management Protocol) support for web-based management and
text-based network management via an RS-232 or Telnet connection.

e Telnet Connection — The Telnet enables a network manager to access the Router’'s management software remotely.

Easy Installation — The Router uses a web-based graphical user interface program for convenient management access and easy set up. Any
common web browser software can be used to manage the Router.
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Hardware Overview
Front View

Power Light: This light will be solid green indicating that the unit is powered on.
LAN (1-4) Lights: This light (if active) will be blinking in green indicating that there is network activity.
WLAN Light: This light (if enabled) will be blinking in green indicating that there is network activity.
DSL Light: This light will be solid green when the ADSL line has successfully synchronized.
Internet Light: This light will be solid green when the Internet dialup has authenticated successfully.
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Rear View (Connections)

DSL Port: This is an RJ-11 ADSL line port that connects the router to the ADSL line.
USB Ports: The USB ports are for USB storage devices and/or USB printers.
LAN (1-4) Ports: These are Fast Ethernet LAN Ports that connects this router to the local network using CAT5 cables.
WLAN Button: Press the button to turn Wireless LAN on or off.
Reset Button: Press this button and hold it for 6 seconds to revert the Router back to factory defaults.
Power Button: Press the button to turn the power on or off.
Power Receptacle: The supplied power adapter connects here.
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Installation

This section will walk you through the installation process. Placement of the Router is very important. Do not place the Router in an enclosed area such as a
closet, cabinet, or in the attic or garage.

Before You Begin

Please read and make sure you understand all the prerequisites for proper installation of your new Router. Have all the necessary information and equipment on
hand before beginning the installation.

Installation Notes

In order to establish a connection to the Internet it will be necessary to provide information to the Router that will be stored in its memory. For some users, only
their account information (Username and Password) is required. For others, various parameters that control and define the Internet connection will be required.
You can print out the two pages below and use the tables to list this information. This way you have a hard copy of all the information needed to setup the Router.
If it is necessary to reconfigure the device, all the necessary information can be easily accessed. Be sure to keep this information safe and private.

Low Pass Filters

Since ADSL and telephone services share the same copper wiring to carry their respective signals, a filtering mechanism may be necessary to avoid mutual
interference. A low pass filter device can be installed for each telephone that shares the line with the ADSL line. These filters are easy to install passive devices
that connect to the ADSL device and/or telephone using standard telephone cable. Ask your service provider for more information about the use of low pass
filters with your installation.

Operating Systems
The DSL-2760U uses an HTML-based web interface for setup and management. The Web configuration manager may be accessed using any operating system
capable of running web browser software, including Windows 98 SE, Windows ME, Windows 2000, Windows XP, and Windows Vista.
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Web Browser

Any common Web browser can be used to configure the Router using the Web configuration management software. The program is designed to work best with
more recently released browsers such as Opera, Microsoft Internet Explorer® version 6.0, Netscape Navigator® version 6.2.3, or later versions. The Web
browser must have JavaScript enabled. JavaScript is enabled by default on many browsers. Make sure JavaScript has not been disabled by other software (such
as virus protection or web user security packages) that may be running on your computer.

Ethernet Port (NIC Adapter)

Any computer that uses the Router must be able to connect to it through the Ethernet port on the Router. This connection is an Ethernet connection and therefore
requires that your computer be equipped with an Ethernet port as well. Most notebook computers are now sold with an Ethernet port already installed. Likewise,
most fully assembled desktop computers come with an Ethernet NIC adapter as standard equipment. If your computer does not have an Ethernet port, you must
install an Ethernet NIC adapter before you can use the Router. If you must install an adapter, follow the installation instructions that come with the Ethernet NIC
adapter.

Additional Software

It may be necessary to install software on your computer that enables the computer to access the Internet. Additional software must be installed if you are using
the device a simple bridge. For a bridged connection, the information needed to make and maintain the Internet connection is stored on another computer or
gateway device, not in the Router itself.

If your ADSL service is delivered through a PPPoE or PPP0OA connection, the information needed to establish and maintain the Internet connection can be stored
in the Router. In this case, it is not necessary to install software on your computer. It may however be necessary to change some settings in the device, including
account information used to identify and verify the connection.

All connections to the Internet require a unique global IP address. For bridged connections, the global IP settings must reside in a TCP/IP enabled device on the
LAN side of the bridge, such as a PC, a server, a gateway device such as a router or similar firewall hardware. The IP address can be assigned in a number of
ways. Your network service provider will give you instructions about any additional connection software or NIC configuration that may be required.

10
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Information you will need from your ADSL service provider

Username
This is the Username used to log on to your ADSL service provider’s network. Your ADSL service provider uses this to identify your account.

Password
This is the Password used, in conjunction with the Username above, to log on to your ADSL service provider’s network. This is used to verify the identity of your
account.

WAN Setting / Connection Type
These settings describe the method your ADSL service provider uses to transport data between the Internet and your computer. Most users will use the default
settings. You may need to specify one of the following WAN Setting and Connection Type configurations (Connection Type settings listed in parenthesis):
e PPPOE/PPoA (PPPOE LLC, PPPoE VC-Mux, PPPOA LLC, or PPPoA VC-Mux)
Dynamic IP Address (1483 Bridged IP LLC or 1483 Bridged IP VC-Mux)
Static IP Address (Bridged IP LLC, 1483 Bridged IP VC Mux, 1483 Routed IP LLC, 1483 Routed IP VC-Mux)
Bridge Mode (1483 Bridged IP LLC or 1483 Bridged IP VC Mux)

Modulation Type

ADSL uses various standardized modulation techniques to transmit data over the allotted signal frequencies. Some users may need to change the type of
modulation used for their service. The default DSL modulation (Autosense) used for the Router automatically detects all types of ADSL, ADSL2, and ADSL2+
modulation.

Security Protocol
This is the method your ADSL service provider will use to verify your Username and Password when you log on to their network. Your Router supports the PAP
and CHAP protocols.

VPI

Most users will not be required to change this setting. The Virtual Path Identifier (VPI) is used in conjunction with the Virtual Channel Identifier (VCI) to identify the
data path between your ADSL service provider’s network and your computer. If you are setting up the Router for multiple virtual connections, you will need to
configure the VPI and VCI as instructed by your ADSL service provider for the additional connections. This setting can be changed in the WAN Settings window
of the web management interface.

VCI

11



D-Link DSL-2760U USER'S MANUAL o IN—

Most users will not be required to change this setting. The Virtual Channel Identifier (VCI) used in conjunction with the VPI to identify the data path between your
ADSL service provider’s network and your computer. If you are setting up the Router for multiple virtual connections, you will need to configure the VPI and VCI
as instructed by your ADSL service provider for the additional connections. This setting can be changed in the WAN Settings window of the web management
interface.

Information you will need about DSL-2760U

Username
This is the Username needed access the Router’'s management interface. When you attempt to connect to the device through a web browser you will be
prompted to enter this Username. The default Username for the Router is “admin.” The user cannot change this.

Password
This is the Password you will be prompted to enter when you access the Router’'s management interface. The default Password is “admin.” The user may change

this.

LAN IP addresses for the DSL-2760U

This is the IP address you will enter into the Address field of your web browser to access the Router’s configuration graphical user interface (GUI) using a web
browser. The default IP address is 192.168.1.1. This may be changed to suit any IP address scheme the user desires. This address will be the base IP address
used for DHCP service on the LAN when DHCP is enabled.

LAN Subnet Mask for the DSL-2760U
This is the subnet mask used by the DSL-2760U, and will be used throughout your LAN. The default subnet mask is 255.255.255.0. This can be changed later.

12
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Information you will need about your LAN or computer

Ethernet NIC
If your computer has an Ethernet NIC, you can connect the DSL-2760U to this Ethernet port using an Ethernet cable. You can also use the Ethernet ports on the
DSL-2760U to connect to other computer or Ethernet devices.

DHCP Client status

Your DSL-2760U ADSL Router is configured, by default, to be a DHCP server. This means that it can assign an IP address, subnet mask, and a default gateway
address to computers on your LAN. The default range of IP addresses the DSL-2760U will assign are from 192.168.1.2 to 192.168.1.254. Your computer (or
computers) needs to be configured to obtain an IP address automatically (that is, they need to be configured as DHCP clients.)

It is recommended that your collect and record this information here, or in some other secure place, in case you have to re-configure your ADSL connection in the
future.
Once you have the above information, you are ready to setup and configure your DSL-2760U.

13
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Device Installation

The DSL-2760U connects two separate physical interfaces, an ADSL (WAN) and an Ethernet (LAN) interface. Place the Router in a location where it can be
connected to the various devices as well as to a power source. The Router should not be located where it will be exposed to moisture or excessive heat. Make
sure the cables and power cord are placed safely out of the way so they do not create a tripping hazard. As with any electrical appliance, observe common sense
safety procedures.

The Router can be placed on a shelf or desktop, ideally you should be able to see the LED indicators on the front if you need to view them for troubleshooting.

Power on Router

The Router must be used with the power adapter included with the device.

1. Insert the AC Power Adapter cord into the power receptacle located on the rear panel of the Router and plug the adapter into a suitable nearby power
source.

2. Depress the Power button into the on position. You should see the Power LED indicator light up and remain lit.

3. If the Ethernet port is connected to a working device, check the Ethernet Link/Act LED indicators to make sure the connection is valid. The Router will
attempt to establish the ADSL connection, if the ADSL line is connected and the Router is properly configured this should light up after several seconds. If
this is the first time installing the device, some settings may need to be changed before the Router can establish a connection.

Factory Reset Button

The Router may be reset to the original factory default settings by using a ballpoint or paperclip to gently push down the reset button in the following sequence:
1. Ensure the Router is powered on.

2. Press and hold the reset button on the back of the device for approximately 6 to 10 seconds.

3. This process should take around 1 to 2 minutes.

Remember that this will wipe out any settings stored in flash memory including user account information and LAN IP settings. The device settings will be restored
to the factory default IP address 192.168.1.1 and the subnet mask is 255.255.255.0, the default management Username is “admin” and the default Password is
“admin.”

14
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Network Connections

Connect ADSL Line

Use the ADSL cable included with the Router to connect it to a telephone wall socket or receptacle. Plug one end of the cable into the ADSL port (RJ-11
receptacle) on the rear panel of the Router and insert the other end into the RJ-11 wall socket. If you are using a low pass filter device, follow the instructions
included with the device or given to you by your service provider. The ADSL connection represents the WAN interface, the connection to the Internet. It is the
physical link to the service provider’s network backbone and ultimately to the Internet.

Connect Router to Ethernet

The Router may be connected to a single computer or Ethernet device through the 10BASE-TX Ethernet port on the rear panel. Any connection to an Ethernet
concentrating device such as a switch or hub must operate at a speed of 10/100 Mbps only. When connecting the Router to any Ethernet device that is capable
of operating at speeds higher than 10Mbps, be sure that the device has auto-negotiation (NWay) enabled for the connecting port. Use standard twisted-pair cable
with RJ-45 connectors. The RJ-45 port on the Router is a crossed port (MDI-X). Follow standard Ethernet guidelines when deciding what type of cable to use to
make this connection. When connecting the Router directly to a PC or server use a normal straight-through cable. You should use a crossed cable when
connecting the Router to a normal (MDI-X) port on a switch or hub. Use a normal straight-through cable when connecting it to an uplink (MDI-II) port on a hub or
switch. The rules governing Ethernet cable lengths apply to the LAN to Router connection. Be sure that the cable connecting the LAN to the Router does not
exceed 100 meters.

Hub or Switch to Router Connection
Connect the Router to an uplink port (MDI-II) on an Ethernet hub or switch with a straight-through cable. If you wish to reserve the uplink port on the switch or hub
for another device, connect to any on the other MDI-X ports (1X, 2x, etc.) with a crossed cable.

Computer to Router Connection
You can connect the Router directly to a 10/100BASE-TX Ethernet adapter card (NIC) installed on a PC using the Ethernet cable provided.

15
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Web User Interface

The DSL-2760U Web Ul defaults to the Device Information page. The main categories for configuration are located in the menu tabs on the left of the page.
These categories include:
e Device Info — The Device Info category will display information about the current configuration and running processes configured on the router.
e Advanced Setup — The Advanced Setup category allows the user to configure basic and advanced features on this router.
e Wireless — The Wireless category allows the user to configure specifically the wireless features of this router.
e Diagnostics — The Diagnostics category will run a series of tests and inform the user the outcome.
¢ Management — The Management category allows the user to configure settings concerning the manageability of the router.
These pages and their configuration options will be discussed in detail in the following pages of this manual.

16
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Device Info

To access the Device Info window, click either the Device Info or Summary button in the Device Info directory. The following page opens:

Device Info Device Info

Summary

WAN Model Name: D5L-2760U

Statistics Board 1ID: 96358VW2

Route Software Version: RU_1.01

ARP

DHCP Bootloader (CFE) Version: | 1.0.37-102.9
Advanced Setup Release Date: Feb. 08, 2010
Wireless Wireless Driver Version: 5.10.85.0.cped4.402.0
Diagnostics
Management This information reflects the current status of your DSL connection.

Line Rate - Upstream (Kbps):

Line Rate - Downstream (Kbps):

LAN IPv4 Address: 192.168.1.1

Default Gateway: 0.0.0.0

Primary DNS Server:

Secondary DNS Server:

Date/Time: Sat Jan 1 00:37:49 2000

17
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Summary

Device Info:  This window displays the current status of your DSL

. . . . Device Info
connection, including the software version, LAN IP address,

and DNS server address. Model Name: DSL-27601
Board ID: 06358VW2
Software Version: RU_1.01
Bootloader (CFE) Version: |1.0.37-102.9
Release Date: Feb. 08, 2010

Wireless Driver Version: 5.10.85.0.cped.402.0
This information reflects the current status of your DSL connection.

Line Rate - Upstream (Kbps):

Line Rate - Downstream (Kbps):

LAN 1IPv4 Address: 192.168.1.1

Default Gateway: 0.0.0.0

Primary DNS Server:

Secondary DNS Server:

Date/Time: Sat Jan 1 00:36:28 2000

18
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WAN

To access the WAN Info window, click the WAN button in the Device Info directory.

WAN Info: This window displays the current status of your DSL
connection, including the Interface name, type, VLAN Mux ID,

IGMP, NAT Firewall and IPv4 Address. Interface | Description | Type | VlanMuxId | Igmp | NAT | Firewall | Status | IPv4 Address

WARN Info

19
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Statistics
To access the Router’s first Statistics windowv, click the Statistics button in the Device Info directory.
LAN Statistics — LAN
This window displays the Router’s LAN statistics.
Click the Reset Statistics button to refresh these statistics. Interface Received Transmitted
Bytes |Pkts Errs | Drops Bytes |Pkts|Errs|Drops
etho 36462(318 |0 |0 227732 (410 |0 |0
usbo 0 o |0 |0 0 0o |0 |0
wil0 0 o |0 |0 12489 |89 |69 |0
| Reset Statistics

WAN Services Statistics —— WAN
This window displays the Router’s WAN statistics. Click the Reset Statistics
button to refresh these statistics. Interface Description Received Transmitted

Bytes PktsErrsDropsBytes Pkts|Errs Drops

| Reset Statistics

XTM . . o Interface Statistics
Thls window displays the Router’'s xTM stat_lst_lcs. Port n out n out DK.M 00:'51 A];.M Ao;:‘ In Packet | In Cell
Click the Reset button to refresh these statistics. Number | Octets | Octets | Packets | Packets Errors | Errors

Cells Cells | Cells | Cells
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xDSL

This window displays the Router’s xDSL statistics.
Click the Reset Statistics button to refresh these statistics.

Click the xDSL BER Test button to access the ADSL Bit Error Rate Test

window displayed below:

= hitp://192.168.1.1/berstart.tst?berState=0 - W..

£ | http:ff192,168.1, 1 /berstart, tsk?berState=0

[EIX)

ADSL BER Test - Start

The ADSL Bit Error Rate (BER) test determines the
guality of the ADSL connection. The test is done
by transferring idle cells containing a known pattern
and comparing the received data with this known
pattern to check for any errors.

Select the test duration below and click "Start”.

Tested Time (sec): (20

(5 &P Internet F, 100%

Statistics -—- xDSL

Mode:

Traffic Type:

Status: Disahled
Link Power State:

DownstreamUpstream
Line Coding(Trellis):
SNR Margin (0.1 dB):
Attenuation (0.1 dB):
Output Power (0.1 dBm):
Attainable Rate (Kbps):
Rate (Kbps):

Super Frames:

Super Frame Errors:

RS Words:

RS Correctable Errors:
RS Uncorrectable Errors:

HEC Errors:
0CD Errors:
LCD Errors:
Total Cells:
Data Cells:
Bit Errors:

Total ES:
Total SES:
Total UAS:

[ xDSLBER Test || Reset Statistics
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Route
To access the Device Info — Route window, click the Route button in the Device Info directory.
Route: This read-only window displays routing info. Device Info — Route
Flags: U - up, ! - reject, G - gateway, H - host, R - reinstate

D - dyrnamic (redirect), M - modified (redirect).

Destination | Gateway | Subnet Mask | Flag | Metric | Service | Interface
192.168.1.0 | 0.0.0.0 255.255.255.0 (U ] bro

ARP

To access the Device Info — ARP window, click the ARP button in the Device Info directory.

ARP: ;Ir'#ci)s read-only window displays Address Resolution Protocol Device Info — ARP

IP address | Flags HW Address Device
192.168.1.10 | Complete | 00:0C:BE:AA:BS:CO | br0
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DHCP

To access the Device Info — DHCP window, click the DHCP option in the Device Info directory. This option will only be available if DHCP is enabled in the LAN
settings.

DHCP:  This read-only window displays a list of current DHCP clients

. Device Info — DHCP Leases
that are connected to this router.

Hostname | MAC Address | IP Address | Expires In
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Advanced Setup

This chapter includes the more advanced features used for network management and security as well as administrative tools to manage the Router view status
and other information used to examine performance and for troubleshooting.

Device Info DSL ATM Interface Configuration
Advanced Setup
Layer2 Interface
WAN Service
LAN
Security
Parental Control
Quality of Service
Routing
DNS
DSL
Upnp
Print Server
Samba
Interface Grouping
LAN Ports
Wireless
Diagnostics
Management

Choose Add, or Remove to configure DSL ATM interfaces.

Interface | Vpi | Vci | DSL Latency | Category | Link Type | Connection Mode QoS | Remove

24



D-Link DSL-2760U USER'S MANUAL - ——

Layer2 Interface

ATM Interface: DSL ATM Interface Configuration

. . Ct e Add, or Remove t figure DSL ATM interfaces.
Choose Add, or Remove to configure DSL ATM interfaces. 10058 A, OTTEIMONS B COMTgHIE Bk AT rreraces

Interface | Vpi | Vd | DSL Latency | Category | Link Type | Connection Mode | QoS | Remove

This screen allows you to configure an ATM PVC identifier (VPI and VCI), ATM PVC Configuration
select DSL Iatency and select a Service Category Otherwise ChOOSG an existing This screen allows you to configure an ATM PVC identifier (VPI and VCI), select DSL latency, selact 3 service
? ) categoryS. Otherwise choose an existing interface by selecting the checkbox to enable it.

interface by selecting the checkbox to enable it.
veL[0-255] o |
Select Select DSL Link Type (EoA is for PPPoE, IPoE, and Bridge.), VCL: [32-65535]

Encapsulation Mode and Service Category.
p g y Select DSL Link Type (EoA is for PPPoE, IPoE, and Bridge.)

® Eoa
Enabling packet level QoS for PVC improves performance for selected classes © PPPoA
of applications. QoS cannot be set for CBR and Real-time VBR. QoS O 1o

consumes system resources; therefore the number of PVCs will be reduced.

. . . L . . = lation Mode:| LLC/SNAP-BRIDGING v
Use Advanced Setup/Quality of Service to assign priorities for the applications. ncapsation ode: LLC) |

Service Category: |UBR Without PCR V|

Click Apply/Save to add the new ATM Interface.
Select Connection Mode

® Default Mode - Single service over one connection

O VLAN MUX Mode - Multiple Vian service over one connection
(O MSC Mode - Multiple Service over one Connection

Enable Quality Of Service

Enabling packet level QoS for a PVC improves performance for selected classes of applications. QoS cannot be set
for CBR and Realtime VBR. QoS consumes system resources: therefore the number of PVCs wil be reduced. Use
Advanced Setup/Quality of Service to assign priorities for the applications.

[ Enable Quality Of Service.

Apply/Save
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Point-to-Point over ATM (PPPoA) is a network protocol for encapsulating PPP
frames over ATM.

When selecting PPPoA, the user can still change the Encapsulation Mode
and the Service Category but the Connection Mode will no longer be
available to edit.

When selecting IPOA, the user can still change the Encapsulation Mode and
the Service Category but the Connection Mode will no longer be available to
edit.

Select DSL Link Type (EoA is for PPPoE, IPoE, and Bridge.)
O Eoa

® PPPoA

QO 1Poa

Encapsulation Mode :| VC/MUX A4 |

Service Category: |UBR Without PCR V|

Enable Quality Of Service
Enabling packet level QoS for a PVC improves performance for selected classes of applications. QoS cannot be set

for CBR and Realtime VBR. QoS consumes system resources; therefore the number of PVCs will be reduced. Use
Advanced Setup/Quality of Service to assign priorities for the applications.

[ Enable Quality Of Service.

Apply/Save
Select DSL Link Type (EoA is for PPPOE, IPoE, and Bridge.)
O Eoa
O ppPoa
® 1PoA

Encapsulation Mode: LLC/SNAP-ROUTING ¥ |

Service Category: |UBR Without PCR V|

Enable Quality Of Service

Enabling packet level QoS for a PVC improves performance for selected classes of applications. QoS cannot be set
for CBR and Realtime VBR. Qo5 consumes system resources; therefore the number of PVCs wil be reduced. Use
Advanced Setup/Quality of Service to assign priorities for the applications.

[0 Enable Quality Of Service.

Apply/Save
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Wide Area Network (WAN) Service

The Wide Area Network (WAN) Service Setup page can be used to setup services regarding the WAN interface. The WAN interface on this router is the DSL port
side. When setting up the WAN configuration you can choose between various WAN interface connection methods. Before configuring WAN Service, the
information in Layter2 Interface section needs to be configured.

Display: This window is used to configure the WAN interface. You can

. . . . Wide Area Network (WAN) Service Setup
add, delete and modify WAN interfaces on this window.

Choose Add, Remove,or Edit to configure a WAN service over a selected interface.

If you are setting up the WAN interface for the first time, click Interface | Description | Type | Vlan8021p | VlanMuxId | Connld | Igmp | NAT | Firewall | Remove | Edit
the Add button.

[ Remove ][ Save/Reboot |

Make sure Layer2 Interface is configured before clicking the
Add button.

Add: WAN Service Interface Configuration — Select Interface:
WAN Service Interface Configuration

Select a Layer 2 Interface for this service from the drop-down

. ele ver 2 interface for this service
menu, and click the Next button. Select a layer 2 interface for this servic

Mote: For ATM interface, the descriptor string is (portId_vpi_vdi)
For PTM interface, the descriptor string is (portId_high_low)
Where portld=0 —= D5L Latency PATHO
portld=1 - DSL Latency PATH1
portld=4 —= DSL Latency PATHOE1
lowe =0 —= Low PTM Priority not set
low =1 —= Low PTM Priority set
high =0 —= High PTM Priority not set
high =1 —= High PTM Priority set

| atm0/(0_0_35) v |
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PPP over Ethernet WAN Service Configuration — PPPOE:

WAN Service Configuration

Step 1. To setup a PPPoE Interface select the PPP over Ethernet Select WAN service type:
(PPPOE) and click the Next button. ® PPP over Ethernet (PPPoE)
O 1P over Ethernet

The Service Description will be added automatically. O Bridging

Enter Service Description: |pppoe_0_0_35 |
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Step 2 - PPPOE PPP Username and Password

PPP usually requires that you have 3 user name and password to establish your connection. In the boxes belowr,
enter the user name and password that your ISP has provided to you.

PPP Username: Enter the PPP Account Username here.
PPP Password: Enter the PPP Account Password here.

PPP Username: 123
PPPoOE Service Name: Type in a Service Name here. PPP Passuword:
Authentication Method: Choose an Authentication Method. If you don’t know the e e s = -
Authentication Method, leave this on Auto.
Enable Fullcone NAT: = Tick to enable Fullcone NAT I, SESRSmeiaR
Enable NAT: ' Tick this option to enable NAT for this connection. Enable NAT

Enable Firewall: Tick this option to enable firewall for this connection.
Keep Alive PPP Tick the option to enable keep alive function of PPP

Enable Firewall

connection: connection. Keep aive PPP connecion
LCP echo interval Enter a time in second to determine how often to send an =
(seconds): echo message to an idle link. I Togmanison ah g
. threshold:
IP fragmentation low P fragmentation tme [z

(seconds):

threshold: The lowest threshold value for the LCP packet.
IP fragmentation high
threshold ' The highest threshold value for the LCP packet
IP fragmentation time W SR
(seconds): Enter a time in second for IP fragmentation time. S R
Dial on demand: Tick to enable Dial on Demand.
PPP IP extension: Tick to enable PPP IP Extension.
Static IPv4 Address: Tick to enable Static IP version 4 address.
IPv4 Address: | The option appears when Use Static IPv4 Address is
selected. Enter the Static IP version 4 address used here. [ Enable PoP Diebug Mods
PPP Debug Mode: Tick to enable PPP Debug Mode. [ #ridge PPPOE Frames Between WAN and Local Ports
Bridge PPPoE: Tick to bridge of PPPoE frames between the WAN interface
and the local ports.
IGMP Multicast Proxy: Tick to enable IGMP Multicast Proxy. ore 1k et
MTU: | Enter a maximum transmission unit value here. wru [0z
Click Next to continue the setup.

[ Dial on demand (with idle timeout timer)

Multicast Proxy
[ Enable IGMP Multicast Proxy
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Step 3 - PPPoE Routing — Default Gateway:

Select a preferred wan interface as the system
default gateway.

Click Next to continue the setup.

Routing -- Default Gateway

Select a preferred wan interface as the systemn default gateway.

Selected WAMN Interface | pppoe_0_0_35/ppp0 + |
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Step 4 — PPPoE | DNS Server Configuration: DNS Server Configuration
i A Get DNS server information from the selected WAN interface OR enter static DNS server IP addresses. If only a
Get DNS server information from the selected single PVC with IPoA or static MER protocol is configured, you must enter static DNS server IP addresses.
WAN interface OR enter static DNS server IP
addresses. If only single PVC with IPoA or static @ Obtain DNS info from a WAN interface:
MER protocol is configured, you must enter static WAN Interface selected: | pppoe_0_0_35/ppp0 ¥

DNS server IP addresses. O Use the following Static DNS IP address:

Obtain DNS: Select this option to enable automatic DNS e DNSS ' 'ﬂ. )
discovery from the WAN interface. secondary ONS server: [ ]

Static DNS: = Select this option and enter the DNS IP addresses
if needed.

Click Next to continue the setup
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Step 5 - PPPoE  WAN Setup — Summary:

WAN Setup - Summary

Make sure that the settings below match the Make sure that the settings below match the settings provided by your ISP.

settings provided by your ISP. PORT / VPI / VCE: |0/ 0/ 35

. L. Connection Type: |Bridge
Click Apply/Save to have this interface to be

Service Name:
effective. Click Back to make any modifications. e e

Service Category: |UER

IP Address: Mot Applicable
Service State: Enabled
NAT: Disabled
Full Cone NAT: Disabled
Firewall: Disabled

IGMP Multicast: Mot Applicable
Quality Of Service: | Disablad

Click "apply/Save” to have this interface to be effective. Click "Back” to make any modifications.
[Back] [ Apply/Save ]

IP over Ethernet (IPOE) WAN Service Configuration WAN Service Configuration

Step 1 -IPoE: To setup an IPoE Interface select the IP over Select WAN service type:
Ethernet and click the Next button. O PPP over Ethernet (PPPoE)
® 1P over Ethernet

The Service Description will be added

. Bridai
automatically. O sridging

Click Next to continue the setup Enter Service Description: ipoe_0_0_35 |
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Step 2 - IPOE = WAN IP Settings:

Enter information provided to you by your ISP to
configure the WAN IP settings.

Notice: If Obtain an IP address automatically is
chosen, DHCP will be enabled for PVC in MER
mode.

If Use the following Static IP address is chosen,
enter the WAN IP address, subnet mask and
interface gateway.

Click Next to continue the setup

WAN IP Settings

Enter information provided to you by your ISP to configure the WAN IP settings.
Motice: If "Obtain an IP address automatically” is chosen, DHCP will be enabled for PVC in MER mode.
If "Use the following Static IP address” is chosen, enter the WAN IP address, subnet mask and interface gateway.

@® Obtain an IP address automaticaly
Option 60 Vendor ID:

Option 61 IAID: (8 hexadecimal digits)
Option 61 DUID: |:| (hexadecimal digit)
Option 1235: ® Disable O Enable

O Use the following Static IP address:
WAN IP Address:
WAN Subnet Mask:

WAN gateway IP Address: I:I

Next
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Step 3 - IPOE

Step 4 - IPoE

Network Address Translation Settings:
Network Address Translation (NAT) allows you to
share one Wide Area Network (WAN) IP address
for multiple computers on your Local Area
Network (LAN).

Select Enable Firewall to use the default firewall
options on this interface.

Select Enable IGMP Multicast to allow IGMP
Multicasting on this interface.

Click Next to continue the setup

Routing — Default Gateway:

Select a preferred wan interface as the system
default gateway.

Click Next to continue the setup.

Network Address Translation Settings

Metwork Address Transktion (NAT) allows you to share one Wide Area Network (WAN) IP address for multiple
computers on your Local Area Network (LAN).

[0 Enable NAT

[0 Enable Firewsal

IGMP Multicast

[0 Enable IGMP Multicast

Routing - Default Gateway

Select a preferred wan interface as the system default gateway.

Selected WAN Interface | ipoe_0_0_35/atm0 V|
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Step 5 —IPoE DNS Server Configuration: DNS Server Configuration
i A Get DNS server information from the selected WAN interface OR enter static DNS server IP addresses. If only a
Get DNS server information from the selected single PVC with IPoA or static MER protocol is configured, you must enter static DNS server IP addresses.
WAN interface OR enter static DNS server IP
addresses. If only single PVC with IPoA or static © Obtain DNS info from a WAN interface:
MER protocol is configured, you must enter static WAN Interface selected:

DNS server IP addresses. O Use the following Static DNS IP address:

i is opti i mary NS server: [
Obtain DNS:  Select this option to enable automatic DNS P D'fs e
discovery from the WAN interface. secondary ONsserver: [ ]

Static DNS:  Select this option and enter the DNS IP addresses
if needed.

Click Next to continue the setup
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Make sure that the settings below match the Make sure that the settings below match the settings provided by your ISP.

settings provided by your ISP. PORT / VPI / VCE: |0/ 0/ 35
i L. Connection Type: |Bridge
Click Apply/Save to have this interface to be

Service Name:
effective. Click Back to make any modifications. e e

Service Category: |UER

1P Address: Mot Applicable
Service State: Enabled
NAT: Disabled
Full Cone NAT: Disabled
Firewall: Disabled

IGMP Multicast: Mot Applicable
Quality Of Service: | Disabled

Click "&pply/Save” to have this interface to be effective. Click "Back” to make any modifications.
[Back] [ Apphy/Save ]

Bridging WAN Service Configuration WAN Service Configuration

Step 1 - Bridging: To setup a Bridging Interface select the Bridging Select WAN service type:
and click the Next button. (O PPP over Ethernet (PPPoE)
. . . O 1p over Ethernet
The Service Description will be added ® Bridging

automatically.

Click Next to continue the setup Enter Service Description: [br_0_0_35 |
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Step 2 - Bridging WAN Setup — Summary: WAN Setup - Summary

Make sure that the settings below match the Make sure that the settings below match the settings provided by your ISP,
settings provided by your ISP. PORT / VPI / VCL: |0/ 0/ 35

. L. Connection Type: |Bridge
Click Apply/Save to have this interface to be

. . e . Service Name: br_0_0_35
effective. Click Back to make any modifications. :

Service Category: |UER

IP Address: Mot Applicable
Service State: Enabled

NAT: Disabled

Full Cone NAT: Disabled
Firewall: Disabled

IGMP Multicast: Mot Applicable
Quality Of Service: | Disabled

Click "aApply/Save” to have this interface to be effective. Click "Back” to make any modifications.
[Eack] [ Apphy/Save ]
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PPP over ATM = WAN Service Interface Configuration:

WAN Service Interface Configuration

Step 1. Select a Layer 2 Interface with PPPOA settings for ot e e e o
this service from the drop-down menu, and click Select a layer 2 interface for this service
the Next button. Mote: For ATM interface, the descriptor string is (portId_wpi_vdi)

For PTM interface, the descriptor string is (portId_high_low)
Where portld=0 = DSL Latency PATHO
portld=1 —= D5L Latency PATHI
portld=4 -= DSL Latency PATHO&]
low =0 —= Low PTM Priority not set
low =1 —= Low PTM Priority set
high =0 —= High PTM Priority not set
high =1 —= High PTM Priority set

| atm0/(0_0_35) + |

Step 2 - PPPOA  WAN Service Configuration — PPPOA:

WAN Service Configuration

The Service Description will be added
automatically.

Enter Service Description: |pppoa_0_0_35 |
Click the Next button.

Next
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Step 3 - PPPOA PPP Username and Password: PPP Username and Password
PPP usually requires that you have 3 user name and passu‘c_m'd to establish your connection. In the boxes below,
PPP Username: Enter the PPP Account Username here. e e e S S s
PPP Password: Enter the PPP Account Password here.
Authentication Method: Choose an Authentication Method. If you don’t know the o
Authentication Method, leave this on Auto. Authentication Method: | AUTO v
Enable Fullcone NAT: Tick to enable Fullcone NAT
Enable NAT: ' Tick this option to enable NAT for this connection.
Enable Firewall: = Tick this option to enable firewall for this connection. Enable NAT
Keep Alive PPP Tick the option to enable keep alive function of PPP

connection: connection.

[ Enable Fullcone NAT

Enable Firewal

LCP echo interval Enter a time in second to determine how often to send an K50 sl R o et
(seconds): echo message to an idle link. i e
IP fragmentation low e ;Ei

threshold: The lowest threshold value for the LCP packet. . e -

IP fragmentation high {peNiiEs
threshold = The highest threshold value for the LCP packet [ 0l on demand (with idle tmeout timer)

IP fragmentation time
(seconds): Enter a time in second for IP fragmentation time. G Rien

Dial on demand: Tick to enable Dial on Demand. R —

PPP IP extension: Tick to enable PPP IP Extension.
Static IPv4 Address: Tick to enable Static IP version 4 address.
IPv4 Address: | The option appears when Use Static IPv4 Address is
selected. Enter the Static IP version 4 address used here.
PPP Debug Mode: Tick to enable PPP Debug Mode.
IGMP Multicast Proxy: Tick to enable IGMP Multicast Proxy. [ Enable PPP Debug Mode
MTU: Enter a maximum transmission unit value here.

Multicast Proxy
[1 Enable IGMP Multicast Proxy

Click Next to continue the setup.

PPP Link Setting
MTU |1492

39



D-Link DSL-2760U USER’S MANUAL

Step 4 - PPPOA Routing — Default Gateway:

Select a preferred WAN interface as the system
default gateway.

Click Next to continue the setup.

Routing -- Default Gateway

Selected WAMN Interface

Select a preferred wan interface as the systemn default gateway.
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Step 5 - PPPoA DNS Server Configuration:

DNS Server Configuration

Get DMS server information from the selected WAN interface OR enter static DNS server IP addresses. If only a

Get DNS server information from the SeIeCted single PVC with IPoA or static MER protocol is configured, you must enter static DMS server IP addresses.
WAN interface OR enter static DNS server IP

addresses. If only single PVC with IPoA or static @ Obtain DNS info from a WAN interface:

MER protocol is configured, you must enter static WAN Interface selected:

DNS server IP addresses. o _
O Use the following Static DNS IP address:

- R - imary DNS server: [ |
Obtain DNS: = Select this option to enable automatic DNS et e
discovery from the WAN interface. SecondaryDNSserver: [ ]

Static DNS: = Select this option and enter the DNS IP addresses
if needed.

Click Next to continue the setup

Next
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Step 5 - PPPoA  WAN Setup — Summary: WAN Setup - Summary

Make sure that the settings below match the Make sure that the settings below match the settings provided by your ISP.

settings provided by your ISP. PORT / VPIJ VCE |0/ 0/ 35

i isi C tion Type: | PPPoA
Click Apply/Save to have this interface to be onnection Type: | PPPoA

. . . . Service Name: oa_0_0_35
effective. Click Back to make any modifications. PR

Service Category: |UBR

IP Address: Autormatically Assigned
Service State: Enabled
NAT: Enabled
Full Cone NAT: Disabled
Firewall: Enabled

IGMP Multicast: Disabled
Quality Of Service: | Disabled

Click "Apphy/Save"” to have this interface to be effective. Click "Back” to make any modifications.
[Back] [ Apply/Save |
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IP over ATM WAN Service Interface Configuration — IPOA:

WAN Service Interface Configuration

Step 1. Select a Layer 2 Interface with IPoA settings for o e e e
this service from the drop-down menu, and click Select a layer 2 interface for this service
the Next button. Mote: For ATM interface, the descriptor string is (portId_vpi_vdi)

For PTM interface, the descriptor string is (portId_high_low)
Where portld=0 —= DSL Latency PATHO
portld=1 —= DSL Latency PATH1
portld=4 —> DSL Latency PATHOE1
lowe =0 —= Low PTM Priority not set
low =1 —= Low PTM Priority set
high =0 —= High PTM Priority not set
high =1 --= High PTM Priority set

| ipoa0/(0_10_40) v |

Step 2 - IPOA:  WAN Service configuration

WAN Service Configuration

The Service Description will be added
automatically.

Enter Service Description: |i|:u:|a_El_1 0_40 |

Click the Next button.
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Step 3-1PoA: WAN IP Settings WAN IP Settings

WAN IP Address: Enter the WAN IP address used here. Enter information provided to you by your ISP to configure the WAN IP settings.
WAN Subnet Mask: | Enter the subnet of the WAN IP address.
WAN TP Address: 10.0.0.0 |
Click Next to continue the setup. WAN Subnet Mask: 0.0.0.0 |

Next

Step 4 — IPOA Network Address Translation Settings: Network Address Translation Settings

. : H ; ; ; Metwork Address Translation (NAT) allows you to share one Wide Area Network (WAN) IP address for multiple
Enab_le NAT: T!ck th!s option to enable I\_IAT for this connection. computers on your Local Area Network (LAN). /
Enable Firewall: Tick this option to enable firewall for this
connection. ] Enable NAT
IGMP Multicast: = Tick to enable IGMP Multicast Proxy.

[] Enable Firewall
Click Next to continue the setup.
IGMP Multicast

[J Enable IGMP Multicast
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Step 5 - IPoA Routing -- Default Gateway

Select a preferred WAN interface as the system
default gateway.

Click Next to continue the setup

Routing -- Default Gateway

Select a preferred wan interface as the systemn default gateway.

Selected WARN Interface | ipoa_0_10_40/ipoal V|
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Step 5-IPOA  WAN Setup — Summary: WAN Setup - Summary

Make sure that the settings below match the Make sure that the settings below rmatch the settings provided by your ISP,

settings provided by your ISP. PORT / VPI / VCI: |0/ 10/ 40

Click Apply/Save to have this interface to be AR N oA

effective. Click Back to make any modifications. service Hlame: poe_ 01040

Service Category: |UBR

IP Address: 192.168.0.1
Sarvice State: Enabled
NAT: Disabled
Full Cone NAT: Disabled
Firewall: Disabled

IGMP Multicast: Disabled
Quality Of Service: | Disabled

Click "Apply/Save” to have this interface to be effective. Click "Back” to make any modifications.
[Back] [ Apply/Save ]
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LAN

You can configure the LAN IP address to suit your preference. Many users will find it convenient to use the default settings together with DHCP service to
manage the IP settings for their private network. The IP address of the Router is the base address used for DHCP. In order to use the Router for DHCP on your
LAN, the IP address pool used for DHCP must be compatible with the IP address of the Router. The IP addresses available in the DHCP IP address pool will
change automatically if you change the IP address of the Router.

Display:

GroupName:

IP Address:

Subnet Mask:

Enable IGMP Snooping:
Standard Mode:

Blocking Mode:

Disable/ Enable DHCP
Server:

Start IP Address:

End IP Address:
Lease Time:

To access the Local Area Network (LAN) Setup
window, click the LAN button in the Advanced
Setup directory.

Select the appropriate group name. By default
there is only one group

Enter the LAN IP address for the router here.
Enter the Subnet Mask for the router here.

Tick this option to enable IGMP Snooping.
Select to use Standard Mode. (If IGMP Snooping
is enabled)

Select to use Blocking Mode. (If IGMP Snooping is
enabled)

Choose to enable or disable the DHCP Server
here.

Enter a starting IP Address for the DHCP pool
here.

Enter an end IP Address for the DHCP pool here.
Enter a DHCP Lease Time value here.

To add reserve an IP to a specific host click the
Add Entries button.

Local Area Network (LAN) Setup
Configure the DSL Router IP Address and Subnet Mask for LAN interface. GroupName | Default &

1P Address:

Subnet Mask:

192.168.1.1
255.255.255.0

[0 Enable 1GMP Snooping

O Disable DHCP Server
® Enable DHCP Server
Start IP Address: 192.168.1.2
End IP Address: 192.168.1.254
Leased Time (hour):|1
Static IP Lease List: (A maximum 32 entries can be configured)
MAC Address | IP Address | Remove

[ Add Entries ][ Remove Entries ]

[J configure the second IP Address and Subnet Mask for LAN interface

Apply/Save
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To reserve an IP for a specific host the user must DHCP Static IP Lease
know the specific host's Mac Address.
Enter the Mac address and Static IP address then click "Apply/Save” .
Mac Address: @ Enter the reserved host's Mac Address in here.
IP Address:  Enter the reserved host’s IP Address in here.

MAC Address: | |

Click Apply/Save to continue. IP Address: | |
Apply/Save
Static IP Lease List: All the reserved DHCP client entries will be listed Static IP Lease List: (A maximum 32 entries can be configured)
here. MAC Address | IP Address |Remove

00:12:34:56:78:90 | 192.168.1.10 ]

| Add Entries | [ Remove Entries |

Second IP Address: To enable a second LAN interface IP tick this
option and enter a second IP address and Subnet
Mask for the router here.

Configure the second IP Address and Subnet Mask for LAN interface
1P Address:

Subnet Mask:

Note: The second LAN IP Address must be of a
different IP range than the current first IP Address.
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NAT — Virtual Servers

Virtual Server allows you to direct incoming traffic from WAN side (identified by Protocol and External port) to the internal server with private IP address on the
LAN side. The Internal port is required only if the external port needs to be converted to a different port number used by the server on the LAN side. The NAT
button appears when configuring WAN interface in PPPoE,or IPOA.

To Add a Virtual Server Rule, click the Add button. NAT — Virtual Servers Setup

Virtual Server allows you to direct incoming traffic from WAN side (identified by Protocol and External port) to the
Internal server with private IP address on the LAN side. The Internal port is required only if the external port needs
to be converted to a different port number used by the server on the LAN side. A maximum 32 entries can be
configurad.

Internal Internal Saerver IP | WAN
Port Start | Port End | Address Interface

Saerver | External External

Name Port Start | Port End [EITETE

Protocol
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Select the service name, and enter the server IP address and click NAT — Virtual Servers
App|y/Save tO forward IP paCketS for th|S SerVice tO the SpeCIerd server. Select the service name, and enter the server IP address and click "Apply/Save" to forward IP packets for this

service to the specified server. NOTE: The "Internal Port End” cannot be modified directly. Normally, it is
sat to the same value as "External Port End". However, if you modify "Internal Port Start”, then
“Internal Port End” will be set to the same value as "Internal Port Start”.

NOTE: The "Internal Port End" cannot be modified directly. Normally, it is set to Remaining number of entries that can be configured:32
the same value as "External Port End". However, if you modify "Internal Port Use Interface
Start", then "Internal Port End" will be set to the same value as "Internal Port Service Name:
" & Select a Service: |SelectOne V|
Start : QO Customn Service:

. . . Server IP Address:
A maximum number of 32 entries can be configured.

Apphy/Save

External Port Start|External Port End| Protocol [Internal Port StartInternal Port End
TCP

TCP
TCP
TCP
TCP
TCP
TCP
TCP
TCP
TCP
TCP
TCP

<=l

Apply/Save

View the newly added rule. NAT -- Virtual Servers Setup

Virtual Server allows you to direct incoming traffic from WAN side (identified by Protocol and External port) to the
Internal server with private IP address on the LAN side. The Internal port is required only if the external port needs
to be converted to 2 different port number used by the server on the LAN side. A maximum 32 entries can be

configured.

External Internal
Server External Internal |Server IP WAN

Port Protocol | Port Remove
Name Start Port End Start Port End | Address Interface
Web
Server a0 80 TCP a0 a0 192.168.1.20 |pppd O
(HTTP)

50



D-Link DSL-2760U USER'S MANUAL - ——

NAT — Port Triggering

Some applications require that specific ports in the Router's firewall be opened for access by the remote parties. Port Trigger dynamically opens up the 'Open
Ports' in the firewall when an application on the LAN initiates a TCP/UDP connection to a remote party using the 'Triggering Ports'. The Router allows the remote
party from the WAN side to establish new connections back to the application on the LAN side using the 'Open Ports'. A maximum 32 entries can be configured.

To Add a Port Triggering Rule click the Add button. NAT — Port Triggering Setup

Some applications require that specific ports in the Router's firewall be opened for access by the remote parties.
Port Trigger dynamically opens up the 'Open Ports' in the firewall when an application on the LAN initiates a
TCP/UDP connection to a remote party using the "Triggering Ports'. The Router allows the remote party from the
WARN side to establish new connections back to the application on the LAN side using the 'Open Ports'. A
maximum 32 entries can be configured.

Trigager Open

Application Name Port Range Port Range | WAN Interface | Remove
Protocol Protocol
Start | End Start | End
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Some applications such as games, video conferencing, remote access NAT - Port Triggering

appllcatlons and OtherS reqUIre that SpGleIC ports In the Router's fll’eW&” be Some applications such as games, video conferencing, remote access applications and others require that specific

Opened for access by the applicationsl ports in the Router's firewall be opened for access by the applications. You can configure the port settings from
this screen by selecting an existing application or creating your own (Customn application)and dlick "Save/Apply” to
add it.

You can configure the port settings from this screen by selecting an existing Remaining number of entries that can be configured:0

application or creating your own (Custom application) and click Save/Apply to Use Interface pppoe_0_0_35/ppp0 |

add it. Application Name:

® Select an application: | Select One v|

O custom application: |

A maximum number of 32 entries can be configured.

Trigger Port StartTrigger Port End Trigger ProtocolOpen Port Start/Open Port EndOpen Protocol
| | | | TP v | | | Tep v
| | | | TP v | | A
| | | | TP v | | | TP v
| | | | TP v | | A
| | | | TP v | | A
| | | | TP v | | A
| | | | TP v | | A
| | | | TP v | A

View the newly added rule. NAT — Port Triggering Setup

Some applications require that specific ports in the Router's firewal be opened for access by the remote parties.
Port Trigger dynamically opens up the 'Open Ports' in the firewal when an application on the LAN initiates a
TCP/UDP connection to a remote party using the 'Triggering Ports'. The Router allows the remote party from the
WARN side to establish new connections back to the application on the LAN side using the 'Open Ports'’. A
maximurm 32 entries can be configured.

Trigger Open
Application Name Port Range Port Range | WAN Interface | Remove
Protocol Protocol
Start | End Start | End
ICQ upp 4000 |4000 | TCP 20000 | 20059 | ppp0 O
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NAT — DMZ Host

The DSL router will forward IP packets from the WAN that do not belong to any of the applications configured in the Virtual Servers table to the DMZ host
computer.

Enter the computer's IP address and click Save/Apply to activate the DMZ NAT — DMZ Host

hOSt' The DSL router will forward IP packets from the WAN that do not belong to any of the applications configured in
the Vvirtual Servers table to the DMZ host computer.

Clear the IP address field and click Save/AppIy to deactivate the DMZ host. Enter the computer's IP address and click "Apply” to activate the DMZ hast.

Clear the IP address field and click "Apply” to deactivate the DMZ host.

DMZ Host IP Address:

Save/Apply

NAT —ALG

ALG, known as Application Level Gateway or Application Layer Gateway, consists of a security component that augments a firewall or NAT employed in a
computer network. The main function for ALG on this gateway is to allow NAT traversal to SIP applications.

Tick the SIP Enabled check box to enable ALG on this router and click

ALG
Save/Apply.

Select the ALG below.

SIP Enabled

Save/Apply
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Security — IP Filtering

When a computer connects to the Internet, it begins communicating with other networking device and computers and by the norm is taking a risk. Internet
Security is the method to safely secure a local network from unwanted intrusions from the Internet and also to the Internet. This page allow for two main security
methods that can be used. The first method is to block any node and ONLY allowing certain users to connect through this router. The second method is to allow
any node and ONLY blocking certain users to connect through this router.

The basic firewall of this router should be sufficient enough to keep unwanted guests from browsing your network from the Internet. This page will add to this
already applied security feature

IP Filtering - Outgoing

This window allows you to create a filter rule to block outgoing IP traffic by
specifying a filter name and at least one condition on this window. All of the
specified conditions in this filter rule must be satisfied for the rule to take effect. —
Filters are used to allow or deny LAN or WAN users from accessing the Internet
or your internal network. Click the Change Policy to change between BLOCK
and ACCEPT the rules. Filter Protocol | Source Address / Source Dest. Address [ Dest.
If you are setting up the outgoing IP filtering, click the Add button. ame Mask pore rask pore

Qutgoing IP Filtering Setup

By default, all outgoing IP traffic from LAN is allowed, but some IP traffic can be BLOCK by setting up filters.

Choose Add or Remove to configure outgoing IP filkers.

Remove

IP Filtering — Incoming
The Inbound Filter allows you to create a filter rule to allow incoming IP traffic
by specifying a filter name and at least one condition on this window. All of the

Incoming IP Filtering Setup

By default, all incoming IP traffic from WAN is denied, but some IP traffic can be ACCEPT by setting up filters.

specified conditions in this filter rule must be satisfied for the rule to take effect.

By default, all incoming IP traffic from the Internet is blocked when the firewall is

enabled. Click the Change Policy to change between BLOCK and ACCEPT Choose Add or Remove to configure ncoming I7 fters.

the rules. Filter Source Address [ | Source Dest. Address / | Dest.

Interfaces | Protocol Remove

If you are setting up the incoming IP filtering, click the Add button. Hame Mask Port  [Mask port
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Filter Name:
Protocol:

Source IP Address:
Source Subnet
Mask:

Source Port:
Destination IP
Address:
Destination Subnet
Mask:

Destination Port:

Filter Name:
Protocol:

Source IP Address:
Source Subnet
Mask:

Source Port:
Destination IP
Address:
Destination Subnet
Mask:

Destination Port:

WAN/LAN
Interfaces:

Outgoing Rule - Add

Enter a name for the new rule here.

Select the appropriate protocol used here.

Enter the Source IP address here.

Enter the Source Subnet Mask here.
Enter the Source port number here.
Enter the Destination IP address here.
Enter the Destination Subnet Mask here.
Enter the Destination port number here.

Click Apply/Save to add the rule.

Incoming Rule - Add

Enter a name for the new rule here.

Select the appropriate protocol used here.

Enter the Source IP address here.

Enter the Source Subnet Mask here.
Enter the Source port number here.
Enter the Destination IP address here.
Enter the Destination Subnet Mask here.
Enter the Destination port number here.

Here you can select the appropriate WAN/LAN interface

that this rule will use.

Click Apply/Save to add the rule.

Add 1P Filter — Outgoing

The screen allows you to create a fitter rule to identify outgoing IP traffic by specifying a new fitter name and at
least one condition below. All of the specified conditions in this fitter rule must be satisfied for the rule to take
effect. Click 'Apply/Save’ to save and activate the filter.

Protocol: V|
Source IP address:

Source Subnet Mask:

Source Port (port or port:port):

Destination IP address:

Destination Subnet Mask:

Destination Port (port or port:port) :l:l
Apply/Save

Add 1P Filter — Incoming
The screen allows you to create a fiter rule to identify incoming IP traffic by specifying a new filter name and at

least one condition below. All of the specified conditions in this fitter rule must be satisfied for the rule to take
effect. Click '&pply/Save’ to save and activate the filter.

Protocol: hd |

]

Source IP address:

Source Subnet Mask:

Source Port (port or port:port):

Destination IP address:

Destination Subnet Mask:
Destination Port (port or |Ju|t:|30|t]:|:|

WAN Interfaces (Configured in Routing mode and with firewall enabled)
Selact one or more WAN interfaces displayed below to apply this rule.

Select Al
pppoe_0_0_35/ppp0

Apply/Save
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IP Filtering — Outgoing
The new rule is added.

IP Filtering — Incoming
The new rule is added.

OQutgoing IP Filtering Setup

By default, all outgoing IP traffic from LAN is allowed, but some IP traffic can be BLOCKED by setting up fiters.

Choose Add or Remove to configure outgoing IP fitters.

Filter

Dest

Source c
= Protocol | Source Address | Mask Port Dest. Address | Mask Port Remove
§ P 192.168.1.10 / 192.168.1.10 /
Mame | TCP/UDP | 525 555 055.0 L0 255.255.255.0 10 o

Incoming IP Filtering Setup

By default, all incoming IP traffic from the WAN is blocked when the firewall is enabled. However, some IP traffic
can be ACCEPTED by setting up filters.

Choose Add or Remove to configure incoming IP filcers.

Filter
Name Interfaces | Protocol
Mame pppl TCP/UDP

Source Address | Source

Mask Port
192.168.1.10 / 12
255.255.255.0

Dest. Address [ Dest.
Mask Port

192.168.1.10 /
255.255.255.0

Remove
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Security — Mac Filtering

MAC Filtering is only effective on ATM PVCs configured in Bridge mode.

FORWARDED means that all MAC layer frames will be FORWARDED except those matching with any of the specified rules in the following table.
BLOCKED means that all MAC layer frames will be BLOCKED except those matching with any of the specified rules in the following table.

WARNING: Changing from one policy to another of an interface will cause all defined rules for that interface to be REMOVED AUTOMATICALLY! You will need to
create new rules for the new policy.

MAC Filtering Policy For Each Interface:

To change the Policy simply tick the Change check box and click the Interface | Policy Change Interface | Policy Change
Change Policy button. atmi BLOCKED | [ atmil FORWARD | []
[ Change Policy ] [ Change Policy ]

Choose Add or Remove to configure MAC filtering rules.
Interface | Protocol | Destination MAC | Source MAC | Frame Direction | Remove

[Add] [ Rernove
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Create a filter to identify the MAC layer frames by specifying at least one
condition below. If multiple conditions are specified, all of them take effect.

Click Save/Apply to save and activate the filter.

View the newly added rule.

Add MAC Filter

Create a fitter to identify the MAC layer frames by specifying at least one condition below. If multiple conditions are
specified, all of them take effect. Click "Appl™ to save and activate the filter.

Destination MAC Address:

Source MAC Address:

Frame Direction: LAN==>WAN

WAN Interfaces (Configured in Bridge mode only)

br_0_0_40/atm1 «

Save/Apply

Interface | Protocol | Destination MAC | Source MAC Frame Direction | Remove

atml IGMP 00:12:34:56:78:90 | 01:23:45:67:89:01 (BOTH |
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Parental Control — Time Restriction

Another powerful security feature is by simply making the router inactive or inaccessible at certain times. This page allows the user to setup a time schedule to

block a specific Mac address.

Use this window to deny access to specified MAC address.
If you are setting up the MAC address blocking, click the Add button.

MAC address is a specially formatted text string (XX:XX:XX:XX:xX:Xx) that
uniquely identification of a device. This section will allow users to block
devices with certain MAC addresses on the LAN.

To configure for MAC address blocking, enter the username into the
Username field, click Browser’'s MAC Address to have MAC address of the
LAN device, or click Other MAC Address and enter a MAC address
manually. Tick the checkboxes for the desired individual days of the week
and enter desired Start Blocking Time and End Blocking Time.

Click the Apply/Save button to save the configuration

An added rule will look like this.

Access Time Restriction - A maximum 16 entries can be configured.

Username MAC | Mon | Tue | Wed | Thu | Fri | Sat | Sun | Start | Stop | Remove

Access Time Restriction

This page adds time of day restriction to a special LAN device connected to the Router. The 'Browser's MAC
Address’ automatically displays the MAC address of the LAN device where the browser is running. To restrict other
LAN device, click the "Other MAC Address" button and enter the MAC address of the other LAN device. To find
out the MAC address of a Windows based PC, go to command window and type "ipconfig /all".

User Name
& Browser's MAC Address

O other MAC Address
(ocoronooet)

Days of the week

Click to select OO0 00 /00/-

Start Blocking Time (hh:mm)

End Blocking Time (hhzmm)

Apply/Save

URL Filter -- Please selact the list type first then configure the list entries. Maximum 100 entries can be
configured.

URL List Type: @& Excude O Incude

Address Port | Remove
http:/fwww.game.com | 80 O
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Parental Control — URL Filter

Another powerful security measure that this router provides is the blocking or allowing of certain URL addresses. This page allows the user to configure URL
filtering.

Use thIS WInd(?W to a"OW or deny access toa SpeCIerd URL address. URL Filter -- Please select the list type first then configure the list entries. Maximum 100 entries can be
If you are setting up the URL filtering, click the Add button. configured.

URL List Type: & Excude O Include

Address | Port | Remove

To configure URL Filtering, enter a URL in the URL address space and also parental Control — URL Filter Add
specify the port number. By default a website’s port used is port number
88 y P y P P Enter the URL address and port number then click "Apply/Save” to add the entry to the URL fiter.
Click Apply/Save to continue. URL Address: | |
Port Number: | | (Default 80 wil be applied i leave blank.)

Apply/Save

The new rule is added.

URL Filter - Please select the list type first then configure the list entries. Maximum 100 entries can be
configured.

URL List Type: @& Excude O Include

Address Port | Remove
http:/ fwww.game.com | 80 O

60



D-Link DSL-2760U USER'S MANUAL ©—

Quality of Service (QoS)

QoS or Quality of Service allows the router to help prioritize the data packet flow in your Router and network. This is very important for time sensitive applications
such as VolP where it may help prevent dropped calls. Large amounts of non-critical data can be scaled so as not to affect these prioritized sensitive real-time
programs.

QU eU e Man ag em ent CO n fl g U I'atl O ﬂ QoS -- Queue Management Configuration

If Enable QoS checkbox is selected, choose a default DSCP mark to automatically mark incoming traffic without
reference to a particular classifier, Click "Apply/Save’ button to save it.

If Enable QoS checkbox is selected, choose a default DSCP mark to
automatically mark incoming traffic without reference to a particular

classifier. Click Applylsave button to save it. Note: If Enable Qos checkbox is not selected, all QoS will be disabled for all interfaces.

NOTE: If the Enable QOS checkbox is not SeIeCted, all QOS will be disabled Note: The default DSCP mark is used to mark all egress packets that do not match any classification
for all interfaces. rules.

NOTE: The default DSCP mark is used to mark all egress packets that do [ Enable Qos

not match any classification rules.

Apply/Save
QO S Qu eu e Set u p QoS Queue Setup -- A maximum 16 entries can be configured.
If you disable WMM function in Wireless Page, queues related to wireless wil not take effects
If you disable WMM function in Wireless Page, queues related to wireless The QoS function has been disabled. Queues would not take effects.
WI” not take eﬁ:eCtS Name Key | Interface | Precedence | DSL Latency | PTM Priority | Enable | Remove
. WMM Voice Priority | 1 wid 1 Enabled
Click the Add button to add a Queue Setup rule.
WMM Voice Priority | 2 ] 2 Enabled
WMM Video Priority | 3 ] 3 Enabled
WMM Video Priority | 4 ] 4 Enabled
WMM Best Effort 5 wid 5 Enabled
WMM Background 6 ] 6 Enabled
WMM Background 7 ] 7 Enabled
WMM Best Effort 8 wid 8 Enabled
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Adding a Queue Setup Rule

The screen allows you to configure a QoS queue entry and assign it to a
specific network interface. Each of the queues can be configured for a
specific precedence. The queue entry configured here will be used by the
classifier to place ingress packets appropriately. NOTE: Lower integer
values for precedence imply higher priority for this queue relative to others
Click Apply/Save to save and activate the queue.

QoS Classification Setup

Choose Add or Remove to configure network traffic classes.

If you disable WMM function in Wireless Page, classification related to
wireless will not take effects.

A maximum 32 entries can be configured.

Qo5 Queue Configuration

The screen allows you to configure 2 QoS queue entry and assign it to a specific network interface. Each of the
queues can be configured for a specific precedence. The gueue entry configured here wil be used by the classifier
to place ingress packets appropriately. Note: Lower integer values for precedence imply higher priority for
this queue relative to others Click 'Apply/Save' to save and activate the queue.

Marme: I:I
Enable:

Interface:

Precedence:

Apply/Save

QoS Classification Setup -- A maximum 32 entries can be configured.

Choose Add or Remove to configure network traffic classes.
If you disable WMM function in Wireless Page, classification related to wireless will not take effects

The QoS function has been disabled. Classification rules would not take effects.

CLASSIFICATION CRITERIA CLASSIFICATION RESULTS

Class Class |Ether |SrcMAC/ |DstMAC/ |SrcIP/ |DstIP/ Src  |Dst |DSCP |802.1P |Queue |DSCP 802.1P |VlanID
Name Order Intf |Type Mask Mask Mask Mask B Port Port |Check |Check Key Mark |Mark Tag Enable Remove
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Add Network Traffic Class Rule

The screen creates a traffic class rule to classify the upstream traffic, assign
gueue which defines the precedence and the interface and optionally
overwrite the IP header DSCP byte. A rule consists of a class name and at
least one condition below. All of the specified conditions in this classification
rule must be satisfied for the rule to take effect.

Click Apply/Save to save and activate the rule.

Add Network Traffic Class Rule

The screen creates a traffic class rule to classify the upstream traffic, assign queue which defines the precedence
and the interface and optionally overwrite the IP header DSCP byte. A rule consists of a class name and at least
one condition below. Al of the specified conditions in this classification rule must be satisfied for the rule to take
effect. Click 'Save/Apply' to save and activate the rule.

Traffic Class Name: |
Rule Order: Last |
Rule Status: Disable +

Specify Classification Criteria i
A blank criterion indicates it is not used for classification.

Class Interface: “

Ether Type: v |

Source MAC Address:

Source MAC Mask:

Destination MAC Address: | |

Destination MAC Mask: | |

Specify Classification Results
Must select a classification queue. A blank mark or tag value means no change.

Assign Classification Queue: A4
Mark Differentiated Service Code Point (DSCP): A4
Mark 802.1p priority: A4
Tag VLAN ID [0-4094]:

Apply/Save
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Routing

Routing is the process of selecting paths in a network along which to send network traffic. The router allows the user to configure routing in 3 ways. Specifying the

Default Route, setting up Static Route or configuring RIP.

Default Gateway
Select a preferred wan interface as the system default gateway.

Click Save/Apply to save and activate the rule.

Static Route

To add a static route, click the Add button.

Routing -- Default Gateway

Select a preferred wan interface as the systermn default gateway.

Selected WAN Interface | pppoe_0_0_35/ppp0 V|

Save/Apply

Routing - Static Route (A maximum 32 entries can be configured)

Destination | Subnet Mask | Gateway | Interface | Remove
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Enter the Destination Network Address, Subnet Mask, and the available
WAN interface from the User Interface drop-down menu. Click the
Apply/Save button to add the entry to the routing table.

Routing Interface Protocol (RIP) Configuration

To activate RIP for the WAN Interface, select the desired RIP version and
operation and place a check in the 'Enabled' checkbox. To stop RIP on the
WAN Interface, uncheck the 'Enabled' checkbox. Click the Apply/Save
button to star/stop RIP and save the configuration.

NOTE: RIP CANNOT BE CONFIGURED on the WAN interface which has
NAT enabled (such as PPPoE).

Routing -- Static Route Add

Enter the destination network address, subnet mask, gateway AND/OR available WAN interface then dlick
"Apply/Save” to add the entry to the routing table.

Destination Metwork Address: I:I

Use Interface | pppoe_0_0_35/ppp0 V|

Apply/Save

Routing -- RIP Configuration
NOTE: RIP CANNOT BE CONFIGURED on the WAN interface which has NAT enabled (such as PPPoE).
To activate RIP for the WAMN Interface, select the desired RIP version and operation and place a check in the

‘Enabled’ checkbox. To stop RIP on the WAN Interface, uncheck the 'Enabled’ checkbox. Click the "Apply/Save’
button to star/stop RIP and save the configuration.

Interface| Version Operation [Enabled
atml 2 Vl |Passive V| O

Apply/Save
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Domain Name Server (DNS) Configuration

The Domain Name System (DNS) is a hierarchical naming system for computers, services, or any resource participating in the Internet. On this router the user
can either let the WAN interface automatically configure the DNS settings or the user can manually setup the DNS configuration.

DNS Server CO I”Ifl g u rat' on DNS Server Configuration
] ) ) ] S_EIect the co_nﬁgl.u':_:d WAN interface for DNS server information OR enter the static DMS server IP Addresses for
Select the configured WAN interface for DNS server information OR enter single PVC with IPoA, static IPoE protocal.
the static DNS server IP Addresses for single PVC with IPoA, static IPOE o _
protocol ® Obtain DNS info from a WAN interface:

WAN Interface selected: | pppoe_0_0_35/ppp0d v

O Use the following Static DNS IP address:
Primary DNS server:

Secondary DNS server:

Apply/Save
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Dynamic DNS Configuration

The Dynamic DNS service allows you to alias a dynamic IP address to a static hostname in any of the many domains, allowing your DSL router to be more easily
accessed from various locations on the Internet.

Dynamic DNS Configuration Dynamic DN
The Dynamic DMNS service allows you to alias a dynamic IP address to 3 static hostname in any of the many domains,
Choose Add or Remove to Configure Dynamic DNS allowing your DSL router to be more easily accessed from various locations on the Internet.

Choose Add or Remove to configure Dynamic DNS.

Hostname | Username | Service | Interface | Remove

Adding a Rule Add Dynamic DNS
This page allows you to add a Dynamic DNS address from DynDNS.org,
TZO, or dlinkddns.com. This page allows you to add a Dynamic DN5 address from DynDNS.org or TZ0.
D-DMS provider DynDOMNS.org V|
Hostname |
Interface pppoe_0_0_35/pppl V|
DynDNS Settings
Username | |
Password | |

Apphy/Save
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Viewing

After add the rule you can view it here.

Dynamic DNS

The Dynamic DNS service allows you to alias a dynamic IP address to a static hostname in any of the many domains,
allowing your DSL router to be more easily accessed from various locations on the Internet.

Choose Add or Remove to configure Dynamic DNS.

Hostname |Username | Service | Interface | Remove

DynamicDNS | Username | dyndns | ppp0 O
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DSL Settings

On the DSL Settings page the user can configure the DSL modulation settings, phone line pairing, test modes and even the tone selection.

Modulation, Phone line pairing and Capability DSL Settings

Select the modulation below.

Choose the appropriate modulation type needed for the DSL connection R

here.
Choose the phone line pair to be used here. G.Ite Enabled
Choose the appropriate capability used here. T1.413 Enabled

Click Apply/Save to save and activate the change. ADSL2 Enabled

AnnexL Enabled

To change some of the advanced settings, click the Advanced Settings ADSL2+ Enabled

button.
1 AnnexM Enabled

Select the phone line pair below.
& Inner pair
O outer parr

Capability
Bitswap Enable

[] SsrRA Enable

Apply/Save ][ Advanced Settings ]
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Advanced Settings
Here the user can choose which test mode the router must use.
Click Apply to save and activate the change.

To change the Tone Selection, click the Tone Selection button.

DSL Advanced Settings

Select the test mode below.

® Normal
O Reverb
O Medley
O No retrain
OLs

[Apoly | |

Tone Selaction

]
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ADSL Tone Settings

Select the appropriate upstream and downstream tones for your ADSL
Connection.

Click Apply to save and activate the change.

& | http:f192.168.1.1adslcFgtone, html

ADSL Tone Settings

Upstream Tones
Mo M1 Mz M3 M4 M5 Me 7 Ms Mo Mio M1 M1z 13 M4 F15
W16 17 18 1o W20 21 22 [¥]23 W24 25 M26 M27 28 2o a0 21

Downstream Tones
32 33 34 35 36 [F37 [F3s 3o 4o 41 4z M43 Flaa 45 [F46 F47
4g [l40 [¥50 51 52 W52 [¥]54 [¥]s5 Wse [¥157 [¥58 [Mso e 61 [¥lez [¥e3
M4 es Wes Me7 #ee Mes Mo 71 M72 73 74 F7s Mis & Fl78 M7
[Meo a1 [¥lez [vlez [¥s4 [vles [“les 7 [Mles [vea [¥loo [Mla1 Moz [¥lez [log [as
[las [Flas [¥laa 100101 102 #1023 104 ¥ 105 [ 106 [¥] 107 [#] 108 Pl 109 Pl 110 P 111
112113114 115 M 116 M 117 118 119 M 120 121 [P 122 [ 123 [ 124 ¥ 125 [l 126 M 127
[l128 @120 #1130 P 131 132 P 133 [#] 134 [#] 135 ¥ 136 [¥] 137 [P 138 [¥] 132 ] 140 [¥] 141 [#] 142 [¥] 143
[¥1144 [#] 145 [¥] 146 [¥] 147 [ 148 [] 145 [¥] 150 ] 151 (¥ 152 [#] 153 [¥] 154 [¥] 155 [ 156 [¥] 157 [#] 158 [¥] 159
1160 [#] 161 [¥] 162 [¥] 163 [¥] 164 [¥] 165 [¥] 166 [¥] 167 b7l 168 [¥] 169 [¥] 170 [Pl 171 [Pl 172 [#] 173 [¥] 174 ] 175
176 #1177 W] 178 [W] 179 [¥] 180 [¥] 181 [¥] 182 [¥] 182 [¥] 184 [v] 185 [¥] 186 [¥] 187 [¥] 188 [¥] 180 [¥] 120 [¥] 191
#1122 [¥] 193 [¥] 194 [¥] 195 [¥] 106 [v] 197 [¥] 108 [¥] 100 ] 200 [¥] 201 [¥] 202 [¥] 202 [¥] 204 [] 205 [#] 206 [¥] 207
#1208 ¥ 200 ¥ 210 M 211 [¥] 212 [¥] 213 [¥] 214 [¥] 215 [¥] 216 [¥] 217 [¥] 218 [¥] 219 [¥] 220 [¥] 221 [¥] 222 [¥] 223
[¥] 224 [¥] 225 [¥] 226 [¥] 227 [¥] 228 [¥] 220 [¥] 230 [#] 231 [¥] 232 [¥] 233 [¥] 234 [¥] 235 [¥] 235 [¥] 237 [¥] 238 [¥] 230
#1240 [¥] 241 [¥] 242 [¥] 243 [¥] 244 [¥] 245 [¥] 246 [#] 247 [¥] 248 [¥] 249 [¥] 250 [¥] 251 [¥] 252 [¥] 253 [¥] 254 [¥] 255

((check all ] [ clear Al ] (Apply ] [ Close ]

Dane [ € Internet H100% -
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Universal Plug and Play (UPnP) Configuration

UPnNP supports zero-configuration networking and automatic discovery for many types of networked devices. When enabled, it allows other devices that support
UPNP to dynamically join a network, obtain an IP address, convey its capabilities, and learn about the presence and capabilities of other devices. DHCP and DNS
service can also be used if available on the network. UPnP also allows supported devices to leave a network automatically without adverse effects to the device
or other devices on the network. UPnP is a protocol supported by diverse networking media including Ethernet, Firewire, phone line, and power line networking.

UPNP Configuration

To enable UPnP for any available connection, tick the Enable or disable
UPNP protocol check box and click the Apply/Save button.

Upnp Configuration

Enable UPnP protocol.

Apphy/Save

Print Server Settings

The router can be configured as a print server. Plug a USB printer into the USB port of the Router to share the printer within the local network. To access the

Print Server window, click the Print Server button in the Advanced Setup directory.
Print Server Settings

Tick the Enable on-board print server check box. Enter the Printer Name,
and Make and model to make the Router act as a print server.

Click the Save/Apply button to save the changes.

Note: Refer to p.106 Add a Network Printer in Windows XP section to see
how to add a printer to the network.

Print Server settings
This page allows you to enable / disable printer support.

Enable on-board print server.

Frinter name bezeq

Make and model bezeq

Apphy/Save
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Samba USB Storage

Samba is an Open Source/Free Software suite that provides USB storage device file sharing functions. The Router offers two USB ports to plug in USB storage
devices. You can share the files in the USB devices with multiple PCs or laptops within the local network.
To access the Samba Config window, click the Samba Config button in the Advanced Setup directory.

USB Storage USBE Storage: Down
To activate the Samba function, tick the Enable Samba check box, and enter
the NetBIOS Name and Directory Name. Enable Samba

Click Save to save and activate the change.
You can also safely remove the USB storage device by clicking the Unplug MetBios Name: ||:|ezeq |
USB button before removing the USB storage device.

Directory Mame:| beze

0

% DIRECTORYNAME on Samba 3.0.28 (Netbios_name) Charset: UTFG »

File Edit ‘iew Favorites Tools Help l’;’

@Back L) lj}‘ /-\: Search |~ Folders - X n E'

Address .41Netb\os_name'LDIRECTOR\'NAME

Folders X Mame USB Storage: Up
(& Deskiop Sjushi_1
(53 My Documents Sjusbz_1
o My Computer Enable Samba

= % My Network Places
= {@ Entire Network

¥ Microsoft Terminal Services

= % Microsoft Windows Network

=1 % Mshome ] ™ NetBios Name: |NetBios_Name
= _é Samba 3.0,28 (Netbios_name) . -
oy ey <« Directory Mame:| DirectoryMame

[ usbi_1
D ushz_t Charset: UTF& »
23 Printers and Faxes
€Y web Client Network
@ ftp. alphanetworks.com
;_‘" Shared Folder on 10.42.73.102 Save
() Shared on Bereft
() SharedDocs on Bereft
2 Recycle Bin
) D-view 6,0 %1.1 Standard
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PPTP

To access the PPTP Setting window, click the PPTP button in the Advanced Setup directory.

To set up Point-to-Point Tunnel Protocol, tick the Enable check box, enter the
appropriate information in the fields offered, and then click the Save/Apply
button when you are finished. Set Point to Point Tunnel Protocol (VPN)

PPTP Setting

Enable ]

Tunnel Name | |

PPTP Server IP Address | |
|
|

User MName |

Password

Authentication Method AUTO b
Compression Method AUTO V|
Default Route ]

Peer IP Address | |
Peer Subnet Mask | |

Save/Apply
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Interface Grouping

Interface Grouping supports multiple ports to PVC and bridging groups. Each group will perform as an independent network.

Interface Grouping

To support this feature, you must create mapping groups with appropriate
LAN and WAN interfaces using the Add button. The Remove button will
remove the grouping and add the ungrouped interfaces to the Default group.
Only the default group has IP interface.

A maximum 16 entries can be configured.

Interface Grouping — A maximum 16 entries can be configured

Interface Grouping supports multiple ports to PVC and bridging groups. Each group wil perform as an independent
network. To support this feature, you must create mapping groups with appropriate LAN and WAN interfaces
using the Add button. The Remove button wil remove the grouping and add the ungrouped interfaces to the
Default group. Only the default group has IP interface.

Group Name | Remove | WAN Interface | LAN Interfaces | DHCP Vendor IDs

ppp0 EMET(14)
atml USB
) wlani
Default
wil_Guestl
wil_Guest2
wil_Guest3
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Adding an interface group

To create a new interface group:
1. Enter the Group name and the group name must be unique and select
either 2. (dynamic) or 3. (static) below:

2. If you like to automatically add LAN clients to a WAN Interface in the new
group add the DHCP vendor ID string. By configuring a DHCP vendor ID
string any DHCP client request with the specified vendor ID (DHCP option
60) will be denied an IP address from the local DHCP server.

3. Select interfaces from the available interface list and add it to the grouped
interface list using the arrow buttons to create the required mapping of the
ports. Note that these clients may obtain public IP addresses

4. Click the Apply/Save button to make the changes effective immediately
IMPORTANT: If a vendor ID is configured for a specific client device please

REBOOT the client device attached to the modem to allow it to obtain an
appropriate IP address.

Interface grouping Configuration

To create a new interface group:

1. Enter the Group name and the group name must be unigue and select either 2. (dynamic) or 3. (static) below:
2. If you like to automatically add LAN clients to a WAN Interface in the new aroup add the DHCP vendor ID
string. By configuring a DHCP vendor ID string any DHCP client request with the specified vendor ID (DHCP option
607 wil be denied an IP address from the local DHCP server.

3.5elect interfaces from the available interface list and add it to the grouped interface list using the arrow buttons
to create the required mapping of the ports. Note that these clients may obtain public IP addresses

4. Click Save/Apply button to make the changes effective immediately

IMPORTANT If a vendor ID is configured for a specific client device, please REBOOT the client device
attached to the modem to allow it to obtain an appropriate IP address.

Group Name: |

WAN Interface used in the grouping | br_0_0_40/atm1 v

wlanl
wil_Guestl

wil_Guest2
wil_Guest3

Automatically Add
Clients With the
following DHCP Vendor
IDs

Apply/Save

76



D-Link DSL-2760U USER’S MANUAL

LAN Ports Configuration

Use this page to enable/disable the Virtual LAN Ports feature.

LAN Ports Configuration

Tick the ENET (1-4) option to include ports 1-4 to the Virtual LAN ports
feature.

Click Apply/Save to save and activate the change.

LAN Ports Configuration

Use this page to enable/disable the Virtual LAN Ports feature.

0 |

Apphy/Save

LAN Port
EMET(1-4)
IJSE

wiano
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Wireless

Wireless communication is to transfer data from point A to point B without the need for physical cabling.

Device Info Wireless -- Basic
Advanced Setup . - . . . AN b
Wireless This page allows you to configure basic features of the wireless LAN interface. You can enable or disable the

wireless LAN interface, hide the network from active scans, set the wireless network name (also known as 551D)

Basic and restrict the channel set based on country reguirements.
Security Click "Apply, e" to configure the basic wireless options.
MAC Filter
Wireless Bridge Enable Wireless
Advanced
. .
Station Info [0 Hide Access Point
Diagnostics [0 clients Isofation
Management

[0 Disable WMM Advertise

[0 Enable Wireless Multicast Forwarding (WMF)

55ID: [diink
BSSID: 00:15:e9:d1:f8:bc
Country: |RURUSS\AN FEDERATION “

Max Clients:

Wireless - Guest/Virtual Access Points:

Disable
_ Isolate Enable | Max
Enabled SSID Hidden |~ 5
Clients Adverti WMF |Clients

O [wi_Guestt o o |o O /A
O [wio_Guest2 i} O O O 1 WA
O [wi_Guest o o |o O /A

BSSID

Apply/Save
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Basic Wireless Configuration

This page allows you to configure basic features of the wireless LAN interface.

Basic Configuration

Wireless - Basic

This page allows you to configure basic features of the wireless LAN interface. You can enable or disable the

H ; H i wireless LAN interface, hide the network from active scans, set the wireless network name (also known as SSID)
You can enable or disable the wireless LAN interface, hide the network from and restrict the channelset based on country requiements. )
active scans, set the wireless network name (also known as SSID) and Click "Apply/Save” to configure the basic wireless options.

restrict the channel set based on country requirements.
Enable Wireless

Click Apply/Save to configure the basic wireless options. L me e
O Clients Isolation
[0 Disable WMM Advertise

[0 Enable Wireless Multicast Farwarding (WMF)

55ID: [dlink
BSSID: 00:15:e9:d1:f8:bc
Country: |RURUSSIAN FEDERATION v

Max Clients:

Wireless - Guest/Virtual Access Points:

Disable

Enabled |SSID Hidden ggﬁg lvdvertm f,:,‘f‘t;'e X g BSSID
O wiD_Guest1 [0 O |O O N/A
O wi0_Guest2 |im! O O 0 /A
O wiD_Guest3 [0 O |O O N/A

Apply/Save
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Security

This page allows you to configure security features of the wireless LAN interface. You may setup configuration manually or through Wi-Fi Protected Setup (WPS).
The Windows Security Center (WSC) or Action Center is a component included with Microsoft's Windows XP (beginning with Service Pack 2), Windows Vista
and Windows 7 operating systems that provides users with the ability to view the status of computer security settings and services.

W| I’el ess SeC u I‘Ity Wireless - Security
. . . This page allows you to cu_nﬁgure security features of the wireless LAN interface.
You can set the network authentication method manually, selecting data You may setup configuration manuzlly
encryption, specifying whether a network key is required to authenticate to Manual Setup AP
this wireless network and SpeCIfy the encryptlon Strength' You can set the network authentication method, selecting data encryption,
specify whether a network key is required to authenticate to this wireless network and specify the encryption
. strength.
Click Apply/Save when done. Click "Apply/Save” when done.
Selact SSID: dlink v
Metwork Authentication: Open hd
WEP Encryption: Disabled
Apply/Save
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ered EQUIValeﬂt Prlvacy (WEP) Wireless -- Security

This page allows you to configure security features of the wireless LAN interface.
You may setup configuration manually

WEP is the most basic form of wireless security. There are two variations of
WEP known as Open System and Shared authentication. Open System

Manual Setup AP

You can set the network authentication method, selecting data encryption,

a"OWS for a tWO-Way hand Shake authentication Whereas Shared speciy l';\-hether a network key is required to authenticate to this wireless network and specify the encryption
H H . . . strength.

authentication allows for a four-way handshake before authentication is Cick "Apply/Save” when done.

completed. Selact 55ID:

Using WEP the user will be prompt to select one of the four key spaces and Netmork Authentcaton:

A ) . etwork Authentication: ‘Shared v

then to enter a security key according to the strength specified.

WEP Encryption: Enabled +
. .. . . Encryption Strength: 128-bit »

Enter 13 ASCII characters or 26 hexadecimal digits for 128-bit encryption Current Network Key: B

keyS Network Key 1: 1234567820123

Enter 5 ASCII characters or 10 hexadecimal digits for 64-bit encryption keys Network Key 2: 1234567890123
Network Key 3: 1234567890123

. . Network Key 4: 1234567890123
CI|Ck App |y/Save tO save al’ld a.CUVate the Chal’lgeS. Enter 13 ASCI characters or 26 hexadecimal digits for 128-bit encryption keys

Enter 5 ASCII characters or 10 hexadecimal digits for 84-bit encryption keys

Apply/Save

81



D-Link DSL-2760U USER’S MANUAL

802.1X

802.1X security allow for the addition of a Radius Server to your network for
added security. This is the strongest form of wireless security available.

When choosing 802.1X you'll need to specify and Radius Server IP Address.

A Radius Port number and a Radius Key used.

Click Apply/Save to save and activate the change.

Wireless -- Security

This page allows you to configure security features of the wireless LAN interface.
You may setup configuration manually

Manual Setup AP

‘You can set the network authentication method, selecting data encryption,
specify whether a network key is required to authenticate to this wireless network and specify the encryption

strength.
Click "Apply/Save" when done,

Select S5ID:
Metwork Authentication:

RADIUS Server IP Address:
RADIUS Port:

RADIUS Key:

WEP Encryption:
Encryption Strength:
Current Metwork Key:
Metwork Key 1:

Metwork Key 2:

Metwork Key 3:

Metwork Key 4:

[802.1% v

0.0.0.0
1812

Enabled +
128-bit »
2 v

1234567890123
1234567890123

Enter 13 ASCII characters or 26 hexadecimal digits for 128-bit encryption keys
Enter 5 ASCII characters or 10 hexadecimal digits for 64-bit encryption keys

Apply/Save
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Wi-Fi Protected Access (WPA)-Enterprise Wircless — Securtty

This page allows you to configure security features of the wireless LAN interface.

. . . . ¥ y setl figurati Iy
WPA is the replacement for WEP (which is seen by many administrators as a D
. y . .. Manual Setup AP
weak’ security method). There are two variations of WPA known as - e o et et s s e
WPA-EAP (Enterprise) and WPA- PSK (Personal). ;;allcﬁ;\gl‘{efh;; :ﬁ;‘;ilow'l?;;;grll'ceaqllﬁlnecll“tioi;Duth:ﬁtiicé?agtoat’liisi:ﬁll'graigT{at'.‘\‘ork and specify the encryption
H : . trength.
When choosing to use WPA-EAP the user has to specify a Radius Server IP Cick “Apply/Save" when done.
Address, Radius Server Port and a Radius Key. Select SSID:
. . Metwork Authentication: WPA v
Click Apply/Save to save and activate the change. ok thenccator: |
WPA Group Rekey Intenval: 1]
RADIUS Server IP Address: 0.0.0.0
RADIUS Port: 1812
RADIUS Key:

WPA Encryption: TKIP A4

WEP Encryption:

Apply/Save

Wi-Fi Protected Access (WPA)-Personal

Wireless — Security

This page allows you to configure security features of the wireless LAN interface.

. . i y seti figurati by
When choosing to use WPA-PSK the user only has to specify a Pre-Shared a '“al' e
. . . . . . M Setup AP
Key. Note that there is NO Radius Server settings required when configuring e
You can set the network authentication method, selecting data encryption,
WPA‘PSK specify l':chether a network key is required to authenticate to this wireless network and specify the encryption
. . trenath.
Enter the Group Key Interval and Encryption if needed. Clck “Appl/Save" when done.

Select SSID:
Click Apply/Save to save and activate the change.

Network Authentication: |WPA-PSK v
WPA Pre-Shared Key: Click here to display
WPA Group Rekey Intenval: 1]

WPA Encryption: TKIP »

WEP Encryption:

Apply/Save
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Wi-Fi Protected Access (WPA2)-Enterprise Wirclas — Security

This page allows you to configure security features of the wireless LAM interface.
You may setup configuration manually

WPAZ2 is the upgrade for WPA. WPAZ2 sorts out a couple of security
vulnerabilities the WPA might encounter. There are also two variations of

Manual Setup AP

You can set the network authentication method, selecting data encryption,

WPA2 known as WPAZ'EAP (Enterpnse) and WPAZ' PSK (PerSOI”IaD :Eiﬂrgurh\hefhew a network key is required to authenticate to this wireless network and specify the encryption
When choosing to use WPA2-EAP the user has to specify a Radius Server ek hpplyfsaewhen done.
IP Address, Radius Server Port and a Radius Key. Select SSID:

Network Authentication: |WF’A2 v
Click Apply/Save to save and activate the change. WPA2 Preauthenticstion: [Disabled [

Network Re-auth Interval 36000

WPA Group Rekey Interval: 0

RADIUS Server IP Address: 0.0.0.0

RADIUS Port: 1812

RADIUS Key:

WPA Encryption: AES R4

WEP Encryption:

Apply/Save

Wi-Fi Protected Access (WPA2)-Personal Wireloss  Security

This page allows you to configure security features of the wireless LAN interface.
You may setup configuration manually

When choosing to use WPA2-PSK the user only has to specify a Pre-Shared
Key. Note that there is NO Radius Server settings required when configuring

Manual Setup AP

‘YYou can set the network authentication method, selecting data encryption,
WPAZ-PSK specify whether a network key is required to authenticate to this wireless network and specify the encryption
' ) ) strength.

Enter the Group Key Interval and Encryption if needed. Click "Apply/Save" when done.
Select SSID:

Click Apply/Save to save and activate the change. Network Autnentiston: | WPAZ-PSK 3
WPA Pre-Shared Key: Click here to display
WPA Group Rekey Interval: 0
WPA Encryption: AES v

WEP Encryption:

Apply/Save
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Mixed Wi-Fi Protected Access (WPA2/WPA)-Enterprise Wireless — Securty

This page allows you to configure security features of the wireless LAN interface.
You may setup configuration manualy

Mixed WPA2/WPA-EAP provides the functionality of having wireless clients
running WPA2-EAP or WPA-EAP. It provides backwards compatibility from

Manual Setup AP

You can set the network authentication method, selecting data encryption,

WPA2 to WPA specify whether a network key is required to authenticate to this wireless network and specify the encryption
. . . strength.
When choosing to use Mixed WPA2/WPA-EAP the user has to specify a click "Apply/Save” when done.
Radius Server IP Address, Radius Server Port and a Radius Key. Select S5ID:
. . Network Authentication: | Mixed WPAZ/WPA A
Click Apply/Save to save and activate the change.
WPAZ Preauthentication: Disabled +
Network Re-auth Interval: 36000
WPA Group Rekey Interval: i}
RADIUS Server IP Address: 0.0.0.0
RADIUS Port: 1812
RADIUS Key:
WPA Encryption: TKIP+AES »

WEP Encryption:

Apply/Save

Mixed Wi-Fi Protected Access (WPA2/WPA)-Personal Wircless - Security

This page allows you to configure security features of the wireless LAN interface.
You may setup configuration manually

When choosing to use Mixed WPA2/WPA-PSK the user only has to specify a
Pre-Shared Key. Note that there is NO Radius Server settings required when

Manual Setup AP

You can set the network authentication method, selecting data encryption,

Configuring Mixed WPAZ/W PA-PSK. specify whether a network key is required to authenticate to this wireless network and specify the encryption
. . strength.
Enter the Group Key Interval and Encryption if needed. Cick "Apply/Save” when done.
Select SSID:
CIICk Applylsave to save and activate the Change' Netwaork Authentication: |M\xed WPAZWPA-PSK v
WPA Pre-Shared Key: Click here to display
WPA Group Rekey Intervalk 0
WPA Encryption: TKIP+AES

WEP Encryption:

Apply/Save
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MAC Filter

Wireless MAC filter is a security option that allows the user to block or allow certain MAC address to and from connecting to the Access Point wireless.

Mac Filter

Select the appropriate SSID from the drop-down list, and click the radio
buttons under MAC Restrict Mode.

When choosing Allow, all users will be blocked and only the allowing MAC
Addresses will have access to the wireless network.

When choosing Block, all users will be allowed and only the blocked MAC
Addresses will not have access to the wireless network.

Click the Add button to add a new MAC address for the MAC filter.

Adding a MAC Address

Enter the Wireless Client's MAC Address.
Click Apply/Save to save and activate the change.

Wireless -- MAC Filter

Disabled mode:Disable wireless MAC fitter policy.
Allow rmode:Only ALLOW cornputers listed to access wireless network.
Deny mode: Only DENY computers listed wil be blocked to access wireless network

Select SSID: | dlink v
MAC Restrict Mode: & Disabled O alow O Deny

MAC Address | Remove

Wireless -- MAC Filter

Enter the MAC address and click "Apply/Save” to add the MAC address to the wireless MAC address filters.

MAC Address:

Apply/Save
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Viewing MAC Filter

Wireless — MAC Filter

. . Disabled mode:Disable wireless MAC filter policy.
The new rule should look like this. Allow mode:Only ALLOW computers listed to access wireless network.
Deny mode: Only DENY computers listed will be blocked to access wireless network

MAC Restrict Mode: & Disabled © allow © Deny

MAC Address Remove

01:23:45:67:89:01 K
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Wireless Bridge

This page allows you to configure wireless bridge features of the wireless LAN interface. You can select Wireless Bridge (also known as Wireless Distribution
System) to disable access point functionality. Selecting Access Point enables access point functionality. Wireless bridge functionality will still be available and
wireless stations will be able to associate to the AP.

ACCGSS POI nt Wireless -- Bridge

This page allows you m CDI1I‘IglII=‘ '--n'=\=55 hudga raamlas of the wi na\ass LAN mh\mca You an select W\ ||=I=55

There are three options to choose in the Bridge Restrict option: Enabled,

En abled (SC an) and Dlsabled . E::gg:i STIE;EIEIa:::EliEi:SE\|3;|:5Chn|\lghE=n;|\J§1?'=Dd‘ Eg:ab;:dlScan, -=nab|-=s |\=I-=ss budga |-=sh \chmw Onf Hmsn
H H ’ efresh” t ite the remote es. Wait ew se t te.
Choose Enabled to allow the user entering the remote bridge’s MAC S R e e aomtrectne wbsoss e optins, T cones o upda

address manually. _ _ 4 Mode:
Choose Enabled (Scan) to allow the user selecting remote bridges from a I

list of bridges automatically picked up. Remte Brdges MAC Address: | I |
Choose Disabled to disable the wireless bridge option. | I l

Click Apply/Save to save the wireless bridge options.

Wireless — Bridge Wireless -- Bridge

This page allows you rn configure wireless bridge features of the wireless LAN interface. You can select Wireless This page allows you to configure wireless bridge features of the wireless LAM interface. You can select Wireless
Bridge (also known as Wireless Distribution System) to disable access point runchunahb electing Access Point Bridge (also known as Wireless Di ion System) to disable access point functionality. Selecting Access Point

enables access point functionality. Wireless bndg: functionality will stil enables access point functionality. Wireless bridge functionality will still be available and wireless stati i
to associate to the AP. Select Disabled in Bridge Restrict w which d\sablas W to associate to the AP. Select Disabled in Bridge Restrict which dlsab|='5 wireless bridge restriction. Any

bridge wil be granted access. Selecting Enabled or Enabled(Scan) enables w wireless blldga \=5h|:hon om those bridge wil be granted access. Selecting Enabled or Enabled(Scan) enables wireless bridge restriction. Only t
bridges selected in Remote Bridges will be granted access. blldgns selected in Remote Bridges will be granted access.
Click "Refresh” to update the remote bridges. Watt for few seconds to update. Click "Refresh” to update the remote bridges. Wait for few seconds to update.

Click "Apply/Save" to configure the wireless bridge options. Click "Apply/Save” to configure the wireless bridge options.

Bridge Restrict: Enabled(Scan) v Bridge Restrict: Disabled b

Remote Bridges MAC Address: SSID BSSID
[ |jamesi150 |00:05:50:65:59:4A

[ |james54g 00:13:46:E5:3C:72
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Wireless Bridge

There are three options to choose in the Bridge Restrict option: Enabled,
Enabled (Scan) and Disabled.

Choose Enabled to allow the user entering the remote bridge’'s MAC
address manually.

Choose Enabled (Scan) to allow the user selecting remote bridges from a
list of bridges automatically picked up.

Choose Disabled to disable the wireless bridge option.

Click Apply/Save to save the wireless bridge options.

Wireless -- Bridge

This page allows you to configure wireless bridge features of the wireless LAN interface. You can select Wireless
Bridge (also known as Wireless Distribution System) to disable access point functionalty. Selecting Access Point
enables access point functionality. Wireless bridge functionality will still be available and wireless stations will be able
to associate to the AP. Select Disabled in Bridge Restrict which disables wireless bridge restriction. Any less
bridge wil be granted access. Selecting Enabled or Enabled({Scan) enables wireless bridge restriction. Only those
bridges selected in Remote Bridges will be granted access.

Click "Refresh” to update the remote bridges. Wait for few seconds to update.

Click "Apply/Save” to configure the wireless bridge options.

AP Mode: Wireless Bridge +
Bridge Restrict: Enabled{Scan) v

Remote Bridges MAC Address: SSID BSSID
[ |MD-61174 | 00:50:BA:79:11:45

[ |james1150 | 00:05:50:65:59:4A

Apply/Save

Wireless -- Bridge

This page allows you to configure wireless bridge features of the wireless LAN interface. You can select Wireless
Bridge (also known as Wireless Distribution System) to disable access point functionality. Selecting Access Point
enables access point functionality. Wireless bridge functionality will still be available and wireless stations will be able
to associate to the AP. Select Disabled in Bridge Restrict which disables less bridge restriction. Any wireless
bridge will be granted access. Selecting Enabled or Enabled(Scan) enables wireless bridge restriction. Only those
bridges selected in Remote Bridges wil be granted access.

Click "Refresh” to update the remote bridges. Wait for few seconds to update.

Click "Apply/Save” to configure the wireless bridge options.

AP Mode: Wireless Bridge v
Bridge Restrict: Enabled A4

Remote Bridges MAC Address: | \ | |

Apply/Save

Wireless — Bridge

wireless bridge features of the wireless LAN interface. You can select Wireless
cting Access Point
s will be able

This page allows you to configure
Bridge (also known as Wireless Distribution System) to disable access point functionality. Se
enables access point functionalty. Wireless bridge functionality will still be av v
to associate to the AP. Select Disabled in Bridge Restrict which disables
bridge wil be granted access. Selecting Enabled or Enabled(Scan) enables wir
bridges selected in Remote Bridges wil be granted access.

Click "Refresh” to update the remote bridges. Wait for few seconds to update.
Click "Apply/Save” to configure the wireless bridge options.

AP Mode: Wireless Bridge v
Bridge Restrict: Disabled v

Apply/Save
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Advanced

This page allows you to configure some advanced features of the wireless LAN interface.

Ad van Ced Wireless -- Advanced

This page allows you to configure advanced features of the wireless LAN interface. You can select a particular
The user can select a particular channel on which to operate, force the channel on whi_ch to operate, force the_tl'ans!ﬂis_sio_n _|'ate t_o 3 paltilculall' speed, set the r'ragmem_:ationl th_l'elshnld,

.. . . set the RTS threshold, set the wakeup interval for clients in power-save mode, set the beacon interval for the

transmission rate to a partlcular speed, set the fragmentatlon threshold, set access point, set XPress mode and set whether short or long preambles are used.
the RTS threshold, set the wakeup interval for clients in power-save mode, Cleke " Apply/Save: to configure the 2dvanced wiireless options.
set the beacon interval for the access point, set XPress mode and set Band: 24GHz ~
whether short or long preambles are used and more. Channel: 6 v Current: 6

Auto Channel Timer(min) :l
Click Apply/Save to configure the advanced wireless options. 802.11n/EWC: Ao ¥

Bandwidth: 20MHz in 24G Band and 40MHz in 5G Band * Current: 20MHz

Control Sideband: Current: None

802.11n Rate:

802.11n Protection:

Support 802.11n Client Only:

54g™ Rate:

Multicast Rate: Auto hd

Basic Rate: Default hd

Fragmentation Threshold: 2346

RTS Threshold: 2347

DTIM Interval: 1

Beacon Interval: 100

Global Max Clients: 16

XPress™ Technology: Disabled +

Transmit Power: 100% |+

WMM(VVi-Fi Multimedia): Enabled

WHMM No Acknowledgement: Disabled »

WMM APSD: Enabled

Apply/Save
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Station Info

This page shows authenticated wireless stations and their status.

Authenticated Stations Wireless - Authenticated Stations

This page will display all the current authenticated users connect to this This page shows authenticated wireless stations and their status.

router wireless.
MAC | Associated | Authorized | SSID | Interface

Click the Refresh button to refresh this page.
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Diagnostics

This router is capable of testing the DSL connection. The individual tests are listed below. If a test displays a fail status, click "Re-Run Diagnostic Tests" at the
bottom of this page to make sure the fail status is consistent. If the test continues to fail, click Help and follow the troubleshooting procedures.

Device Info pppoe_0_0_35 Diagnostics

Advanced Setup

Wireless Your modem is capable of testing your DSL connection. The individual tests are listed below. If a test displys a fail

D e status, click "Rerun Diagnostic Tests" at the bottom of this page to make sure the fai status is consistent. If the
test continues to fall, click "Help” and follow the troubleshooting procedures.

Management

Test the connection to your local network
Test your ENET(1-4) Connection: | PASS |Help

Test your USB Connection: FAIL |Help
Test your Wireless Connection: |PASS |Help

Test the connection to your DSL service provider

Test xDSL Synchronization: FAIL Help
Test ATM OAM F5 segment ping: Help
Test ATM OAM F5 end-to-end ping: Help
Test the connection to your Internet service provider
Test PPP server connection: Help
Test authentication with ISP: Help
Test the assigned IP address: Help
Ping default gateway: FAIL Help
Ping primary Domain Name Server; FAIL Help
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Ethernet Connection Test

Pass: Indicates that the Ethernet interface from your computer is connected to the LAN port of your DSL Router. A flashing or solid green LAN
LED on the router also signifies that an Ethernet connection is present and that this test is successful.
Fail: Indicates that the DSL Router does not detect the Ethernet interface on your computer.

If the test fails, follow the troubleshooting procedures listed below and re-run the diagnostics tests by clicking the ‘Rerun Diagnostic Tests’ button at the bottom of
this page. If all the tests pass, close and restart your Web browser to access the Internet.

Troubleshooting:

1. If you are not able to access this page, verify that the Ethernet cable from your computer or your hub is connected to the LAN port on DSL Router. Reseat
the cable by unplugging both ends and reconnecting them to their respective ports.

2. Turn off the DSL Router, wait 10 seconds and turn it back ON.

3. Make sure you are using the Ethernet cable supplied with your DSL Router

4. With the router on, press the reset button on the DSL Router for at least six seconds and release it. This resets the DSL Router to its default settings. Wait
for the DSL Router to initialize, then close and restart your Web browser. To reconfigure the router, type your DSL Account username and password.

USB Connection Test

Pass: Indicates that the USB interface from your computer is connected to the LAN port of your DSL Router.
Fail: Indicates that the DSL Router does not detect the USB interface on your computer.

If the test fails, follow the troubleshooting procedures listed below and re-run the diagnostics tests by clicking the ‘Rerun Diagnostic Tests’ button at the bottom of
this page. If all the tests pass, close and restart your Web browser to access the Internet.

Troubleshooting:

1. If there is no connection to the USB port of the DSL Router, this test should fail.

2. If you are not able to access this page, verify that the USB cable from your computer or your hub is connected to the LAN port on the DSL Router. Reseat
the USB cable by unplugging both ends and reconnecting them to their respective ports.

3. Turn off the DSL Router, wait 10 seconds and turn it back ON.

4. With the router on, press the reset button on the DSL Router for at least six seconds and release it. This resets the DSL Router to its default settings. Wait
for the DSL Router to initialize, then close and restart your Web browser. To reconfigure the router, type your DSL Account username and password.
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Wireless Connection Test

Pass: Indicates that the Wireless interface from your computer is connected to the LAN port of your DSL Router. A flashing or solid green LAN
LED on the router also signifies that a Wireless connection is present and that this test is successful.
Fail: Indicates that the DSL Router does not detect the Wireless interface on your computer.

If the test fails, follow the troubleshooting procedures listed below and re-run the diagnostics tests by clicking the ‘Rerun Diagnostic Tests’ button at the bottom of
this page. If all the tests pass, close and restart your Web browser to access the Internet.

Troubleshooting:

1. Verify that the Wireless configurations from your computer and your DSL router are matched and corrected.

2. Turn off the DSL Router, wait 10 seconds and turn it back ON.

3. With the router on, press the reset button on the DSL Router for at least six seconds and release it. This resets the DSL Router to its default settings. Wait
for the DSL Router to initialize, then close and restart your Web browser. To reconfigure the router, type your DSL Account username and password.

ADSL Synchronization Test

Pass: Indicates that the DSL modem has detected a DSL signal from the telephone company. A solid DSL LED on the modem also indicates the
detection of a DSL signal from the telephone company.

Fail: Indicates that the DSL modem does not detect a signal from the telephone company's DSL network. The DSL LED will continue to flash
green.

If the test fails, follow the troubleshooting procedures listed below and re-run the diagnostics tests by clicking the ‘Rerun Diagnostic Tests’ button at the bottom of
this page. If all the tests pass, close and restart your Web browser to access the Internet.

Troubleshooting:

1. Make sure your phone line is plugged into the modem.

2. After turning on your DSL modem, wait for at least one minute to establish a connection. Run the diagnostic tests again by clicking the Rerun Diagnostic
Tests button at the bottom of this page.

3. Make sure there is no DSL micro filter on the phone cord connecting the DSL modem to the wall jack.

4. Make sure you are using the phone cord that was supplied with your DSL modem or another similar phone cord with four copper wires visible in the plug.

5. If your DSL has been functioning properly for a long period of time and you suddenly are experiencing this problem, there may be a problem with the DSL
network. You may need to wait from 30 minutes to a couple of hours, and if you still do not have a solid DSL LED on your modem, call Technical Support.

6. Turn off the power to the DSL modem, wait 10 seconds and turn it back on. Wait at least one minute and if the DSL LED on the modem remains a solid color,
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close your Web browser and restart it.
ATM OAM Segment Ping Test

Pass: Indicates that the DSL modem can communicate with the DSL provider network.

Fail: Indicates that the DSL modem may not be able to communicate with the DSL provider network. This test may have an effect on your
Internet connectivity. Occasionally the DSL provider network may intentionally block this traffic. Therefore if this test fails but you are still
able to access the Internet, there is no need to troubleshoot this issue.

If the test fails, follow the troubleshooting procedures listed below and re-run the diagnostics tests by clicking the ‘Rerun Diagnostic Tests’ button at the bottom of
this page. If all the tests pass, close and restart your Web browser to access the Internet.

Troubleshooting:

NOTE: This test will fail if Test ADSL Synchronization also fails. Troubleshoot the Test ADSL Synchronization test first.

1. Turn off the DSL modem, wait 10 seconds and turn it back on.

2. With the modem on, press the external reset button on the DSL modem for at least six seconds and release it. This resets the DSL modem to its default
settings. Wait for the DSL modem to completely restart, then close and restart your Web browser. To reconfigure the modem, type your DSL Account
username and password.

3. Ifthis s the first time you are setting up your DSL modem, you may need to reconfigure your VPI/VCI settings. Contact ISP Technical Support for assistance.
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ATM OAM End-to-end Ping Test

Pass: Indicates that the DSL modem can communicate with the DSL provider network.

Fail: Indicates that the DSL modem may not be able to communicate with the DSL provider network. Occasionally the DSL provider network
may intentionally block this traffic. Therefore if this test fails but you are still able to access the Internet, there is no need to troubleshoot
this issue.

If the test fails, follow the troubleshooting procedures listed below and re-run the diagnostics tests by clicking the ‘Rerun Diagnostic Tests’ button at the bottom of
this page. If all the tests pass, close and restart your Web browser to access the Internet.

Troubleshooting:

NOTE: This test will fail if Test ADSL Synchronization also fails. Troubleshoot the Test ADSL Synchronization test first.

1. Turn off the DSL modem, wait 10 seconds and turn it back on.

2. With the modem on, press the external reset button on the DSL modem for at least six seconds and release it. This resets the DSL modem to its default
settings. Wait for the DSL modem to completely restart, then close and restart your Web browser. To reconfigure the modem, type your DSL Account
username and password.

3. Ifthis is the first time you are setting up your DSL modem, you may need to reconfigure your VPI/VCI settings. Contact ISP Technical Support for assistance.

Contact ISP Technical Support if you have tried all of the above and still are experiencing a fail condition.
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Management

Advanced Setup
Wireloss
Disgnostics
Hanagament
Settings
System Log
SHMP Agent.

Intemat
Arcess Control
Update Software
Rebout
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Settings

In the settings section the user can backup and upload the router’s configuration and also perform a factory reset when needed.

Backup

This page allows the user to backup the current running configuration of the
router.
Click the Backup Settings button to save the file in a safe location.

Update Settings

This page allows the user the restore a backed up running configuration to
the router.

Click the Browse button and locate the saved backup file. Then click the
Update Settings button to restore the running configuration.

Restore Default Settings

The page allows the user to perform a factory reset on the router. Important:

After clicking the Restore Default Settings button, the router will return to
its factory default setup.
This should be the last option when troubleshooting a problem.

Settings - Backup

Backup DSL router configurations. You may save your router configurations to a file on your PC.

[ Backup Settings |

Toolks — Update Settings

Update DSL router settings. You may update your router settings using your saved files.

Settings File Mame:

[ Update Settings

Tools — Restore Default Settings

Restore DSL router settings to the factory defaults.

[ Restore Default Settings |
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System Log

The System Log dialog allows you to view the System Log and configure the System Log options.

System Log

Click View System Log to view the System Log.
Click Configure System Log to configure the System Log options.

Configuration

If the log mode is enabled, the system will begin to log all the selected
events.

For the Log Level, all events above or equal to the selected level will be
logged.

For the Display Level, all logged events above or equal to the selected level
will be displayed.

If the selected mode is Remote or Both, events will be sent to the specified
IP address and UDP port of the remote syslog server. If the selected mode is
Local or Both, events will be recorded in the local memory.

Select the desired values and click Apply/Save to configure the system log
options.

System Log

Click View System Log to view the System Log.
Click Refresh to update the status.

System Log
The Systern Log dialog allows you to view the System Log and configure the Systern Log options.
Click "View Systern Log" to view the System Log.

Click "Configure System Log" to configure the Systermn Log options.

View System Log ] [ Configure Systermn Log ]

System Log -- Configuration

If the log mode is enabled, the systermn will begin to log all the selected events. For the Log Level, all events above
or equal to the selected level will be logged. For the Display Level, 2l logged events above or equal to the selected
level will be displayed. If the selected mode is '‘Remote’ or ‘Both,’ events wil be sent to the specified IP address
and UDP port of the remote syslog server. If the selected mode is 'Local' or 'Both," events wil be recorded in the
local memory.

Select the desired values and diick 'Apply/Save' to configure the system log options.

Log: ® Disable O Enable
Log Level: Debugging
Display Level: Errar A4
Mode: Local

Apply/Save

System Log

Date/Time [Facility | Severity Message

| Refresh | | Close |
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SNMP Agent

Simple Network Management Protocol (SNMP) allows a management application to retrieve statistics and status from the SNMP agent in this device.

SNMP Conflguratlon SNMP - Configuration

. . . §imple Metwork Management Protocal (SNMP) allows a management application to retrieve statistics and status
Select the desired values and click Save/Apply to configure the SNMP from the SNMP agent in this device.
options. Select the desired values and click "Apply™ to configure the SNMP options.

SHNMP Agent @ Disable O Enable

Read Community:

Set Community: private
System Name: D-LINK
System Location: unknown
System Contact: unknown

Trap Manager IP: 0.0.0.0

Save/Apply
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TR-069 Client

To access the TR-069 Client window, click the TR-069 Client button in the Management directory.

TR069 management allows the remote configuration to the Router.

Click the Enable radio button in Inform and configure the TR069
: H WAN Management Protocol (TR-069) allows a Auto-Configuration Server (ACS) to perform auto-configuration,
managemem access information. provision, collection, and diagnostics f):D this device. )

TR-069 client - Configuration

Click the Apply button when you are satisfied that all the settings are Select the desired values and click "Apply/Save" to configure the TR-069 dient options.
configured correctly. Inform O Disable @ Enable

Infarm Interval: |EEDE|

ACS URL: |

ACS Password:
WAN Interface used by TR-069 client: Any_WAN +

Display SOAP messages on serial console ® Disable O Enable

|
|
ACS User Name: | |
|

Connection Reguest Authentication

Connection Request User Name: | |

Connection Request Password: | |
Connection Request URL:

[ Apply/Save ][ GetRPCMethods |
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Internet Time

This page allows you to the modem's time configuration.

T|me SettlngS Time settings

This page allows you to the modem's time configuration.

On this page the user can choose to automatically settings time

synchronization to a host of available time server gIobaIIy Automatically synchronize with Internet time servers
The user can also specify the time zone offset. First NTP time server: time. nist gov v |
Second NTP time server: | time-nw.nistgov hd |
Click Apply/Save to configure the internet time options. Third NTP time server: | None v |
Fourth MTP time server: | None hd
Fifth MTP time server: Mone hd
Time zone offset: | (GMT+03:00) Moscow, St Petersburg, Volgograd A

Apphy/Save
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Access Control

Passwords

Access to your DSL router is controlled through three user accounts: admin,
support, and user.

The user name "admin" has unrestricted access to change and view
configuration of your DSL Router.

The user name "support" is used to allow an ISP technician to access your
DSL Router for maintenance and to run diagnostics.

The user name "user" can access the DSL Router, view configuration
settings and statistics, as well as, update the router's software.

The user can use the fields to enter up to 16 characters and click
Apply/Save to change or create passwords.
NOTE: Password cannot contain a space.

Services

This page allows to configure the Service Control. Tick the corresponding
Enable check boxes to enable the services on LAN or WAN. Click
Apply/Save to save the settings.

Access Control -- Passwords
Access to your DSL router is controlled through three user accounts: admin, support, and user.
The user name "admin” has unrestricted accass to change and view configuration of your DSL Router.

The user name "support” is used to allow an ISP technician to access your DSL Router for maintenance and to run
diagnostics.

The user name "user” can access the DSL Router, view configuration settings and statistics, as well as, update the
router's software.

Use the fields below to enter up to 16 characters and click "Apply/Save” to change or create passwords. Note:
Password cannot contain a space.

Username: b |
0Old Password:
Mew Password:

Confirm Password: |:|

Access Control - Services
A Service Control List ("SCL") enables or disables services from being used.
Services LAN WAN
FTP Enable| (] Enable
HTTP Enable| [J Enable
ICMP Enable| [J Enable
SNMP Enable| (] Enable
TELNET Enable| [J Enable
TFTP Enable| (] Enable
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IP Address

Tick the Enable Access Control Mode check box to allow the IP addresses
listed in the table below to access the local management.

Enter the IP Address in the field and click the Apply button to see the IP
address displays in the table below.

Tick the corresponding check box in the table and click the Remove button
to delete the IP address.

Click the Apply button to take effect.

Access Control -- IP Addresses

The IP Address Access Control mode, if enabled, permits access to local management services from IP addresses
contained in the Access Control List. If the Access Control mode is disabled, the systern will not validate IP adresses
for incoming packets. The services are the system applications listed in the Service Control List.

Enter the IP address of the management station permitted to access the local management services, and click
“Apply".

[ Enable Access Control Mode

IP Address : l:l

IP Address Remove

Remave

Update Software

On this page the user can update the firmware of the router by simply download the latest firmware file and uploading it through this page. It's important to keep

the router up to date with the latest firmware to prevent future problems.

Obtain an updated software image file from your ISP. Enter the path to the
image file location in the box below, or click the Browse button to locate the
image file. Click the Update Software button once to upload the new image
file.

NOTE: The update process takes about 2 minutes to complete, and your
DSL Router will reboot.

Tools -- Update Software
Step 1: Obtain an updated software image file from your 1SP.

Step 2: Enter the path to the image file location in the box below or click the "Browse" button to locate the
image file.

Step 3: Click the "Update Software” button once to upload the new image file.

NOTE: The update process takes about 3 minutes to complete, and your DSL Router will reboot.

Software File Name: | | CBrowse... |

[ update Software |
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Reboot

On this page the user can manually reboot or restart the router.

To reboot the router click the Reboot button.

Click the button below to reboot the router.

The DSL router will take 2 minutes to complete the reboot process.
DSL Router Reboot

The DSL Router is rebooting.

Close the DSL Router Configuration window and wait for 2 minutes before reopening your web browser.
i
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Add a Network Printer in Windows XP

Before adding a network printer to your computer, make sure the printer is properly connected with the Router.

Go to Start -> Settings -> Printers and Faxes to see the Printers and Faxes
window.

Mewe Cffice Document

% Open Office Document

@/ Set Program Access and Defaults
w wWindows Catalog

Windows Update

Notepad

- Microsoft Update

Powerarchiver

Carnmand Prompt

Programs 4

£y Documents ]

Settings G' Conkral Panel

' & Nebwork Connections
" Printers and Faxes
a Taskbar and Start Menu

Search

Help and Support

Run...

Log OFF Pikkar. ..

Windows XP Professional

Turn OFF Computer. ..
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Click Add a printer to install a new printer.

*® Printers and Faxes

File Edit ‘iew Fawvorites Tools  Help

\_f,:' \_/I lﬁ /;._\J Search i Folders v

Address CQ Printers and Faxes

Printer Tasks

[2] Add a printer :
&5 Set up Faxing
Start the Add Printer \Wizard, which helps vou install a printer, l §
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When the Add Printer Wizard window appears, click the Next button to
proceed.

Add Printer Wizard

Welcome to the Add Printer
Wizard

Thiz wizard helps yau install a printer ar make printer
connections.

through a USE port [or any ather hot pluggable
port, such az [EEE 13394, infrared, and 20 on), you
do not need to uze thiz wizard. Click Cancel to
cloze the wizard, and then plug the printer's cable
inka paur corputer ar paint the prinker bowvward waur
computer's infrared port, and tum the printer o,
Windowes will autamatically install the prinker for wow.

\]:) If you have a Flug and Play printer that connects

To continue, click Nest.

Mest » l[ Cancel
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Click the A network printer, or a printer attached to another computer radio Add Printer Wizard

button, and click the Next button to proceed.

Local or Metwork Printer
The wizard needs ta know which type of printer ta set up.

Select the option that describes the printer you want to use:

(" Local printer attached ta thiz computer

() & networks printer, or a printer attached to another computer

i To zet up a network, printer that iz not attached to a print server,
\) uze the ""Local printer ophion.

< Back ” Mest » l[ Cancel
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Click the Connect to a printer on the Internet or on a home or office

network radio button.

Enter “http://LAN IP Address:631/printers/Printer name” in the URL field (The
example here is http://192.168.1.1:631/printers/Printer6200). Make sure the
name of the printer in the URL field is the same as the Printer name configured

in the Router’s Web interface.

Click the Next button to continue.

Print Server settings

This page allows you to enable / disable printer support.

Enable on-board print server.

Printer name I Printers200 I

Make and model EPL-6200L

Save/Apply

Add Printer Wizard

Specify a Printer
If wou don't know the name or address of the prirLter, wou can zearch for a printer
that meets your needs.

“Wwhat printer do you want to connect to’?
() Browse for a printer L
() Connect ta thiz printer [or to browse for a prinfer, select thiz option and click Mext):

Marne:

Example: Y\zerverprinter

onnect b a printer an the [nternet or an a hme or athce netwark:
@E i he | h fi (4
URL:  |:AM192168.1.1:631 AprinterzfPrinterd 200

Ewample: http:/fsermver/printers/myprinter. printer

< Back ” Mext » ll Cancel
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Select the printer driver from the list and click OK to proceed. Add Printer Wizard

If the desired printer is not on the list, click Have Disk and insert the printer T Select the manufacturer and madel of your printer. IF your printer came with

driver disk that came with your printer to install the printer drivers. an installation disk, click Have Disk. If your printer is not listed, consult your
printer docurmentation for a compatible printer.

b anufacturer A

D ataproducts

Dliconis

Drigital

EFPSOMN

Fuji Herox

Fuijitzu il

y Thiz driver iz digitally signed.

Tel me why driver sighing is imporkant

v

[ Q. H Cancel ]

Select the directory of the printer driver from the Copy manufacturer’s files Install From Disk @
from list. Or, click the Browse button to find the directory.

\% Inzert the manufacturer's installation disk, and then

make zure that the corect drive iz zelected below.

=
-

Cancel

Click OK to proceed.

Copy manufacturer's files from;

FDRIVERS v| [ Browse..
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The printer driver will appear in the list. Click OK to proceed. Add Printer Wizard

jA Select the manufacturer and model of your printer. |f your printer came with
an installation dizk, click Have Dizk. If vour prinker iz not lizted, consult pour
printer docurmentation for a compatible printer.

Printers
EPSOM EFL-6200L Advanced

i i i Iai i 1
& This driver |§ nut. d!gltgl!y signed!
Tel me why driver sighing is imporkant

Q. H Cancel ]
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The window appears asking if you want to set the printer as the default printer.
Click the Next button to proceed.

Default Printer
Yaur computer will always send documents ta the default printer unless you specify
othenwize,

Do pou want to uze thiz printer ag the default printer’?

ez
*1 Mo
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The window appears to show the printer information. Click the Finish button to
complete the printer settings.

Add Printer Wizard

Completing the Add Printer
@ Wizard

You have successfully completed the Add Printer Wizard.
Y'ou gpecified the following printer zettings:

Marme: Printere200 on http:/#4192.168.1.1:6231
Drefault: Mo
Location:

Comment:

To cloge thiz wizard, click Finizh,

<Back || Finish
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Troubleshooting

This chapter provides solutions to problems that might occur during the installation and operation of the DSL-2760U. Read the following descriptions if you are
having problems. (The examples below are illustrated in Windows® XP. If you have a different operating system, the screenshots on your computer will look
similar to the following examples.)

How do | configure my DSL-2760U Router without the CD-ROM?

Connect your PC to the Router using an Ethernet cable.
e Open a web browser and enter the address http://192.168.1.1
e  The default username is ‘admin’ and the default password is ‘admin’.
e If you have changed the password and cannot remember it, you will need to reset the Router to the factory default setting (see question 2), which will
set the password back to ‘admin’.

NOTE: Please refer to the next section “Networking Basics” to check your PC’s IP configuration if you can’t see the login windows.

How do | reset my Router to the factory default settings?

e  Ensure the Router is powered on.
e Press and hold the reset button on the back of the device for approximately 6 to 10 seconds.
e  This process should take around 1 to 2 minutes.

NOTE: Resetting the Router to the factory default settings will erase the current configuration settings. To reconfigure your settings, login to the Router as
outlined in question 1, and then run the Quick Setup wizard.
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What can | do if my Router is not working correctly?

There are a few quick steps you can take to try and resolve any issues:
e  Follow the directions in Question 2 to reset the Router.
e  Check that all the cables are firmly connected at both ends.
e Check the LEDs on the front of the Router. The Power indicator should be on, the Internet indicator should flash, and the DSL and LAN indicators
should be on as well.
e Please ensure that the settings in the Web-based configuration manager, e.g. ISP username and password, are the same as the settings that have
been provided by your ISP.

Why can’t | get an Internet connection?

For ADSL ISP users, please contact your ISP to make sure the service has been enabled/connected by your ISP and that your ISP username and password are
correct.
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What can | do if my Router can’t be detected by running the installation CD?

Ensure the Router is powered on.

Check that all the cables are firmly connected at both ends and all LEDs work correctly.
Ensure only one network interface card on your PC is activated.

Click Start > Control Panel > Security Center to disable the firewall.

& Windows Firewall

G"ContrulPanel E]@
Ele Edt Yew Favoites Took Help i
&, > ? /: ) Search |~ Folders v
Address G: Control Panel - ) ’a &
== — o 4]
o & ¥ D W 9 X =

- Accessibility  Add Hardware Add ar Adrinistrative  Aukamatic  Date and Time Display
@ switch to Category Yiew Options Remov... bt Updates

5 WG 8 9 = D

W

See Also

Folder Options Fonks Game InteliR) Internet Keyboard Mouse
" Windows Update Controllers Extre... Options
@) Help and Support .
Q 2 ¢ & & o =
-] L e d = x4
Metwork  Metwork Setup  Phone and  Power Options  Prinkers and  Regional and  Scanners and
Connections Wizard Modem ... Faxes Language ...  Cameras
Fi) @ 0= i
=] O 9 & %
Scheduled Security SoundMax Sounds and Speech System Taskbar and
Tasks Center Audio Devices Start Menu
® e <
User Accounts  Windows Wireless
Firemall Mebwork Set...

General | Exceptions | Advanced

“windows Firewall helps protect your computer by preventing unauthorized users
from gaining access to your computer thraugh the Internet or a network.

@ ) On (recommended)

This setting blocks all outside sources from connecting to this
computer, with the exception of those selected on the Exceptions tab.

Select this when you connect to public networks in less secure
locations, such as airports. vou will not be natified when \Windows
Firewall blocks programs. Selections on the Exceptions tab will be
ignored

) oo

Awoid using this zetting. Turning off YWindows Firewall may make this
computer more vulnerable to vinuses and intruders

dedi

wihat else should | know about Windows Firswal?

NOTE: There is a potential security issue if the firewall is disabled on your PC. Please remember to turn it back on once you have finished the whole installation

procedure. This will enable you to be able to surf the Internet without any problem.
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Knowledge Base
Check Your IP Address

After you install your new D-Link adapter, by default, the TCP/IP settings < C:\WINDOWS\system32\cmd.exe
should be set to obtain an IP address from a DHCP server (i.e. wireless 0soft Uindows RP [Uersion 5.1 2600
router) automatically. To verify your IP address, please follow the steps > Copyright 1985-20@81 Microsoft Corp.
below.
o Click Start > Run. In the run box type cmd and click OK. C:\Documents and Settings>ipconfig
e At the prompt, type ipconfig and press the Enter key. biindous TP Configuration
° This will display the IP address, subnet mask, and the default
gateway of your adapter. Ethernet adapter Local Area Connection:
e [fthe address is 0.0.0.0, check your adapter installation, security Connection—specific DNS Suffix . : dlink
settings, and the settings on your router. Some firewall software Bilnot Maa 295,345 2550

Default Gateway

programs may block a DHCP request on newly installed adapters.

e If you are connecting to a wireless network at a hotspot (e.g. hotel,  EEEEEE A
coffee shop, airport), please contact an employee or administrator
to verify their wireless network settings.
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Statically assign an IP Address

If you are not using a DHCP capable gateway/router, or you need to assign a
static IP address, please follow the steps below:

Step 1

Windows® XP - Click Start > Control Panel > Network Connections.
Windows® 2000 - From the desktop, right-click My Network Places >
Properties.

Step 2
Right-click Local Area Connection which represents your D-Link network
adapter and select Properties.

Step 3
Select Internet Protocol (TCP/IP) in the list and click the Properties button.

Step 4

Internet Protocol (TCP/IP) Properties

General

You can get |P settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator for

the appropriate IF settings.

() Obtain an IP address automatically

%) Use the following IP address;

IP address: 192 .16

Subnet mask: 255

Default gateway 192 .

(&) Use the following DNS server addresses:

Preferred DNS server 182,

Alternate DNS server:

255

?X]

-.. e %!

][ Cancel ]

Click the Use the following IP address and enter an IP address that is on the same subnet as your network or the LAN IP address on your router.

Example: If the router's LAN IP address is 192.168.1.1, make your IP address 192.168.1.X where X is a number between 2 and 99. Make sure that the number
you choose is not in use on the network. Set Default Gateway the same as the LAN IP address of your router (192.168.1.1).
Set Primary DNS the same as the LAN IP address of your router (192.168.1.1). The Secondary DNS is not needed or you may enter a DNS server from your ISP.

Step 5
Click OK twice to save your settings.
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Technical Specifications

DEVICE INTERFACES

RJ-11 ADSL port

4 x RJ-45 10/100BASE-TX Ethernet ports with auto MDI/MDIX
2 x USB (Type A connector) ports

Built-in draft 802.11n wireless LAN

Factory reset button

WIRELESS LAN

802.11b/g standards, 802.11n draft 2.0

Wireless speed: up to 54Mbps (802.11g), 130Mbps (802.11n)
Frequency range: 2.4 GHz to 2.484G Hz

WEP 64/128 bits data encryption

WPA/WPA2 (Wi-Fi Protected Access) security

Multiple SSID

802.11e Wireless QoS (WMM/WME)

MAC address-based access control

ADSL STANDARDS

ADSL standards: Multi-mode, ANSI T1.413 Issue 2, ITU G.992.1
(G.dmt) Annex A, ITU G.992.2 (Gllite) Annex A, ITU G.994.1 (G.hs)
ADSL?2 standards: ITU G.992.3 (G.dmt.bis) Annex A/L/M, ITU
(G.992.4 (G.lite.bis) Annex A

ADSL2+ standards: ITU G.992.5 Annex A/M

ADSL DATA RATES

G.dmt: 8Mbps downstream, 832Kbps upstream
G.lite: 1.5Mbps downstream, 512Kbps upstream
ADSL2: 12Mbps downstream, 1Mbps upstream
ADSL2+: 24Mbps downstream, 1Mbps upstream

ATM & PPP PROTOCOLS

ATM Forum UNI3.1/4.0 PVC (up to 16PVCs)
ATM Adaptation Layer Type 5 (AAL5)

ATM QoS (Traffic Shaping)

Bridged or routed Ethernet encapsulation
VC and LLC based multiplexing

PPP over Ethernet (PPPoE)

PPP over ATM (RFC 2364)

ITU-T 1.610 OAM F4/F5

ROUTER FEATURES

NAT (maximum 1024 NAT sessions)
DHCP server/client/relay

Static Routing, RIP v.1, v.2

Universal Plug and Play (UPnP) Compliant
Dynamic Domain Name System (DDNS)
Virtual Server

SNTP, DNS proxy and IGMP proxy

FIREWALL

Built-in NAT firewall

Stateful Packet Inspection (SPI)
DoS attacks prevention

Packet filtering (IP/ICMP/TCP/UDP)
Intrusion Detection System (IDS)
DMZ

VIRTUAL PRIVATE NETWORK (VPN)
Multiple PPTP/IPSec/L2TP pass-throughs

DEVICE CONFIGURATION/MANAGEMENT

120



D-Link DSL-2760U USER’S MANUAL

e Installation Wizard

Web-based GUI for configuration, firmware upgrade
Code lock to prevent improper firmware upgrade
Telnet with SSH support

Syslog monitoring

SNMP v1, v2c¢ support with built-in MIB-11 (RFC 1213)

QUALITY OF SERVICE
e LAN to WAN traffic prioritization/Classification
e 802.1p (0 to 7) traffic prioritization
e  Traffic Shaping

SECURITY
e IGMP Snooping with 32 Multicast groups
e PVC/VLAN port mapping (bridge mode)
e  Parental Control (URL blocking, scheduling)

POWER INPUT
e Through 12VAC 1.5A external power adapter

DIAGNOSTIC LEDS
Power

LAN (1 to 4)
WLAN

DSL

USB (1to 2)
Internet

DIMENSIONS
e 220 x 150 x 32 mm (8.66 x 5.90 x 1.26 inches)

WEIGHT
e 474 grams (1.05 Ib)

OPERATING TEMPERATURE
e 0 t040° C (32" to104° F)

STORAGE TEMPERATURE
e -20°t070" C(-4 ° to 158" F)

OPERATING HUMIDITY
e 10% to 95% non-condensing

CERTIFICATIONS
e CE (EN55022/EN55024/EN300 328/ EN301 489)
e  Wi-Fi Certified
° K.21 Certified
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Headquarters
U.S.A.
Australia
Belgium

Brazil

Canada
China

Czech Republic
Denmark
Egypt

Europe (U. K))
Finland
France
Germany
Greece
Hungary

India

Israel

TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:

886-2-6600-0123
1-800-326-1688
61-2-8899-1800
32(0)2-517-7111
55-11-218-59300
1-905-8295033
86-10-58635800
420-(603)-276-589
45-43-969040
202-291-9035
44-20-8955-9000
358-9-2707 5080
33-1-30238688
49-6196-77990
30-210-9914 512
36-(0)-1-461-30-00
91-022-26526696
972-9-9715700

FAX:
FAX:
FAX:
FAX:
FAX:
FAX:
FAX:

FAX:
FAX:
FAX:
FAX:
FAX:
FAX:
FAX:
FAX:
FAX:
FAX:

D-Link Worldwide Offices

886-2-6600-9898
1-866-743-4905
61-2-8899-1868
32(0)2-517-6500
55-11-218-59322
1-905-8295223
86-10-58635799

45-43-424347
202-291-9051
44-20-8955-9001
358-9-2707-5081
33-1-30238689
49-6196-7799300
30-210-9916902
36-(0)-1-461-30-09
91-022-26528914
972-9-9715601

Italy

Japan

Latin America
Luxemburg
Middle East (Dubai)
Netherlands
Norway
Poland
Portugal
Russia
Singapore
South Africa
Spain
Sweden
Switzerland
Taiwan
Turkey

D-Link customers can contact D-Link technical support through our web site or by phone.

Before you contact technical support, please have the following ready:

° Model number of the product (e.g. DSL-2760U)
° Hardware Revision (located on the label on the bottom of the access point (e.g. rev Al))
° Serial Number (s/n number located on the label on the bottom of the access point).

TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:
TEL:

39-02-2900-0676
81-3-5781-0963
56-2-232-3185
32-(0)2-517-7111
971-4-3916480
31-10-282-1445
47-99-300-100
48-(0)-22-583-92-75
351-21-8688493
7-495-744-0099
65-6774-6233
27-12-665-2165
34-93-4090770
46-(0)8564-61900
41-(0)-1-832-11-00
886-2-6600-0123
90-312-473-40-55

FAX:
FAX:
FAX:
FAX:
FAX:
FAX:
FAX:
FAX:

FAX:
FAX:
FAX:
FAX:
FAX:
FAX:
FAX:
FAX:

39-02-2900-1723
81-3-5781-0965
56-2-232-0923
32-(0)2-517-6500
971-4-3908881
31-10-282-1331
47-22-309580
48-(0)-22-583-92-76

7-495-744-0099 #350
65-6774-6322
27-12-665-2186
34-93-4910795
46-(0)8564-61901
41(0)-1-832-11-01
886-2-6600-8168
90-312-473-40-58

You can find software updates and user documentation on the D-Link website as well as frequently asked questions and answers to technical issues.
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Warranty

Subject to the terms and conditions set forth herein, D-Link Systems, Inc. (“D-Link”) provides this Limited Warranty:
e Only to the person or entity that originally purchased the product from D-Link or its authorized reseller or distributor, and
e  Only for products purchased and delivered within the fifty states of the United States, the District of Columbia, U.S. Possessions or Protectorates, U.S.
Military Installations, or addresses with an APO or FPO.

Limited Warranty:
D-Link warrants that the hardware portion of the D-Link product described below (“Hardware”) will be free from material defects in workmanship and materials
under normal use from the date of original retail purchase of the product, for the period set forth below (“Warranty Period”), except as otherwise stated herein.
e Hardware (excluding power supplies and fans): One (1) year
e  Power supplies and fans: One (1) year
e  Spare parts and spare kits: Ninety (90) days

The customer’s sole and exclusive remedy and the entire liability of D-Link and its suppliers under this Limited Warranty will be, at D-Link’s option, to repair or
replace the defective Hardware during the Warranty Period at no charge to the original owner or to refund the actual purchase price paid. Any repair or
replacement will be rendered by D-Link at an Authorized D-Link Service Office. The replacement hardware need not be new or have an identical make, model or
part. D-Link may, at its option, replace the defective Hardware or any part thereof with any reconditioned product that D-Link reasonably determines is
substantially equivalent (or superior) in all material respects to the defective Hardware. Repaired or replacement hardware will be warranted for the remainder of
the original Warranty Period or ninety (90) days, whichever is longer, and is subject to the same limitations and exclusions. If a material defect is incapable of
correction, or if D-Link determines that it is not practical to repair or replace the defective Hardware, the actual price paid by the original purchaser for the
defective Hardware will be refunded by D-Link upon return to D-Link of the defective Hardware. All Hardware or part thereof that is replaced by D-Link, or for
which the purchase price is refunded, shall become the property of D-Link upon replacement or refund.

Limited Software Warranty:

D-Link warrants that the software portion of the product (“Software”) will substantially conform to D-Link’s then current functional specifications for the Software,
as set forth in the applicable documentation, from the date of original retail purchase of the Software for a period of ninety (90) days (“Software Warranty Period”),
provided that the Software is properly installed on approved hardware and operated as contemplated in its documentation. D-Link further warrants that, during
the Software Warranty Period, the magnetic media on which D-Link delivers the Software will be free of physical defects. The customer’s sole and exclusive
remedy and the entire liability of D-Link and its suppliers under this Limited Warranty will be, at D-Link’s option, to replace the non-conforming Software (or
defective media) with software that substantially conforms to D-Link’s functional specifications for the Software or to refund the portion of the actual purchase
price paid that is attributable to the Software. Except as otherwise agreed by D-Link in writing, the replacement Software is provided only to the original licensee,
and is subject to
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the terms and conditions of the license granted by D-Link for the Software. Replacement Software will be warranted for the remainder of the original Warranty
Period and is subject to the same limitations and exclusions. If a material nhon-conformance is incapable of correction, or if D-Link determines in its sole discretion
that it is not practical to replace the non-conforming Software, the price paid by the original licensee for the non-conforming Software will be refunded by D-Link;
provided that the non-conforming Software (and all copies thereof) is first returned to D-Link. The license granted respecting any Software for which a refund is
given automatically terminates.

Non-Applicability of Warranty:

The Limited Warranty provided hereunder for Hardware and Software portions of D-Link’s products will not be applied to and does not cover any refurbished
product and any product purchased through the inventory clearance or liquidation sale or other sales in which D-Link, the sellers, or the liquidators expressly
disclaim their warranty obligation pertaining to the product and in that case, the product is being sold “As-Is” without any warranty whatsoever including, without
limitation, the Limited Warranty as described herein, notwithstanding anything stated herein to the contrary.

Submitting a Claim:
The customer shall return the product to the original purchase point based on its return policy. In case the return policy period has expired and the product is
within warranty, the customer shall submit a claim to D-Link as outlined below:

e  The customer must submit with the product as part of the claim a written description of the Hardware defect or Software nonconformance in sufficient
detail to allow D-Link to confirm the same, along with proof of purchase of the product (such as a copy of the dated purchase invoice for the product) if
the product is not registered.

e  The customer must obtain a Case ID Number from D-Link Technical Support at 1-877-453-5465, who will attempt to assist the customer in resolving
any suspected defects with the product. If the product is considered defective, the customer must obtain a Return Material Authorization (*RMA”)
number by completing the RMA form and entering the assigned Case ID Number at https://rma.dlink.com/.

e After an RMA number is issued, the defective product must be packaged securely in the original or other suitable shipping package to ensure that it will
not be damaged in transit, and the RMA number must be prominently marked on the outside of the package. Do not include any manuals or
accessories in the shipping package. D-Link will only replace the defective portion of the product and will not ship back any accessories.

e The customer is responsible for all in-bound shipping charges to D-Link. No Cash on Delivery (“COD”) is allowed. Products sent COD will either be
rejected by D-Link or become the property of D-Link. Products shall be fully insured by the customer and shipped to D-Link Systems, Inc., 17595 Mt.
Herrmann, Fountain Valley, CA 92708. D-Link will not be held responsible for any packages that are lost in transit to D-Link. The repaired or replaced
packages will be shipped to the customer via UPS Ground or any common carrier selected by D-Link. Return shipping charges shall be prepaid by
D-Link if you use an address in the United States, otherwise we will ship the product to you freight collect. Expedited shipping is available upon request
and provided shipping charges are prepaid by the customer. D-Link may reject or return any product that is not packaged and shipped in strict
compliance with the foregoing requirements, or for which an RMA number is not visible from the outside of the package. The product owner agrees to
pay D-Link’s reasonable handling and return shipping charges for any product that is not packaged and shipped in accordance with the foregoing
requirements, or that is determined by
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D-Link not to be defective or non-conforming.

What Is Not Covered?

The Limited Warranty provided herein by D-Link does not cover:

Products that, in D-Link’s judgment, have been subjected to abuse, accident, alteration, modification, tampering, negligence, misuse, faulty installation, lack of
reasonable care, repair or service in any way that is not contemplated in the documentation for the product, or if the model or serial number has been altered,
tampered with, defaced or removed; Initial installation, installation and removal of the product for repair, and shipping costs; Operational adjustments covered in
the operating manual for the product, and normal maintenance; Damage that occurs in shipment, due to act of God, failures due to power surge, and cosmetic
damage; Any hardware, software, firmware or other products or services provided by anyone other than D-Link; and Products that have been purchased from
inventory clearance or liquidation sales or other sales in which D-Link, the sellers, or the liquidators expressly disclaim their warranty obligation pertaining to the
product.

While necessary maintenance or repairs on your Product can be performed by any company, we recommend that you use only an Authorized D-Link Service
Office. Improper or incorrectly performed maintenance or repair voids this Limited Warranty.

Disclaimer of Other Warranties:
EXCEPT FOR THE LIMITED WARRANTY SPECIFIED HEREIN, THE PRODUCT IS PROVIDED “AS-IS” WITHOUT ANY WARRANTY OF ANY KIND

WHATSOEVER INCLUDING, WITHOUT LIMITATION, ANY WARRANTY OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND
NONINFRINGEMENT.

IF ANY IMPLIED WARRANTY CANNOT BE DISCLAIMED IN ANY TERRITORY WHERE A PRODUCT IS SOLD, THE DURATION OF SUCH IMPLIED
WARRANTY SHALL BE LIMITED TO THE DURATION OF THE APPLICABLE WARRANTY PERIOD SET FORTH ABOVE. EXCEPT AS EXPRESSLY
COVERED UNDER THE LIMITED WARRANTY PROVIDED HEREIN, THE ENTIRE RISK AS TO THE QUALITY, SELECTION AND PERFORMANCE OF THE
PRODUCT IS WITH THE PURCHASER OF THE PRODUCT.

Limitation of Liability:

TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE UNDER ANY CONTRACT, NEGLIGENCE, STRICT LIABILITY OR OTHER LEGAL
OR EQUITABLE THEORY FOR ANY LOSS OF USE OF THE PRODUCT, INCONVENIENCE OR DAMAGES OF ANY CHARACTER, WHETHER DIRECT,
SPECIAL, INCIDENTAL OR CONSEQUENTIAL (INCLUDING, BUT NOT LIMITED TO, DAMAGES FOR LOSS OF GOODWILL, LOSS OF REVENUE OR
PROFIT, WORK STOPPAGE, COMPUTER FAILURE OR MALFUNCTION, FAILURE OF OTHER EQUIPMENT OR COMPUTER PROGRAMS TO WHICH
D-LINK’S PRODUCT IS CONNECTED WITH, LOSS OF INFORMATION OR DATA CONTAINED IN, STORED ON, OR INTEGRATED WITH ANY PRODUCT
RETURNED TO D-LINK FOR WARRANTY SERVICE) RESULTING FROM THE USE OF THE PRODUCT, RELATING TO WARRANTY SERVICE, OR ARISING
OUT OF ANY BREACH OF THIS LIMITED WARRANTY, EVEN IF D-LINK HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. THE SOLE
REMEDY FOR ABREACH OF THE FOREGOING LIMITED WARRANTY IS REPAIR, REPLACEMENT OR REFUND OF THE DEFECTIVE OR
NONCONFORMING PRODUCT. THE MAXIMUM LIABILITY OF D-LINK UNDER THIS WARRANTY IS LIMITED TO
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THE PURCHASE PRICE OF THE PRODUCT COVERED BY THE WARRANTY. THE FOREGOING EXPRESS WRITTEN WARRANTIES AND REMEDIES ARE
EXCLUSIVE AND ARE IN LIEU OF ANY OTHER WARRANTIES OR REMEDIES, EXPRESS, IMPLIED OR STATUTORY.

Governing Law:

This Limited Warranty shall be governed by the laws of the State of California. Some states do not allow exclusion or limitation of incidental or consequential
damages, or limitations on how long an implied warranty lasts, so the foregoing limitations and exclusions may not apply. This Limited Warranty provides specific
legal rights and you may also have other rights which vary from state to state.

Trademarks:
D-Link is a registered trademark of D-Link Corporation/D-Link Systems, Inc. Other trademarks or registered trademarks are the property of their respective
owners.

Copyright Statement:

No part of this publication or documentation accompanying this product may be reproduced in any form or by any means or used to make any derivative such as
translation, transformation, or adaptation without permission from D-Link Corporation/D-Link Systems, Inc., as stipulated by the United States Copyright Act of
1976 and any amendments thereto. Contents are subject to change without prior notice.

Copyright ©2007 by D-Link Corporation/D-Link Systems, Inc. All rights reserved.

CE Mark Warning:
This is a Class B product. In a domestic environment, this product may cause radio interference, in which case the user may be required to take adequate
measures.

FCC Statement:

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to part 15 of the FCC Rules. These limits are designed
to provide reasonable protection against harmful interference in a residential installation. This equipment generates, uses, and can radiate radio frequency
energy and, if not installed and used in accordance with the instructions, may cause harmful interference to radio communication. However, there is no guarantee
that interference will not occur in a particular installation. If this equipment does cause harmful interference to radio or television reception, which can be
determined by turning the equipment off and on, the user is encouraged to try to correct the interference by one or more of the following measures:

Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.

Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

Consult the dealer or an experienced radio/TV technician for help.
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FCC Caution:

Any changes or modifications not expressly approved by the party responsible for compliance could void the user’s authority to operate this equipment.
This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions:

(1) This device may not cause harmful interference, and

(2) This device must accept any interference received, including interference that may cause undesired operation.

If this device is going to be operated in 5.15 ~ 5.25GHz frequency range, then it is restricted in indoor environment only.

IMPORTANT NOTICE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment. This equipment should be installed and operated with
minimum distance 20cm between the radiator & your body. This transmitter must not be co-located or operating in conjunction with any other antenna or
transmitter.

The availability of some specific channels and/or operational frequency bands are country dependent and are firmware programmed at the factory to match the
intended destination. The firmware setting is not accessible by the end user.

For detailed warranty information applicable to products purchased outside the United States, please contact the corresponding local D-Link office.

Industry Canada Notice:

This device complies with RSS-210 of the Industry Canada Rules. Operation is subject to the following two conditions:
() This device may not cause harmful interference, and

(2) This device must accept any interference received, including interference that may cause undesired operation.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with IC radiation exposure limits set forth for an uncontrolled environment. This equipment should be installed and operated with
minimum distance 20cm between the radiator & your body.

This device has been designed to operate with an antenna having a maximum gain of 2 dB. Antenna having a higher gain is strictly prohibited per regulations of
Industry Canada. The required antenna impedance is 50 ohms.
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Registration

Register your product online at:
http://support.dlink.com/register

= [ g - —=—2 "
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Product registration is entirely voluntary and failure to complete or return this form will not diminish your Warranty'rifghts.

Version 1.0
July 2, 2009
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