DES-1210-10/28ME
Firmware Release Note

Firmware version: v5.10.B012

Hardware version: A1

Date: 2011/02/18

1. New Features:

N/A

2. Bug Fixed:

1. DHCP relay DRU20110125000009
2. Fix OID compatibility bug. 
3. Fix after config FlowCtrl enable + portspeed, save and reboot will cause device can't link.

4. Fix 802.1Q VLAN and LA web page js error.

5. Add port field at MAC notification.

6. Fix save check between LBD and STP.

7. Fix error in Delete SNMP Community.

3. Known Issue:

N/A

Firmware version: v5.10.B010

Hardware version: A1

Date: 2011/01/31

1. New Features:

N/A
2. Bug Fixed:

1. When upgrading to R5.3, the previous saved config file failed to be restored and all settings were missing.
2. Voice VLAN table error in web UI.

3. In Filter Unregistered Multicast Mode, when trunking ports receive multicast control packets, they cannot send to other multicast ports.
3. Known Issue:

N/A

Firmware version: v5.10.B009
Hardware version: A1

Date: 2011/01/17
1. New Function: 

1. Add options in command line Reset. 
A. reset system: reset everything.
B. reset system exclude system_ip: reset everything but keep system IP address.
C. reset system exclude vlan system_ip: reset everything but keep system IP address and VLAN configuration.

2. Bug Fix

	No.
	Bug ID/ D-Track Number 
	Bug Description

	1
	HQ20101223000005
DRU20101221000007
	CLI blank problem

	2
	HQ20101223000002
DRU20101221000006
	"show log" causes device crashed

	3
	HQ20101213000008
DRU20101210000002
	IMPB blocked list automatically renew

	4
	HQ20101214000008
DRU20101213000005
	PADI packets causes high CPU utilization

	5
	HQ20101215000008
DRU20101214000001
	ISM VLAN with PVID problem

	6
	HQ20101115000005
DRU20101113000002
	CLI paging problem

	7
	DBG10110386
	DUT allows the MAC address format of XX:XX:XX:XX:XX:XX on CLI, but doesn't allow on WEB GUI. CLI and WEB GUI allows different format of MAC.

	8
	DBG10120085
	SW3(1210-28) and SW4(1210-10) are both querier at the same time.

	9
	DBG10110354
	802.1x per-port auth_mode does not match in CLI and WEB. WEB can configure per port auth_mode to mac_based or port_based but CLI cannot; CLI can display per-port auth_mode status but WEB can not.

	10
	DBG10110355
	Per-port auth_mode settings are in global 802.1x setting. Users need to global enable 802.1x,  then enable 802.1x on port(s), and finally turn back global settings to 'Apply' again to set per-port based auth_mode. The GUI is not directly thinking and user-friendly.

	11
	DBG1011035
	Show 802.1x auth_state command can not shows mac_based entry. If a port is set to mac_based, the show 802.1x auth_state can not shows all MACs authenticated on that port.

	12
	DBG10120220
	Multicast MAC (01-00-5e-xx-xx-xx) learned to forwarding table (show fdb)

	13
	DBG10120221
	Provide the method to configure the sys time.

	14
	DBG10120227
	a.Disable stp port 1~3 b.enable STP globally c.the port changed to "enabled"

	15
	DBG10120068
	LLDP Local Ports or Remote Ports shows incorrect Auto-Negotiation status.

	16
	DBG10120067
	The STP port status shows ''Disabled'' as its role, but it should be state, not a role

	17
	DBG10110347
	NAS-IP-Address(4), Called-Station-Id(30), Calling-Station-Id(31), Connect-Info(77) Attributes are missing in Access-Request packets.

	18
	DBG10120017
	DHCP Relay

DUT uses wrong DHCP source port(67) and destination port(68), and so cause DHCP Relay fails. Duplicate to : [VBG10110143]

	19
	DBG10110356
	Command “Show 802.1x auth_state” cannot show mac_based entry. If a port is set to mac_based, “show 802.1x auth_state” cannot shows all MACs authenticated on that port.


Firmware version: v5.10.B005

Hardware version: A1

Date: 2010/12/7
1. New Function: 

None

2. Bug Fix

	No.
	D-Track Number 
	Bug Description

	1
	HQ20101022000008 -
IMPB issue [DRU20101021000008-Russia]
	Does not work in un-management interface.

	2
	HQ20101110000015 -
PADI packets [DRU20101109000003-Russia]
	In tagged port, the PADI packets will cause loop.

	3
	HQ20101115000003 -
link_aggregation issue
	All linked port in LAG group will considered as “active port”

	4
	HQ20101112000003 -
CLI output problems 2[DRU20101111000004-Russia]
	1.   “show lldp”, “show cpu_access_profile”, “show dhcp_local_relay” 
2.   “show port_security ?”
3.   “show arpspoofing”

	5
	HQ20101115000021 -
mac_notification problem [DRU20101112000004-Russia]
	Go to Security -> MAC Address Table -> Dynamic Forwarding Table and click "Delete All Entry" button.
We can see on sniffer that we received mac_notification trap (attached) but mac_notification is disabled on port 25

	6
	HQ20101115000020 -
ifAlias problem [DRU20101112000008-Russia]
	We CLI customer does:
config ports 1 medium_type copper description test

But via SNMP we can see that result is null:
snmpwalk -v2c -c private 10.90.90.90 ifAlias.1
IF-MIB::ifAlias.1 = STRING

	7
	HQ20101115000022 -
port_security problem [DRU20101112000005-Russia]
	Port Security does not work in un-management VLAN.

	8
	HQ20101116000001 -
loopback issue [DRU20101115000003-Russia]
	show loopdetect ports all
config loopdetect ports 1-5 enable
Then all the ports are enabled


