DWS-3000 Series Firmware Upgrade Procedure

Purpose: This document provides a simple Web UI environment as a guideline for DWS-3024/26 & DWL-3500AP/8500AP firmware upgrade.

Note: To save your time, you can jump to the appendix and download the configuration, then start from step 9.
1. Begin from the scratch, connect the laptop/PC to any port from p1-p8 with IP domain of 10.90.90.x/8, and login in the switch (10.90.90.90) via Web UI.
2. Create a VLAN2 (p9-p16, untagged, PVID = 2), and VLAN101 for p17-24

3. Enable global IP routing, VLAN2 & 101 routing, and create an interface 4/1 with 192.168.2.254/24, 4/2 with 192.168.101.254/24
4. Create the loopback interface lo0 with 192.168.10.250/24

5. Enable the global DHCP, and create a pool “VLAN2” as 192.168.2.0/24 with the gateway of 192.168.2.254, “VLAN101” as 192.168.101.0/24 with the gateway of 192.168.101.254.
6. In WLAN>Administration>Basic Setup>Discovery, add VLAN101 to the L2/VLAN Discovery and press “Submit”.

7. In WLAN>Administration>Basic Setup>SSID, modify the default SSID to Test-1, VLAN = 2.

8. Save the configuration.

Note: For details of step 1~8, please refer to the Configuration Guide.
9. Reconnect the laptop/PC to any port of p9-p16, it should receive the IP of 192.168.2.0/24

10. Login in the switch via Web UI (either 192.168.2.254 or 192.168.10.250)
11. Choose “Download File” from the tool bar. File type is “Code” by default, enter the tftp server address (laptop/PC) and file name, start file transfer (Fig.1)
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Fig. 1
12. After successfully downloading, reboot the switch and you can check the version on LAN>Monitoring>Device Status (Fig.2)
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Fig. 2

13. Connect the Access Points need to be upgraded to p17-p24, get them managed.

14. In WLAN>Administration>AP Management>Software Download, enter the server address and file name, then start file transfer (no need to change the group size unless you have more than 10 APs to upgrade). (Fig. 3)
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Fig. 3

15. After successfully downloading, it will show “Success” on the screen (Fig.4), but it takes about 12 minutes more to complete the whole upgrade process, so beware that don’t unplug or power off the AP at this moment (can use external adaptor for extra insurance).
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Fig. 4

16. You can check the status on WLAN>Monitoring>Access Point>Managed Access Point, it will show “Failed” during the upgrade process. 

17. After the process finished, the APs will be managed again, and the version will be updated (Fig. 5).
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Fig. 5

18. Furthermore, if you want to test the function, can use a wireless client to associate with SSID=Test-1. The client should receive an IP of 192.168.2.x/24, and you can ping the gateway or the loopback interface to test the connectivity.

Appendix: Configuration Used in This Document
1. Connect the laptop/PC to any port from p1-p8 with IP domain of 10.90.90.0/8, and login in the switch via Web UI.

2. Copy the “Upgrade AP” file below and paste it to your tftp server directory.
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3. Choose “Download File” from the tool bar. File type is “Configuration”, enter the tftp server address (laptop/PC) and file name (Upgrade AP), start file transfer (Fig.6)
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Fig. 6

4. After successfully downloading, the switch will automatically reboot, then you can go back to step 9 to continue the firmware upgrade. 
_1220422824/Upgrade AP_0921.log
network parms 10.90.90.90 255.0.0.0 0.0.0.0

vlan database

vlan  2 

vlan name 2 Client_VLAN 

vlan  101 

vlan name 101 AP_VLAN 

vlan routing 2 

vlan routing 101 

exit 





configure 

!



logging buffered

wireless

discovery vlan-list 101



network 1

ssid "Test-1"

vlan 2

exit 



network 2

exit 



network 3

exit 



network 4

exit 



network 5

exit 



network 6

exit 



network 7

exit 



network 8

exit 



ap profile 1

radio 1

vap 0

exit 



vap 1

exit 



vap 2

exit 



vap 3

exit 



vap 4

exit 



vap 5

exit 



vap 6

exit 



vap 7

exit 



exit 



radio 2

vap 0

exit 



vap 1

exit 



vap 2

exit 



vap 3

exit 



vap 4

exit 



vap 5

exit 



vap 6

exit 



vap 7

exit 



exit 



exit 



exit 



ip routing

lineconfig

serial timeout 0

exit 



spanning-tree configuration name "00-00-00-C0-00-00"



interface  0/1 

 



exit





interface  0/2 





exit





interface  0/3 



exit





interface  0/4 



exit





interface  0/5 



exit





interface  0/6 



exit





interface  0/7 



exit





interface  0/8 



exit





interface  0/9 

vlan pvid 2 

vlan participation include 2 



exit





interface  0/10 

vlan pvid 2 

vlan participation include 2 



exit





interface  0/11 

vlan pvid 2 

vlan participation include 2 



exit





interface  0/12 

vlan pvid 2 

vlan participation include 2 



exit





interface  0/13 

vlan pvid 2 

vlan participation include 2 



exit





interface  0/14 

vlan pvid 2 

vlan participation include 2 



exit





interface  0/15 

vlan pvid 2 

vlan participation include 2 



exit





interface  0/16 

vlan pvid 2 

vlan participation include 2 



exit





interface  0/17 

vlan pvid 101 

vlan participation include 101



exit





interface  0/18 

vlan pvid 101 

vlan participation include 101



exit





interface  0/19 

vlan pvid 101 

vlan participation include 101



exit





interface  0/20 

vlan pvid 101 

vlan participation include 101



exit





interface  0/21 

vlan pvid 101 

vlan participation include 101



exit





interface  0/22 

vlan pvid 101 

vlan participation include 101



exit





interface  0/23 

vlan pvid 101 

vlan participation include 101



exit





interface  0/24 

vlan pvid 101 

vlan participation include 101



exit





interface  4/1 

routing

ip address  192.168.2.254  255.255.255.0



exit





interface  4/2 

routing

ip address  192.168.101.254  255.255.255.0



exit



interface loopback 0

ip address  192.168.10.250  255.255.255.0



exit



service dhcp



ip dhcp pool "VLAN2"

default-router 192.168.2.254 

network 192.168.2.0 255.255.255.0 

exit 





ip dhcp pool "VLAN101"

default-router 192.168.101.254 

network 192.168.101.0 255.255.255.0 

exit 





exit 








