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Introduction 
The DAS-3626 VDSL2 Switch delivers DMT 6-band IP-based VDSL2 broadband access for 
residential and small business use. The switch provides up to 100 Mbps downstream and upstream 
data transmission for twenty-four subscriber ports, enough bandwidth for high-speed Internet access, 
multimedia services, and packet telephony services. The switch can coexist with ADSL, ISDN or 
POTS deployments. The switch implements a 6-band DMT VDSL spectrum utilization that is fully 
compatible with, and an improvement upon the standard band plan that pushes the downstream bit 
rates well beyond the ITU specification. The switches feature dual Gigabit Ethernet ports for network 
uplink and trunking to another DAS-3626. The DAS-3626 includes the option of using either SFP or 
copper Gigabit Ethernet ports for uplinking. The switch has an internal DSL splitter and DSLAM. Each 
VDSL subscriber port is paired with the various CPE options D-Link VDSL2 Home Gateways. The 
switch supports CPE management. The switch and CPE are managed via an out-of-band console 
connection to a computer using terminal emulation software or accessed in-band via Telnet and web-
based management. 
 

Login to Web Manager 
To use the web-based management module for switch management, run the browser you have 
installed on your computer and point it to the IP address you have defined for the device. The URL in 
the address bar should read something like: http://123.123.123.123, where the numbers 123 
represent the IP address of the switch; this opens the management module's user authentication 
window, as seen below. 
 

 
Figure 1 Enter Network Password dialog 

 
There is no default user name or password. At the User Name and Password fields, click OK. This 
opens the web-based management interface. Switch management features available in the web-
based manager are explained below. 
 

Web-based User Interface 
The user interface provides access to various switch configuration and management windows, allows 
you to view performance statistics, and permits you to graphically monitor the system status. 
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Areas of the User Interface 
The figure below shows the user interface. The user interface is divided into three distinct areas as 
described in the table. 
 

 
Figure 2 Main Web-Manager page 

 

  Area                Function 

Area 1 Select the folder or window to be displayed. The folder icons can be opened to display 
the hyperlinked window buttons and subfolders contained within them. 

Area 2 Presents a graphical near real-time image of the front panel of the switch. This area 
displays the switch's ports and expansion modules showing port activity. 

Various areas of the graphic can be selected for performing management functions, 
including port configuration. 

Click the D-Link logo to go to the D-Link website. 

Area 3 Presents switch information based on your selection and the entry of configuration 
data. 

Area 4 Links to configuration menus, some of which are not accessible in the configuration 
menu folders (displayed in Area 1) are located here. 

 

  Area 1 

  Area 2 

  Area 3 

  Area 4 

Save and back up configuration 
settings, reboot, reset 
configuration and download 
firmware drop-down menus. 
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NOTICE: Any changes made to the switch configuration during the current 
session must be saved using the drop-down Save menu or use the 
command line interface (CLI) command save. 

 

System Save Menus 
The web interface for the switch includes two drop-down menus, the Save and Tools menus, located 
just above the menu folders. The Save menu includes options to save switch configuration settings 
and switch log. 
 

 
Figure 3 Save Configuration drop-down menu 

 
To save the current configuration, from the Save drop-down menu, pull the cursor down to the Save 
Configuration ID 1 or Save Configuration ID 2 option. The Save Configuration menu display 
appears during the saving process. Upon successfully saving the configuration, a message informs 
you the save is completed.  
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Figure 4 Save Configuration display 

 
In addition to the Save Configuration option, the Save menus offer a Save Log and Save All option. 
The Save All option saves both the System Log and the current configuration file. 
 

System Tools Menus 
The Tools drop-down menu includes links Configuration File Backup & Restore, Upload Log File, 
Reset, Download Firmware and Reboot System menus. 
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Figure 5 Tools drop-down menu 

 
These menus are described below. 
 

Configuration File Backup & Restore 
The switch supports dual image storage for configuration file backup and restoration. The firmware 
and configuration images are indexed by ID number 1 or 2. To change the boot firmware image, use 
the Configuration ID drop-down menu to select the desired configuration file to backup or restore. The 
default switch settings will use image ID 1 as the boot configuration or firmware. 
To backup the configuration file, enter the Server IP (either IPv4 or IPv6), interface name, file/path 
name, desired Configuration ID, and click Backup. 
To restore the configuration file, enter the Server IP (either IPv4 or IPv6), interface name, file/path 
name, desired Configuration ID, and click Restore.  
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Figure 6 Configuration File Backup & Restore menu 

 

Upload Log File 
A history and attack log can be uploaded from the switch to a TFTP or FTP server. To upload a log 
file, enter a Server IP address, Interface Name and file/path name and then click Upload or Upload 
Attack Log. 
 

 
Figure 7 Upload Log File menu 

 

Reset 
The Reset function has several options when resetting the switch. Some of the current configuration 
parameters can be retained while resetting all other configuration parameters to their factory defaults. 
 

 

NOTE: Only the Reset System option will enter the factory default parameters into the 
switch's non-volatile RAM, and then restart the switch. All other options enter the factory 
defaults into the current configuration, but do not save this configuration. Reset System 
will return the switch's configuration to the state it was when it left the factory 
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NOTE: The serial port’s baud rate will not be changed by the reset command. It will not 
be restored to the factory default setting. 

 
Reset gives the option of retaining the switch's User Accounts and History Log while resetting all other 
configuration parameters to their factory defaults. If the switch is reset using this window, and Save 
Changes is not executed, the switch will return to the last saved configuration when rebooted. 
 

 
Figure 8 Reset System menu 

 

Download Firmware 
The following window is used to download firmware for the switch. 
 

 
Figure 9 Download Firmware menu 

 
Enter the Server IP address, the Interface Name, the path/file name and select the desired Image ID. 
Click Download to initiate the file transfer. 
 

Reboot System 
The following window is used to restart the switch. 
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Figure 10 Reboot System menu 

 
Click the Yes radio button to instruct the switch to save the current configuration to non-volatile RAM 
before restarting the switch. 
Click the No radio button to instruct the switch not to save the current configuration before restarting 
the switch. All of the configuration information entered from the last time Save Changes was 
executed will be lost. 
Click the Reboot button to restart the switch. 
 

Device Information and Quick Configuration Links 
This window contains the main settings for all major functions on the switch and appears 
automatically when you log on. To return to the Device Information and Quick Configuration links, 
click the DAS-3626 device name above the menu folders. The Device Information display shows the 
switch’s MAC Address (assigned by the factory and unchangeable), the Boot PROM Version, 
Firmware Version and Hardware Version as well as other information about different settings on the 
switch. This information is helpful to keep track of PROM and firmware updates and to obtain the 
switch's MAC address for entry into another network device's address table, if necessary. In addition, 
this window displays the status of functions on the switch to quickly assess their current global status. 
Some functions are hyper-linked to their configuration window for easy access from the Device 
Information window. 
 

 
Figure 11 Device Information display and Quick Configuration links 
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