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Enterprise Network Application Model Education Application Model

Government Network Application Model Hotel Network Application Model

Retail
Store

Main
O�ce

InternetInternet
VPNVPN

InternetInternet

DGS-3200 Series
Prevent unauthorized usage through user authentication
Prevent PC access by PC quarantine
User level access control by VLAN authentication

DFL UTM Firewall Series
IPSec VPN connection between main and branch o�ces
Real time anti-virus
Stateful Packet Inspection Firewall
Intrusion detection and prevention
Access log

DWL-3500AP/8500AP
Centralized management with DWS Series wireless Switch
Automatic setup of wireless channel and power
Centralized management of security policy

DIR-330
Small scale wireless VPN router
High-speed VPN connection with 11b/g

employee employee

employeeemployee

xStack Switch Series
Redundant physical stack

DWS-3000 Series
Wireless Switch
Roaming between wireless AP
Centralized management of dispersed AP
Uni�ed management of wired/wireless LAN

L2/L3 roaming between
APs, such as wireless
IP Phones

Application Key Points
- Physical Stack with 10G Backbone

- Centralized Mgt of WLAN AP & Roaming

-  Authentication & Quarantine of Users

- Virus Scan & Intrusion Detection

- Internal IPSec VPN

Application Key Points
- Physical Stack with 10G Backbone

- Centralized Mgt of WLAN AP & Roaming

- Long distance transmission with media converter
- Authentication & Quarantine of Users

DGS-3200 Series
End-Point security and
management with user
authentication, PC
quarantine and VLAN
authentication

DWL-3500AP/8500AP
Centralized management with DWS Series wireless Switch
Automatic setup of wireless channel and power
Centralized management of security policy
Provide Internet access with Guest ID

Staff
Room

Research
Room A

Research
Room B

Classroom
A

Classroom
B

Classroom
C

Classroom
D

DFL UTM Firewall Series
IPSec VPN connection between main
and branch o�ces
Real time anti-virus
Stateful Packet Inspection Firewall
Intrusion detection and prevention
Access log

DWS-3000 Series
Centralized management of disperse AP
Roaming between wireless AP
Uni�ed management of wired/wireless LAN Media Conveters

Long distance transmission with
optical �ber media converters

DGS-3200 Series
End-Point security and management with user
authentication, PC quarantine and VLAN authentication

Library/
Chat
Room

Lecture
Room

Computer
Room

xStack Switch
Redundancy physical stack

Application Key Points
- Physical Stack with 10G Backbone

-  Centralized Mgt of WLAN AP & Roaming

-  Authentication & Quarantine of Users

-  Virus Scan & Intrusion Detection

- Stateful Firewall

State
Main
O�ce

State
Branch
O�ce

State
Branch
O�ce

Community
Center

Admin
O�ce

School

DWS-3000 Series
Wireless Switch
Centralized management of dispersed AP
Roaming between wireless AP
Uni�ed management of wired/wireless LAN

DGS-3200 Series
End-Point security and management with user authentication,
PC quarantine and VLAN authentication

Media Converters
Long distance transmission with optical �ber media converters

xStack Series
Redundancy physical stack

DWL-3500AP/8500AP
Centralized management with DWS Series wireless Switch
Automatic setup of wireless channel and power
Centralized management of security policy

Guest
Room

7F

Guest
Room

6F

Guest
Room

5F

Guest
Room

4F

Guest
Room

3F

Guest
Room

2F

Lobby

xStack Switch Series
Prohibit communication between rooms with tra�c segmentation

IP Camera Series
IP camera on each �oor
for surveillance purpose

DFL UTM Firewall Series
Real time anti-virus
Stateful Packet Inspection Firewall
Intrusion detection and prevention
Access log

DSA User Access Management
Using rule pro�les
Web user authentication

Business PC

Business PC

xStack Switch Series
Redundancy physical stacking
VLAN access list — separate
sales PC with guest PC
Prevent guest from accessing
hotel network

Application Key Points
- Physical Stack with 10G Backbone

-  Web page user Authentication

-  Prohibits communication between guest rooms

- Surveillance with IP cameras

- Stateful Firewall

InternetInternet

Information Provider

Branch
eO�c


