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Highlights 

Easy Management 

А Web UI, а CLI through Telnet and SSH and а variety 
of management features allow the switches to 
integrate with your existing network 

IPvбReady 

IPvб compliance means that the switches are ready to 
meet future addressing standards, and are 
compatiЫe with both your IPv4 and IPvб network 

Power over Ethernet 

lncreased РоЕ capabllity and support for 
IEEE 802.Зaf/at allow the РоЕ models in the series to 
power more devices with greater port density 

DGS-1210/FL Series 

L2 Managed Switches 

Features 

Green Technology 

• Link status detection

• Port shut-off

• System hibernation

• СаЫе length detection

Security Features 

• Access Control Lists (ACLs)

, D-Link Safeguard Engine helps the CPU resist 

broadcast/multicast/unicast flooding 

• Port Security supports up to 64 МАС addresses

per port

lntuitive Management 

, Web UI 

, Built-in SNMP MIB for remote NMS (D-View 7.0) 

• Command Line lnterface (CLI) through

Telnet and SSH

Advanced Features 

, Auto Surveillance VLAN 

, Voice VLAN 

• Loopback Detection

• СаЫе diagnostics

• Auto MDI/MDIX adjustment for all
twisted-pair ports 

• Dual lmage

The D-Link DGS-1210/FL Series L2 Managed Switches are а generation of switches designed 

to provide increased Power over Ethernet (РоЕ) output, а range of physical interface types, 

multiple management interfaces, and advanced Layer 2 features. With all of these features 

comblned, the DGS-1210/FL Series provides а cost-efficient and flexiЫe solution for expanding 

any business network. 

Seamless lntegration 

The DGS-1210/FL Series includes а wide range of port and media types, including 

10/100/1 000BASE-T RJ-45 ports, 100/1 ООО Mbps combo ports, and 100/1 ООО Mbps SFP 

ports. The DGS-1210-10/FL, DGS-1210-26/FL, DGS-1210-1 0P/FL, and DGS-1210-1 0MP/FL 

feature 2 100/1 ООО Mbps SFP ports, while all other DGS-1210/FL Series models feature 4 

GbE/SFP combo ports, allowing you to choose the most suitaЫe media type for your 

requirements. AII DGS-1210/FL Series РоЕ switches include support for IEEE 802.Зaf/at and 

higher power budgets, allowing more РоЕ devices to Ье powered Ьу the switch and for 

devices to Ье installed in remote locations without immediate access to power outlets. 

Advanced Features 

The DGS-1210/FL Series comes equipped with а complete lineup of L2 features, including IGMP 

snooping, port mirroring, Spanning Tree Protocol (STP), and Link Aggregation Control Protocol 

(LACP). The IEEE 802.Зх Flow Control function allows servers to directly connect to the switch 

for fast, reliaЬle data transfers. Network maintenance features include loopback detection and 

саЫе diagnostics. Loopback detection significantly speeds up trouЫeshooting Ьу automatically 

detecting and shutting down switching loops. The саЫе diagnostics feature, designed primarily 

for administrators and customer service representatives, determines the саЫе quality and quickly 

discovers errors, allowing for hassle-free diagnostics and maintenance. 
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Efficient and Resilient Networking 

The DGS-1210/FL Series supports up to 6 kV surge protection оп all Ethernet 

ports, protecting the switch from the damage caused Ьу power surges due 

to lightning strikes or faulty electrical caЫing. The switches also support 802.Заd 

Link Aggregation, which allows grouping of multiple ports to provide redundancy 

and load balancing in mission-critical environments. Comblned, the two features 

ensures the reliabllity of data transmission in your network. 

Versatile Management 

The DGS-1210/FL Series also supports D-View 7.0 and Command Line lnterface 

(CLI) through Telnet and SSH. D-View 7.0 is а network management system

that allows for the central management of critical network characteristics such as 

availabllity, reliabllity, resilience, and security. 

Security and Authentication 

D-Link's innovative Safeguard Engine helps to protect the switches against

traffic flooding caused Ьу malicious attacks. DGS-1210/FL Series supports 

802.1Х port-based authentication, allowing the clients to Ье authenticated 

through external RADIUS servers. The Access Control List (ACL) feature helps 

to enhance network security and helps to protect the internal IT network. То 

help prevent ARP spoofing attacks, the switch uses packet control ACLs to 

to Ыосk invalid packets that contain fake ARP messages. 

Green Technology 

The DGS-1210/FL Series is сараЫе of saving power without sacrificing performance 

or functionality Ьу using D-Link Green technology. Link status detection 

automatically powers down ports when there is по link detected, saving power 

when the connected device has Ьееп shut down or disconnected. The used chipset 

allows the switch to reduce energy consumption. 
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Storage Т emperature • -40 to 70°( 

Operating Humidity • 10% to 90% relative humidity 

Storage Humidity • 5% to 90% relative humidity

Dimensions (L х W х Н) 
• 280x126x44mm • 280x180x44mm • 440х 140x44mm • 440 х 140 х44 mm • 440x210x44mm

(11.02 х 4.96 х 1.73 in) (11.02 х 7.09 х 1.73 in) (17.32 х 5.51 х 1.73 in) (17.32 х 5.51 х 1.73 in) (17.32 х 8.27 х 1.73 in) 

Weight , 0.98 kg (2.16 lbs) , 1.75 kg (3.86 lbs) , 2.06 kg (4.54 lbs) , 2.15 kg (4.74 lbs) , 3.46 kg (7.63 lbs) 

Certifications • СЕ, VCCI, FCC , cUL, BSMI, ССС, C-Tick 

MTBF • 1,380,058 hours • 1,087,100 hours • 1,082,534 hours • 992,594 hours • 400,667 hours
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L2 Features 

VLAN 

Quality of Service (QoS) 

LЗ Features 

Access Control List (ACL) 

• MAC AddressTaЫe • LLDP-MED
• 8K entries • Jumbo Frame 
• 16К entries (DGS-1210-52/52MP/FL only) • Up to 10,000 bytes 

• IGMP Snooping • Spanning Tree Protocol
• IGMP v1/v2 Snooping • 802.1D STP 
• IGMP vЗ awareness • 802.1 W RSTP
• Supports 256 IGMP groups • 802.1 s MSTP
• Supports at least 64 static multicast addresses • Flow Control
• IGMP perVLAN • 802.Зх Flow Control 
• Supports IGMP Snooping Querier • HOL Blocking Prevention

• Loopback Detection • Port Mirroring 
• 802.Заd Link Aggregation: • One-to-One

• DGS-1210-1 О/10Р/1 0MP/FL: Supports maximum 4 groups per • Many-to-One 
device and 8 ports per group • Supports Mirroring forTx/Rx/Both 

• DGS-1210-20/26/28/28P/28MP/FL: Supports maximum 8 groups • Multicast Filtering
per device and 8 ports per group • Forwards all unregistered groups 

• DGS-1210-52/52MP/FL: Supports max 16 groups per device and 8 • Filters all unregistered groups 
ports per group • ConfiguraЫe MDI/MDIX 

• LLDP • MLD snooping v1/v2 (256 groups) 

• 802.lQ 
• VLAN Group: max. 256 static VLAN groups
• ISMVLAN
• ConfiguraЫe VID from 1 - 4094
• AsymmetricVLAN

• 802.1 р Quality of Service
• 8 queues per port
• Queue Handling

• Strict 
• Weighted Round Robln (WRR) 

• Bandwidth Control 
• Port-based (ingress/egress, min granularity 10/100/1000 is 16

Kbps) 

• IP interface
• Supports 4 interfaces

• IPv6 Neighbor Discovery (ND)

• Мах. 50 access lists 
• Мах. 768 rules shared Ьу IPv4, МАС, and IPv6
• Each rule can only Ье associated with а single port
• ACL based on 

• МАС address
• 802.1 р priority mask
• VID mask
• Source/destination МАС address mask
• EtherType mask

• IP address 
• Source/destination IP address mask
• DSCP mask
• Protocol type mask
• ТCP/UDP port number mask

• VoiceVLAN
• Auto Surveillance VLAN
• DouЬle VLAN (Q-in-Q)

• Port-based Q-in-Q
• Selective Q-in-Q

• QoS based on:
• 802.1 р priority queues
• DSCP
• МАС address 
• EtherType 
• IP address 
• Protocol type
• ToS 
• IP preference 
• IPv6 Traffic Class 
• ТCP/UDP port 

• IPv6 address 
• Source/destination IP address mask
• DSCP mask
• Protocol type mask
• ТCP/UDP port number mask
• IPv6 traffic class mask
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• Broadcast/Multicast/Unicast Storm Control 
• D-Link Safeguard Engine
• Traffic segmentation
• SSHv2
• DoS attack prevention 

Security Featu res • 802.1 Х Port-based Access Control 
• Port Security

• Supports up to 64 МАС addresses per port

• IP-MAC-Port Binding (Smart Binding) 
• ARP lnspection 
• DHCP Snooping 

• 802.1 Х Authentication 
• Supports local/RADIUS database 

АМ • Supports port-based access control 
• Supports ЕАР, ОТР, TLS, ТТLS, РЕАР 

• Support MD5 authentication 

ОАМ • СаЫе diagnostics • Factory reset 

• Web-based GUI • SNTP 
• CLI • ICMP v6 
• Telnet Server • IPv4/v6 Dual Stack
• SSH Server • DHCP Auto Configuration 
• TFТP Client • lime setting 
• ConfiguraЬle MDI/MDIX • SNTP 

Management • SNMP • RMONv1 
• Supports v1/v2c/v3 • Dual lmage

• SNMP Trap • DHCP Relay
• Backup/upgrade firmware • DHCP relay agent/local relay

• Upload/download configuration file • DHCP relay option 82

• BootP/DHCP Client
• System Log

• Power Saving Ьу: • СаЫе length detection

Green V3.0Technology 
• Link Status 
• System hibernation 
• Port shut off 

• RFC783, 1350 TFTP • RFC132 l, 2284, 2865, 2716, 3580 ExtensiЫe Authentication
• RFC791 IP Protocol (ЕАР)
• RFC768 UDP • RFC2674 802.1 р MIB
• RFC793 ТСР • RFC2461, 4861 Neighbor Discovery for IPv6
• RFC792 ICMPv4 • RFC2462, RFC4862 IPv6 Stateless Address Auto-configuration

MIB/RFC • RFC2463, 4443 ICMPv6 (SLAAC) 

• RFC826 ARP • RFC2464 IPv6 over Ethernet and definition

• RFC951, 1542, 2131 BootP/DHCP Client • RFC4291 IPv6 Addressing Architecture

• RFCl 213 MIB 11 • RFC2893, 4213 IPv4/IPv6 dual stack function

• RFCl 350 TFTP • RFC2138, 2139, 2618, 2865 RADIUS Authentication Client MIB

• RFCl 493 Bridge MIB • RFC2475, 2598 CoS

• RFCl 769 SNTP • RFC3164, 3195 System Log

• RFCl 157, 2570, 2573, 2575, 2576 SNMP MIB • RFC3411, 3412, 3413, 3414, 3415, 3416, 3417 SNMPv3

• RFCl 442, 1901, 1902, 1903, 1904, 1905, 1906, 1907, 1908, 2578, • Private MIB

3418 SNMPv2 MIB 
• RFCl 398, 1643, 1650, 2358, 2665 Ether-like MIB
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