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Package Contents

Contents of Package:
N D-Link Air DWL-610
2.4 GHz Wireless Cardbus Adapter
n Manual and Drivers on CD
n Quick Installation Guide

If any of the above items are missing, please contact your reseller.

System Requirements:

A computer or laptop with an available PC card slot
Windows XP/2000/Me/98SE

At least 32 MB of memory and a 300 MHz processor

An 802.11b Access Point (e.g., DWL-900AP+) for Infrastructure
mode, or an 802.11b wireless adapter for Ad-Hoc mode
(e.g.,DWL-510.)

J 3 3 3

This manual applies specifically to the DWL-610 revision M1. Please
| refer to earlier versions of this manual if you have a previous version
of the DWL-610.
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Introduction

The D-Link Air DWL-610 Wireless Cardbus Adapter is an 802.11b wireless adapter that
supports high-speed wireless networking at home, at work or in public places.

The DWL-610 is compatible with existing 802.11b devices such as the D-Link Air and
AirPlus family of products including the DWL-510 and DWL-520+ Wireless PCI Adapters,
the DI-614+ Wireless Router, DWL-900AP+ Wireless Access Point and the DWL-122
Wireless USB Adapter.

The DWL-610 is an ideal way to connect your laptop computer to a Wireless Local Area
Network (WLAN). After completing the steps outlined in the Quick Installation Guide
(included in the package) you will have the ability to share information and resources,
such as files and printers, and enjoy the freedom that wireless networking delivers.

The DWL-610 comes with software drivers for the most popular Microsoft Windows
operating systems and can be integrated into a larger network, running Windows XP,
Windows 2000, Windows Me, or Windows 98SE in either Ad Hoc mode (without an
Access Point or Router) or Infrastructure mode (with an Access Point or Router).

The IEEE 802.11b Ethernet standard allows you to connect computers and 802.11b
compatible devices at speeds up to 11Mbps, dependent upon the distance between
wireless adapters, the configuration of your working environment, or the capabilities or
limitations of your computer systems.



Features & Benefits

n

n

n

n

Provides a simple and inexpensive way to connect your laptop computer to a
wireless network at home, at the office, or in public places

Fully compliant with the 802.11b standard and interoperable with all existing
802.11b-compliant devices

Quick and Easy Installation- The DWL-610 installs quickly and easily into a
cardbus slot in a laptop computer. By following the simple steps outlined in
the Quick Installation Guide, you can connect to an available wireless network
in a matter of seconds

High Performance 32-bit Cardbus - The high capacity Cardbus interface
utilized by the DWL-610 ensures optimal performance in transmitting a
wireless signal within the laptop computer.

Provides high-speed wireless connection up to 11Mbps

Operates in the 2.4GHz frequency range

Maximum reliability, throughput and connectivity with automatic data rate
switching

Provides a measure of security for the information transmitted over a wireless
network with high data encryption at 64 or 128-bit WEP.

Supports infrastructure networks via an access point and peer-to-peer commu-
nication in ad-hoc mode

User-friendly configuration and diagnostic utilities

LEDS
LED stands for Light-Emitting Diode.

Link:
ACT:

Solid green light indicates connection to the network
Blinking light indicates activity on the network



Wireless Basics

D-Link wireless products are based on industry standards to provide easy-to-use and
compatible high-speed wireless connectivity within your home, business or public access
wireless networks. D-Link wireless products will allow you access to the data you want,
when and where you want it. You will be able to enjoy the freedom that wireless networking
brings.

A Wireless Local Area Network (WLAN) is a cellular computer network that transmits
and receives data with radio signals instead of wires. WLANSs are used increasingly in
both home and office environments, and public areas such as airports, coffee shops and
universities. Innovative ways to utilize WLAN technology are helping people to work and
communicate more efficiently. Increased mobility and the absence of cabling and other
fixed infrastructure have proven to be beneficial for many users.

Wireless users can use the same applications they use on a wired network. Wireless
adapter cards used on laptop and desktop systems support the same protocols as Ethernet
adapter cards.

People use WLAN technology for many different purposes:

Mobility - Productivity increases when people have access to data in any location
within the operating range of the WLAN. Management decisions based on real-time
information can significantly improve worker efficiency.

Low Implementation Costs — WLANSs are easy to set up, manage, change and
relocate. Networks that frequently change can benefit from WLANSs ease of implementation.
WLANSs can operate in locations where installation of wiring may be impractical.

Installation and Network Expansion - Installing a WLAN system can be fast
and easy and can eliminate the need to pull cable through walls and ceilings. Wireless
technology allows the network to go where wires cannot go - even outside the home or
office.

Scalability — WLANs can be configured in a variety of ways to meet the needs of
specific applications and installations. Configurations are easily changed and range from
peer-to-peer networks suitable for a small number of users to larger infrastructure networks
to accommodate hundreds or thousands of users, depending on the number of wireless
devices deployed.

Inexpensive Solution - Wireless network devices are as competitively priced as
conventional Ethernet network devices.



Wireless Basics (continued)

The DWL-610 is compatible with 802.11b wireless products, which include:

N D-Link AirPlus DWL-650+
2.4GHz Wireless Cardbus Adapter used with laptop computers

N D-Link Air DWL-510, D-Link AirPlus DWL-520+
2.4GHz Wireless PCI cards used with desktop computers

N D-Link AirPlus DWL-900AP+
Enhanced 2.4GHz Wireless Access Point

N D-Link AirPlus DI-614+, DI-714P+
Enhanced 2.4GHz Wireless Broadband Routers

Standards-Based Technology
Based on the IEEE 802.11b standard, the DWL-610 is also interoperable with existing
compatible 2.4GHz wireless technology with data transfer speeds of up to 11Mbps.

Installation Considerations

The D-Link Air DWL-610 lets you access your network, using a wireless connection,
from virtually anywhere within its operating range. Keep in mind, however, that the number,
thickness and location of walls, ceilings, or other objects that the wireless signals must
pass through, may limit the range. Typical ranges vary depending on the types of materials
and background RF (radio frequency) noise in your home or business. The key to
maximizing wireless range is to follow these basic guidelines:

1 Keep the number of walls and ceilings between the DWL-610 and other
network devices to a minimum - each wall or ceiling can reduce your D-Link
Air Wireless product’s range from 3-90 feet (1-30 meters.)Position your
devices so that the number of walls or ceilings is minimized.

2 Be aware of the direct line between network devices. Awall that is 1.5 feet thick
(.5 meters), at a 45-degree angle appears to be almost 3 feet (1 meter) thick. At
a 2-degree angle it looks over 42 feet (14 meters) thick! Position devices so
that the signal will travel straight through a wall or ceiling (instead of at an angle)
for better reception.

3 Building Materials can impede the wireless signal - a solid metal door or aluminum
studs may have a negative effect on range. Try to position wireless devices and
computers with wireless adapters so that the signal passes through drywall or
open doorways and not other materials.

4 Keep your product away (at least 3-6 feet or 1-2 meters) from electrical
devices or appliances that generate RF noise.



Getting Started

With its default settings, the DWL-610, when activated, will connect
with other D-Link Air products, right out of the box.

There are basically two modes of networking:

Ninfrastructure — using an Access Point or Router, such as
the DI-614+

MAd-Hoc — directly connecting to another computer, for peer-to-
peer communication, using wireless network adapters on
each computer, such as two or more DWL-610 wireless
network adapters.

On the following pages we will show you an example of an Infrastructure Network
and an Ad-Hoc Network.

An Infrastructure network contains an Access Point or Router. The Infrastructure
Network example shown on the following page contains the following D-Link network
devices (your existing network may be comprised of other devices):

N A wireless Router - D-Link AirPlus DI-614+

N Alaptop computer with a wireless adapter -
D-Link Air DWL-610

N Adesktop computer with a wireless adapter -
D-Link Air DWL-510

N A Cable modem - D-Link DCM-200



Getting Started (continued)
Setting up a Wireless Infrastructure Network

Cable,/DSL Modem

Air (Standard 802.11b) |

DWL- 510
A with Desktop PC

a0,

> ® DWL-610
Computer 1 with Laptop PC

Please remember that D-Link Air wireless devices are pre-configured to connect
together, right out of the box, with their default settings.
For a typical wireless setup at home (as shown above), please do the

following:

You will need broadband Internet access (a Cable or DSL-subscriber line into
your home or office)

6 Consult with your Cable or DSL provider for proper installation of the modem

Connect the Cable or DSL modem to your broadband router (see the Quick
Installation Guide included with your router.)

your desktop computer.

0 Install the D-Link Air DWL-510 wireless PCI adapter into an available PCI slot on
(See the Quick Installation Guide included with the DWL-510.)

6 Install the D-Link Air DWL-610 wireless Cardbus adapter into a laptop computer.
(See the Quick Installation Guide included with the DWL-610.)

e If you wish, you may connect a computer that is equipped with an Ethernet
network adapter (such as a DFE-530TX+) to the router also.

9



Getting Started (continued)
Setting up a Wireless Ad Hoc Network

D-Link Air
DWL-610

D-Link Air Laptop
DWL-510

(See the Quick Installation Guide included with the product for installation

o Install the Wireless PCI adapter(e.g., DWL-510) into the desktop computer.
instructions.)

Install the DWL-610 wireless Cardbus adapter into a laptop computer. (See
the Quick Installation Guide included with the product.)

adapters to the same channel, and assign an IP Address to each computer

Set the wireless configuration for the adapters to Ad-Hoc mode, set the
9 on the Ad-Hoc network. (See Box below)

IP Address

When assigning IP Addresses to the computers on the network, please remember
that the IP Address for each computer must be in the same IP Address range
as all the computers in the network, and the subnet mask must be exactly the
same for all the computers in the network.

For example: If the first computer is assigned an IP Address of 192.168.0.2 with a
Subnet Mask of 255.255.255.0, then the second computer can be assigned an IP
Address of 192.168.0.3 with a Subnet Mask of 255.255.255.0, etc.

IMPORTANT: If computers or other devices are assigned the same IP Address,
one or more of the devices may not be visible on the network.

10



Using the Configuration Utility

D-Link Air DWL-610 uses the Configuration Utility as the management software. The
utility provides the user an easy interface to change any settings related to the wireless
adapter. After you have completed the installation of the DWL-610 (refer to the Quick
Installation Guide that came with your purchase) whenever you start the computer, the
Configuration Utility starts automatically and the system tray icon is loaded in the
toolbar (see illustration below*.) Clicking on the utility icon will start the Configuration
Utility. Another way to start the Configuration Utility is to click on Start>Programs>
D-Link Air>D-Link Air Utility.

If you are using Windows XP, you can use either the Zero Configuration Utility or the
D-Link Configuration Utility.

To use the D-Link Configuration Utility with XP, right-click
on the Wireless network icon in the taskbar in the lower
right-hand corner of your computer screen.

In the window that appears, select View
Available Wireless Networks and click
the Advanced button. The screen at right

-4 ¥riraloss Hetwark Conpection B Properies

7%

| e e

[ ingowe 1o coniigure 1 wasiez: reowoss seiingy )

will appear.
Froadable peivorka
. T coirect 1o an avalable revok. chok Coofigune:
Select the Wireless Networks tab. I sakest P
- 3l (o
Uncheck the box in the properties window Bratsred natuorks |
that enables windows configuration. b i e it ot bl
1
|
main about zeling up sislegs pelek
drlgaia |
Cared
After you have done this, you can then use the D-Link
Configuration Utility with XP by clicking on the D-Link @ 1] Jzzopm

Configuration Utility icon.

*Config Utility icon in
system tray

If the icon does not display in the taskbar, then click on E
this icon on your desktop to open.

fotiiti e

i 11




Using the Configuration Utility (continued)

After clicking on the Configuration Utility icon, the Link Info screen will display the
settings for the DWL-610:

Link Inf
Status: 0
Displays the MAC Address of the ettty &
Access Point or Router to which the I Limk Bt e i e
. . SN dafadt

DWL-610 is associated : : B;: _

Canfiguration PEHB D =118

. Wircless Mode |nfapipacioes
SSID . . Avamoed Encryption Disabled
The Service Set Identifier is the name T At 55 Vg8
assigned to the wireless network. it Survey Channat & Aescan
The factory SSID setting is default. Al = Signal Guality
Signal Strengih Ed% Link Qualey I8

Frequency:
802.11b indicates that the DWL-610
is communicating in the 2.4GHz

band.

—

Tiasmsinll Aetu v

1)
I -
Wireless Mode:

Either Infrastructure or Ad-Hoc will be displayed here. (Please see the Getting
Started section in this manual for an explanation of these two modes.)

pe etk Caunt \

Encryption:
You can see if WEP (Wired Equivalent Privacy) is Enabled or Disabled here.

Tx Rate:
The default setting is Auto; Tx Rate settings are automatically determined for an
optimal speed up to a maximum of 11Mbps.

Channel:

The default setting is Auto. The channel selection is automatically determined by the
DWL-610.

Signal Strength/Link Quality:

Displays the Link Quality for the DWL-610 wireless connection to the access point.
The Signal Strength represents the wireless signal between the access point and the
DWL-610. The percentage coincides with the graphical bar

Packet Count:
Displays the statistics of the data packets that are transmitted and received.

Rescan Button:

Rescans for the strongest signal in your environment and associates with that Access
Point or Router 12



Using the Configuration Utility (continued)

SSID:

Service Set Identifier is a name that identifies a
wireless network. Access Points and wireless
devices attempting to connect to a specific WLAN
(Wireless Local Area Network) must use the same
SSID. The default setting is default.

Wireless Mode:
Click on the pull-down menu; select from the
following options:

Infrastructure - connecting to the WLAN
using an Access Point.(This is the default
setting).

Ad-Hoc - wireless mode used when
connecting directly to a computer equipped
with a wireless adapter in a peer-to-peer
environment.

Data Encryption:

Select Enabled or Disabled.

Authentication:
Choose one of the following modes:

Open Authentication — the DWL-650 is
visible to all devices on the network
Shared Authentication — allows
communication only with other devices with
identical WEP settings

WPA — Wi-Fi protected access.

Configuration

D1 D-Link Air Utility

SSID [ defaull]
Wireless Mode [Infrastructure
Data Encryption [Disabled
Authentication [Open

Key Length

IEEE802.1X

Ll

IP Settings

@ Obtain an [P Address Automatically

= () Assign the following IP Address

IP Address
Subnet Mask
Default Gateway

@ Obtain DNS Server Address Automatically

- O Use the following DNS Server address

Preferred DNS Server
Alternate DNS Server

OK I Cancel I

WPA-PSK — Wi-Fi protected access Pre-Shared Key.

IEEE802.1X:.
Enables or disables the use of 802.1X authentication

Key Length:

Select the key length and either ASCII (e.g., a word) or hexadecimal format.

Keys 1-4:
Select the default key

Hexadecimal digits consist of the numbers 0-9 and the letters A-F

ASCII (American Standard Code for Information Interchange) is a code for
representing English letters as numbers from 0-127

IP Settings:

When you click IP Settings in the Configuration window, the pop-up screen above will

appear. Configure the IP Settings in this window.

Click Apply to save changes.

13




Using the Configuration Utility (continued)

Ad-Hoc Channel: Advanced

All devices in the Ad Hoc
network must be set to the

[ D Link Air Utility

same channel Lakivi Adhoe Ch
Configuration
PrOﬁIe IP Settings. Profile IP Settings Disable bl
H Advanced
You can Enable or Disable > PowarMods  [Dise

the IP Settings portion of
your profile here. If you
select Disable you will need About
to configure the IP Address
information each time you
connect to a network. If you
select Enable you will
maintain the same IP
Address information each
time you connect to a
network.

Site Survey

Launch Utility on Startup Enable i

= Data Packet Par:

i
Fragmentation Threshold 2432
]__

RTS Threshold 2432

Power Mode:
Disable -this default setting consumes the most power
Enable - this setting consumes the least power

Launch Utility on Startup:
Select Enable or Disable

Data Packet Parameter:
Select the parameters here

Fragmentation Threshold:

This value should remain at its default setting of 2432. If you experience a high packet
error rate, you may slightly increase your Fragmentation Threshold within the value
range of 256 to 2432. Setting the Fragmentation Threshold too low may result in poor
performance.

RTS Threshold:
This value should remain at its default setting of 2432. If inconsistent data flow is a
problem, only a minor modification should be made.

Click Apply if you have made any changes

14



Using the Configuration Utility (continued)

Available Network:

The top section of the window displays the Available Networks. Scroll up and down the
list and highlight the network to which you wish to connect. Click on the Connect but-
ton.

Profile:

In the lower half of the screen, you can manage the profiles that you have created for the
wireless network at home, at the office and in public places. Scroll up and down and
highlight the profile that you wish to configure. You can Add or Remove a profile, or
configure the Properties of the profile in order to connect with an available network.

Refresh: Site Survey
Click on Refresh to get the o s or ]
most updated list of available [geemhir Jtility -
netWOl'kS. oy Available Network

551D | MAC(BSSID) | Signal#

. i manhattanr.. 00:40:05:B1:20:E1 g 84%
Configure: Configuration i newportroom DOADDSE1210C o 82%_| Refesh |
rignightan existing netvor [N || o Spzemt X oo
and click Configure; the fo(ance 1 sddlink 00:40:05:BAS7:D7 4] 56%

fi ti ind th ¢ [defatit O0:B0:CE.AC ARFE ] 5% Configure |
contiguration window on the i Bld+ 0040.08:B6:3D.4F ] 56%
next page will appear. <l e L~
Profile Advanced I
Advanced: ? aid_|
Highlight a network; click _;J Remove |
Advanced and the screen on —
the next page will appear. L/ il
Connect
Add: L

Click Add and the screen on the next page will appear.

Remove:
Highlight a network profile; click Remove to remove a network from the profile list.

Properties:
Highlight a network profile; click Properties and the screen on the next page will appear.

Connect:
Highlight a network profile; click Connect to connect to that network.

Rescan:
Click Rescan to rescan and connect to the strongest signal.

15



Using the Configuration Utility (continued)

Site Survey > Add

Advanced

In this window you can select

‘Advanced

the type of network connection.

Click OK to save the
changes.

Infrastructure and Ad-hoc network
Infrastructure network only

Ad-hoc network only

(ORGSO N O]

Automatically connect to non-preferred

networks
=x_J

If you clicked on Add, you can
configure, in this window, all the
properties of a profile that you
wish to add to the network.

If you clicked on Configuration
or Properties you can config-
ure, in this window, all the prop-
erties of a profile that already
exists in the network.

If you select WPA in the
Authentication field, please
see detailed instructions for
configuring WPA on the
following pages.

If you choose to use the IEEE
802.1X feature, please see the
detailed instructions on the fol-
lowing pages.

Configuration

SsiD |

Wireless Mode |

Data Encryption |Enah|ed

E
[
k)

1 Authentication |Open

Key Length |64 bits (40+24) - 10 Hexadecir =/
IEEE 802.1% |l '

1

[a%]

I |

OOO

Authentication Config |

IP Settings

o)

Cancel l

Click OK to save the
changes.

/

16



Using the Configuration Utility (continued)

Site Survey > Configuration > 802.1X
To use 802.1x and to configure its settings, please do the following:

IEEE 802.1X -
Select Enabled.

Configuration

SsID |

Wireless Mode |

[]
Data Encryption |Enab|ed J
[

Authentication |WPA

Key length B4 hits (404241 - A0 Hevadesie
|EEE 802.1X

-
-
b

Click Authentication Config

1

CQQQQ

Advanced Security Settings

Select the EAP Type you
want to use. Configure the
information needed for

f
\__Authentication Conﬁg
IP Settings

oK I Cancel ]

Advanced Security Settings

authenticating.

Inner Authentication Protocol.

For an explanation of
the terms shown in this
window please see the

following pages.

{ EAP Type: |EAF'-MD5 j][| J]
| []
O
User Name ’7 ,7

Password |

Confirm Password |

Trusted CA List.

Click OK.




Using the Configuration Utility (continued)
802.1x > Advanced Security Settings > EAP Types

EAP Type

Inner Authentication

Protocol

Information needed
for Authenticating

EAP-TLS

Certificate
User Name

EAP-
MSCHAPv2

User Name
Password
Domain Name

LEAP

User Name
Password

EAP-TTLS

TTLS Identity
User Name
Password

TTLS Identity
User Name
Password

MSCHAP

TTLS Identity
User Name
Password
Domain Name

MSCHAPv2

TTLS Identity
User Name
Password
Domain Name

18



Using the Configuration Utility (continued)
802.1x > Advanced Security Settings > EAP Types (continued)

EAP Type Inner Authentication Information needed
Protocol for Authenticating
TTLS Identity
EAP-MD5 User Name
Password
TTLS Identity
EAP- ) User Name
EAP-TTLS Generic Token Card Password
TTLS Identity
EAP-MSCHAPV2 User Name
Password
Domain Name
User Name
EAP-MD5 Password
PEAP EAP-MSCHAPV2 User Name
- v Password
Domain Name
EAP- User Name
Generic Token Card Password

802.1x > Advanced Security Settings > Definitions of Terms

Validate Server Certificate:

Check Validate Server Certificate to verify the identity of the authentication server
based on its certificate when using EAP-TTLS, PEAP, and EAP-TLS. (This is
checked by default.)

Certain protocols, such as EAP-TTLS, PEAP, and EAP-TLS, allow you to verify the
identity of the authentication server as the server verifies your identity. This is called
mutual authentication.

You can select trusted authentication server certificates using the Add button at the
Trusted CA List (at the bottom of the Advanced Security Settings page). 19



Using the Configuration Utility (continued)

802.1x > Advanced Security Settings > Definitions of Terms (continued)

Domain Name:

Each server has a domain name that uniquely identifies it. That domain name is normally
contained in the Subject CN field of the server certificate. A server domain name ends
with the name of a larger administrative domain, to which the server belongs.

TTLS Identity:

EAP-TTLS has a unique feature that other protocols do not offer. Because it sets up an
encrypted tunnel for your credentials, it is also able to pass your login name through
that tunnel. That means that not only are your credentials secure from eavesdropping,
but your identity is protected as well. Thus, with EAP-TTLS you have two identities: an
inner one and an outer one. The inner identity is your actual user name. Your outer
identity can be completely anonymous. Set your outer identity in the TTLS Identity
field.

Trusted CA List:
The Trusted CA List allows you to configure which authentication servers you trust for

the purpose of logging you into the network.
Click Add at the Trusted CA List at the bottom of the Advanced Security Settings page.

Select the Trusted CA that you want to add and click OK.

Trust CA Lisk i x|

Select the trust CA :
I £
0K I Cancel I

20



Using the Configuration Utility (continued)

Authentication > WPA

2 D-Link ir Utitity =
Available Network
S50 | MAC(ESSIDY | signals
i1 manhattanr... 00:40:05:61:20:E1 .‘ 84%
. quratio i newportroom  004005B1-210C g 82w | _ Reresh |
Select the available 1 sddlink OD:BO:CEASE310 g 74%
network to which you i default 00:40:05:B1:20:45 o 70% |
sl By
want to connect. T default O0:80:CB.ACARFE 4|  56% " Configure I
> Site Survey T R | sed] —
(| 1l | QJ
Abo Profile Advdhced I
Click Configure. i —
o)
_J—J Remove I
J Properties
Connect
Configuration g|
SSID |

Wireless Mode |Infrastruc:ture

[~
|

Data Encryption |Disah|ed

Select WPA in the
Authentication field.

lAuthemication

Key Length |

Ll Lo lffe ]

IEEE 802.1X |
J 1
J 2|
J 3|
J 4
Click Authentication ( :
Config | Authentication Config | ]

IP Settings

OK | Cancel |

After you click Authentication Config, the Advanced Security Settings screen will ap-
pear. Complete the Advanced Security Settings configuration. Please see pages 17-20 of
this manual to find out more about the Advanced Security Settings.




Using the Configuration Utility (continued)

21 D-Link Air Utitity
Availahle Network
SSiD | MACESSID) | Signals
i manhattanr.. 00:40:05:81:20E1 b 84%
. quratio i newportroom 004005812100 g g2% | Refresh |
Select the available & sddlink O0:B0:CE:19:83:10 g 74%
network to which you A d : i default 00:40:05:81:2D:45 ‘— 0% |
i PSS
want to connect. 7 fdefault 60 CRAC ASFE | 565 l Cunﬁuurel
| Site Survey = T o )
3 T [2]
Abo Profile Advhced I
Click Configure. e —
)
O wea-psk does
not require a

RADIUS Server
in the network.

SSID |
Wireless Mode |Infrastruc:ture j
Select WPA-PSK in Drata Encryption |Disahled j
the Authentication Authentication RIS 14 n
field.
Key Length | J
IEEE 802.1X | |
J 1
J 2|
J 3
J 4
Click Authentication ( .
Config { Authentication Conﬁg]]

IP Settings

OK | Cancel |

22



Using the Configuration Utility (continued)

Enter the WPA

Advanced Security Settings

‘I WPA Passphrase I

Passphrase.

Click OK.
The configuration is done.

EAP Type: I j I j

User Certificate I j

J Validate Server Certificate

User Hame I Domain Name I

Password I

Confirm P assword I

TILS Identity |

N
| s

e

23




Using the Configuration Utility (continued)
About

2 D-Link Air Utility <

Link Info

D-L’nk A jr~ Copyright 2003

D-Link Air Configuration
2.4 Wireless Utility

Adapter

Configuration

Advanced

Site Survey

p=Adapter Information

MAC Address | D0:05:5D:9A:40:50

Utility Version | V3.1.6.31028

Driver Version | 5.162.1030.2003

The ABOUT screen gives you the MAC Address, Utility Version and the Driver Version
of the DWL-610.

24



Networking Basics

Using the Network Setup Wizard in Windows XP

In this section you will learn how to establish a network at home or work, using
Microsoft Windows XP.

Note: Please refer to websites such as http://www.homenethelp.com
and http://www.microsoft.com/windows2000 for information about networking
computers using Windows 2000, ME or 98SE.

Go to Start>Control Panel>Network Connections
Select Set up a home or small office network

Metwork Setup Wizand

Welcome to the Nehwork Sehan
Whzard

Thiz wizard will heldp pou 22t up tFes computer o run on yous
it I ot ol e T

* Shags sl o,
* Sk v irlmerel Conreatim T ireeal
+ Share fles and folders

+ Share a printer

To continue, click Mext,

| HNe> ]| Cancel Illl

When this screen appears, click Next.

25



Networking Basics (continued)

Please follow all the instructions in this window:

Heteeurk Setup ¥Wizard

Before you conlinue. ...

Befote pou cantinus, reviaw tha Shech id Ior ciealng a netwail] 11
T, complets the lollowing theps:

+ |zl thie nebwors cads modems, and cables.
 Tusrry o Al compbens . parbsrs . s sehama modems L]
+ Corpect 1o the | nlenet.

“wihen pou ehick Hest, the wizard will saaich lor 2 shared Inbairet cannschion on pout nebsok: 1

=

Click Next

In the following window, select the best description of your computer. If your
computer connects to the internet through a gateway/router, select the second option
as shown.

Hetwork Setup Wizard

Select a connection mebbd .

Select tha statement thal best descbes the compuater :‘

(7 This compube: corinects diecty to thee Inlemet. The othes computers on my netwed cannect
to the Inteinel through the compuler

Ve an exanple:

(%) Thes compules corinects to e [nlemet Bircugh ancther corputer an my netwark o rogh ]
a esidentia pateway

e AN eample.
S o
Oihe
Leam more adout fome or small oo neferk confprations, 1
l < Hack ': et |I |l Cancel |_I |I|
—

Click Next
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Networking Basics (continued)

Enter a Computer description and a Computer name (optional.)

Give thit computer a descripfoon and nEme 1

Etﬂ'\julﬁ dassiplion: fifiary's Coroguine ] ]

Exanqiz: Fanilp Soam Compue of STnwtac |2 ae. }I

[L’.g'rpul.a' fANeE Oftce ] ]
ERanples FOmILT of FCHGE

The cument computer name & Ofice (o}

Leam mane sbaut computer names snd gascriiin: Ly

< Back [t > | Cancel J ||I

Click Next

Enter a Workgroup name. All computers on your network should have the same
Workgroup name.

Metwork Setop Yizand

Mame pour netwark.

o have the same sl oimup name

Kame your network by epeciiing 3 workgioup name below. &1 computers on vour redwaik )]

I[ Iforkgroun name: Accouting
Eramples: HOME o1 DFFICE

( cBak o> N[ Carcel |

Click Next



Networking Basics (continued)

Please wait while the Network Setup Wizard applies the changes.

Metwork Setup Wizard

Ready to apply network setlings...

T wizand wall apply te fofowing aemogs. Thit auasaas may oule A s nemE e ermasm
erruphed

;I'-s Sull'-a!ad Dacumants faldar and ary prrkers connected 1o this compuler have baen
Lo L

To apply these sallings, chick Nesd.

and canrol b2

Seltings:

Mt settings: -
Compiaber dasenptin. anys Coruiee

Cormpeiten name: Cfice

wortk proup name Acoounting

[ < Back I' Mest » ]{' Canesl

When the changes are complete, click Next.

Please wait while the Network Setup Wizard configures the computer.

This may take a few minutes.

Metwrork Setup Yizard

Pleaze wail. ..

Fleaze wail whils the wizeed corfigures this compuler for home o smial offics nelworking. This
proces: may lake 8 few minutes.

. s
3 —
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Networking Basics (continued)

In the window below, select the option that fits your needs. In this example,
Create a Network Setup Disk has been selected. You will run this disk on

each of the computers on your network. Click Next.

Metwnrk Setup Wizard |

Wou'ie almoel done. .

= o e o e e Metwork, Seip Wizand once on sach of the compuniens on poLe
1 netwsoik. 1o run the wzard on computers thal s= nol unnng 'Wirdows <P, you can e ”
the Windows %P C0 o & Nebsork. Selup Disk
“What do pou wand ko do™
{21 Cireale 8 Mebwok Saiip Tk
0 U the Mebwoik Setup Disk | sheady have
"y Uge my Windaws %P CD

0 Jus finish the wizand: § cion® nasd o wnthe wzain ononher compiies [n}

d:

Insert a disk into the Floppy Disk Drive, in this case drive A.

Netwnrk Setup Wizard

Imgert the dizk you wand in use.

Irset a disk e inlo the foliowing disk. direa, and then click Meal, 1

3% Floppy [2:]
IF yew weart o format the disk, cick Format Disk
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Networking Basics (continued)

Copying... E]

L9 s '

Please wait while the wizard copies filss, ., .

[ ]l Cancel I

Please read the information under Here’s how in the screen below. After you complete
the Network Setup Wizard you will use the Network Setup Disk to run the Network
Setup Wizard once on each of the computers on your network. To continue click Next.

Network Setup Wizard

To un the wizard with the Metwod: Sedup sk :E:;i, '

i Complete the wizard and restant thiz computer. Then, use the Netwark Setup Disk to mn |
tha Metwark, Sebup 'Wizand once on each af the okthes comouters on pour nebwon,

Here's howe
1. Inzeat the Mebwoak Sefup Dk info fhe nest compuler pou wani fo nefuork. I

2. Open My Computes and then apen the Mebweok. Sahap Digk., |
3. Double-chck “netzebup.

l « Back E,:-h sice| I

1=
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Networking Basics (continued)

Please read the information on this screen, then click Finish to complete the
Network Setup Wizard.

Network Setup Wizand

Completing the Network Setup
% Wizard

'ou have successiuly set up this computer for home or smal
office networking

For hedo with biome or small affice nebworking, see the
fobowing topecs in Help and Suppart Cenber

s Lsing the Sh mesits fal
= Shaneg e and inlday’ .

To zee other computers on your netwark, chek Start, and then
chek My Metwork Flaces

To close this wazard, chok Finesh,

r < Hack i Frish |I

The new settings will take effect when you restart the computer. Click Yes to restart
the computer.

System Settings Change

P You must restart your computer before the new settings will take effect, |

Do you want ko restart your computer now? |

i Yes 1 Mo |

You have completed configuring this computer. Next, you will need to run the Network
Setup Disk on all the other computers on your network. After running the Network
Setup Disk on all your computers, your new wireless network will be ready to use.
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Networking Basics (continued)
Naming your Computer

To name your computer, please follow these directions:In Windows XP:

n Click Start (in the lower left corner of the screen)

n Right-click on My Computer

n Select Properties and click

L Internet Docurment
g _J My ocuments
™3 E-madl H:’j My Recent Documents  »
..J'J Gtk Exprag: =
‘J My Pictures
i Zommand Prompk J My Music I
Moo (R —
«
My Medworf  Fapies
e Wincows Media Piayer = - !
: G- Corvtred Panal  Mariags
@ i e e Maip Nstwor K CXvE..
B Comt ™o | pycannact Hetwod Dive. .
@ Taur Windaws XP .
_;éphnt!r;anﬂ Shaw on Destog
Fikes and Settings Transfer L |
e ) e ot o S|

N Select the Computer
Name Tab in the System

Syulem Properties

Properties window.
] Windowss v the following infomeaton to idertfy your computen
v an e nebaatk.
N You may enter a Com- Caomputer descrption.
puter Description if you For enample: "ohar Conmoolor™or "Mast
wish; this field is optional. Camputer”. I
Full computer nama. (e
Watkgroup Aroountng ]
Ta use the Nebaook [dentiication \Wieand o jgan a y
n To rename the Computer doman ard creals abocd user sccound, clik Nebvak
L K R iv]
and join a domain, Click
Change. Ta rename the computar o join & doman, dick Change.




Networking Basics (continued)
Naming your Computer

N In this window, enter the Computer Nome Changes

Computer name You can changs the name and the membership of this

computer, Changes may affect access to nefwark resoues:,

N Select Workgroup and enter the
name of the Workgroup LComputes name;

Office

N All computers on your network | ¢ comouter name
must have the same Workgroup ofice

name.
N Click OK ember ol
) Domain
(&) workgroup:
Accounting

G )]

Checking the IP Address in Windows XP

The wireless adapter-equipped computers in your network must be in the same IP Ad-
dress range (see Getting Started in this manual for a definition of IP Address Range.) To
check on the IP Address of the adapter, please do the following:

N Right-click on the Disable
cocal Area | Status |
Connectionicon

. Repair
in the task bar P

Yiew Available Wireless Netwoaorks

Open MNebwaork Connechisns

N Click on Status
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Networking Basics (continued)
Checking the IP Address in Windows XP

Wireless Network Connection £ Status FF| [i
General

Internet Protocol [TCPAF)

This window will appear.

N Click the
Support tab Address Type: Assigned by DHCP
[ 1P adaress: 1521880114
Subnet Mazk: 2555 250 [ |
Delaul Gateway: 192.168.01

i Eatails... i ||

n Click Close

Assigning a Static IP Address in Windows XP/2000

Note: Residential Gateways/Broadband Routers will automatically assign IP Ad-
dresses to the computers on the network, using DHCP (Dynamic Host Configuration
Protocol) technology. If you are using a DHCP-capable Gateway/Router you will
not need to assign Static IP Addresses.

If you are not using a DHCP capable Gateway/Router, or you need to assign a Static IP
Address, please follow these instructions:

D

n Go to Start Y
<=l Printers and Faxes

P Files and Settings Trarsfer
- Wizard
‘,‘j Help and Suppaort

Paint
N  Double-click on -7 Search

Control Panel
All Programs D \jﬂm

i [El Turn OFf Computer




Networking Basics (continued)
Assigning a Static IP Address in Windows XP/2000

B Comtral Pamed
Fle Ed Vew Foonles Took  Heks

- o nink = 1 e
N Double-click on '
Network =

S AlD =

Connections

L wnddows ldsin
Ay Hely and Sppct

Mz ER ke Prode Taks  Advawes el

Qe - O 5| o [0 raen [

] Crests anme
& camaction

N Right-click on Local Area T
Connections

6 Roper tha comets

*erl.llh:wnxl:r

) Ve il of
__ wamaciion
.!-] TS ST ol ths
T paeion

N Double-click on
Properties




Networking Basics (continued)
Assigning a Static IP Address
in Windows XP/2000

N Click on Internet Protocol
(TCPIIP)

N Click Properties

- Wireless Network Connection 3 Properties
Gameral | Advanced

Cannect unng

B3 D-Link Air DWL-610 Wireless Cardbus Adapter

Conliguws | I

Thiz cgnnection usss thi fobowang bems:
| B8 Chant for Mizsosoft Metvordks

bstal ]

Diescripion

Transmisson Control Pastocol'intemet Protocol. The defeuk
wade miea rehvantk probocol el prowides comssmiurec shon
aciows diverse intescannected nsteorks

Show wan n nobhcabion area when connecied

dled

o

J [ o ]

N Inthe window below, select Use the following IP address. Input your IP
address and subnet mask. (The IP Addresses on your network must be
within the same range. For example, if one computer has an IP Address of
192.168.0.2, the other computers should have IP Addresses that are
sequential, like 192.168.0.3 and 192.168.0.4. The subnet mask must be
the same for all the computers on the network.)

IP Address: Internet Protocsl [ TCPAR Properties
e.g., 192.168.0.2 -

General
SUbnet MaSk ']'ll_!:lta‘lﬂy‘lpw:fi";’. arngred avioratcaly ¥ pow netwctl. supooiz
255.255.255.0 Bl ity D o wh et oo ||
Defau It Gateway {7 Obiairs o [P addhess 2utcmaticaly
Enter the LAN IP address of (B Usatha ok P e ) _ !
the wireless router. (D-Link i LI N
wireless routers have a LAN IP ||~ =™ mEmD 1
address of 192.168.0.1) i e T

n Select Use the fOIIOWing (= Uine the: Fobowing DN semver addreies: )

DNS server address. Enter YTy — 92,18 0, 1 i
the LAN IP address of the Absvate DHE smont
Wireless Router. (D-Link
wireless routers have a LAN tdvarced._| | |
IP address of 192.168.0.1
)
N  Click OK

You have completed the assignment of a Static IP Address. (You do not need to assign
a Static IP Address if you have a DHCP-capable Gateway/Router.)
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Networking Basics (continued)
Checking the Wireless Connection

by Pinging in Windows XP and 2000*
it G

n Goto Start > Run >
type cmd. Awindow
similar to this one
will appear. Type
pPing XXX.XXX.XXX.
XXX, where xxx is
the IP Address of
the Wireless Router
or Access Point. A
good wireless
connection will show
four replies from the
Wireless Router or

Acess Point, as
shown.

Checking the Wireless Connection
by Pinging in Windows Me and 98*

N Goto Start > Run
> type command.
A window similar to
this will appear.
Type ping XXX.
XXX XXX . XXX
where xxx is the IP
Address of the
Wireless Router or
Access Point. A
good wireless
connection will
show four replies
from the wireless
router or access
point, as shown.

- FWINDOWS\System3Zicm.exe B=E

*You may be pinging different IP Addresses than the ones pictured here, however the
procedure for pinging remains the same.) 37




Troubleshooting

This chapter provides solutions to problems that can occur during the installation and
operation of the DWL-610. Read the following descriptions if you are having problems.
(The examples below are illustrated in Windows XP. If you have another operating system,

these solutions will still apply although the appearance on your computer screen may
differ.)

1. Check that the drivers for the DWL-610 are installed properly.

u Command Prompt ml Open

: ‘;H Expdons I
N Go to Start > My SLL, Windows Move Makee Saach...

Computer > e« ek

Properties ‘!! PN Explore i Vi R T, !
gl B Disconnest stk Dot '

CF) “Windows Medis Player — 1

t_!) Fe pename
@ Tour Windoses 4P .

Al Programs D

ﬁ| Log Off r6| Shik Down

n Select the
Harduware m
Tab Souton Faio by .
Gered Liompursr blare Hasdwiie Acksanced
Sy H ke wWioard
% Thye sl b arcksme 'Wizard belps you ratal hardwars
At ardeiss 'wizand
N Click Device S s
Cu Th [recd Maragen lets ol % haedeare desoes mftatid
Manager k 0 vt Computan L i Devace Manage 1o chasge e

ot of aw dencs

o i

T )

Hopdeazr: Frode
Harchwars prolim: prosvsds o map b pou 06 sel up and sloen
“ dilberenl hardweye comfgurakon
| HAedews Potes |
T3 | Cancel
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Troubleshooting (continued) R eV Tanaay .= |

N Double-click -s B & @ @
on Network _ e
Adapters = m"a";&%zwas 2I6H]

Ho o Comguter

[# <e® Digk drivas

& @ Display adapters

-y ONDYCD-ROM drives

¥ =) Flopoy disk controfiers

Bl Flopey disk drives

+ [DE ATASATAPT controliers

[+ % Irfrared devices

¥ Keyboards

- Ty Mics and other pointing devices

n Right-click on D-Link Air
DWL-610 Wireless
Cardbus Adapter

+
- Metwork adapters
B C-Link Aur DWL-&10 Wireless Cardous Sddepler
i+ |8 PCICIA adapters
# o Parks (COM &LPT)
+ & Frocessors
- ). Saund, video and game controllsrs
B “ew Shorage wollmes
+ Syshem devices
FH Universal Serial Bus controllers

N Select Properties
to check that the
drivers are in-
stalled properly

N Look under Device - :
Status to check that the | D-Link Air BWL-610 Wireless Cardbus Adapter < |
device is working

propery || T
W [ inke A DAAL-B1 0 Winedees Candbis Adapler |

Dervice fppe: Fletwoik sdapien Il
Marnfaciuern Otk
Locaon FC1 baus 2, dervsce 0, Funchion 0

Drevics shahur
Thiz devioe & werkang propstly

I pou are hawing prablems with e device, click. Troubleshoot ba
kot the frouibieshooter,

Tipubleshoot

Dievvicr usage
Uze this dewice [snabie] w_f_]

N Click OK C ok ]| cees
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Troubleshooting (continued)

2. I cannot connect to the access point or the wireless router.

n

n

n

Make sure that the SSID on the DWL-610 Cardbus adapter is exactly the
same as the SSID on the Access Point or wireless router.

Move the DWL-610 and Access Point or Wireless router into the same
room and then test the wireless connection.

Disable all security settings. (WEP, MAC Address Control, AES)
Make sure that the Radio is not locked down to a different frequency

Turn off your Access Point and the computer with the DWL-610. Turn on
the Access Point, and then turn on the computer with the DWL-610.

Refresh the DWL-610 Utility

3. The DWL-610 Power and Link lights are not on.

n

Check to see if the DWL-610 Cardbus adapter is firmly inserted into the
Cardbus slot of your laptop.

4. | forgot my Encryption key.

n

Reset the Access Point to its factory default settings and restore the DWL-
610 Wireless Cardbus Adapter to the factory default settings. (The default
settings are listed in the Using the Configuration Utility section in this
manual.)

5. The computer does not recognize the DWL-610 Cardbus Adapter.

n

Make sure that the DWL-610 Wireless Cardbus Adapter is properly seated
in the laptop’s Cardbus slot.

If Windows does not detect the hardware upon insertion of the adapter,
make sure to completely remove drivers that were previously loaded. To
remove the drivers, do the following:

40



Troubleshooting (continued)

A. Under Tools> select Folder Options...> select View > under
Hidden files and folders > select Show hidden files and
folders

B. Uncheck Hide extension for known file types > click on
Apply

C. Search for the files DWL650.INF and DWL650.SYS. Remove
these files from the INF and SYSTEM32 (DRIVERS) folders in
the Windows directory. Note: Windows XP and Windows 2000
will rename .inf files that have not received WHQL certification
into oem.inf files (e.g., oem1.inf.)

6. The computer with the DWL-610 installed is unable to connect to
the wireless network and/or the Internet.

n

n

Check that the LED indicators for the broadband modem are indicating
normal activity. If not, there may be a problem with the broadband connection.

Check that the LED indicators on the wireless router are functioning properly.
If not, check that the AC power and Ethernet cables are firmly connected.

Check that the IP Address, subnet mask, gateway, and DNS settings are
correctly entered for the network

In Infrastructure mode, make sure the same Service Set Identifier (SSID)
is specified on the settings for the wireless clients and access points. The
SSID factory default setting for the D-LinkAir and AirPlus products is default.
(Double-click on the WLAN icon in the taskbar. The Link Info screen will
display the SSID setting.)

In Ad-Hoc mode, both wireless clients will need to have the same SSID.
Please note that it might be necessary to set up one client to establish a
BSS (Basic Service Set) and wait briefly before setting up other clients.
This prevents several clients from trying to establish a BSS at the same
time, which can result in multiple singular BSSs being established, rather
than a single BSS with multiple clients associated to it.
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Troubleshooting (continued)

N Check that the Network Connection for the wireless client is configured
properly. Select AP (Infrastructure) when connecting to an access point
and select Ad-Hoc mode when connecting without an access point. Double-
click on the WLAN icon in the taskbar > click on Configuration to change
the settings for the wireless adapter.

N If Security is enabled, make sure that the correct encryption keys are
entered on both the DWL-610 and the access point. Double-click on the
WLAN icon in the taskbar > click Encryption. Check to see that the key
selected is set to the same key as other devices on the network.

7. How can | troubleshoot distance issues using the DWL-610.

N Move the DWL-610 and Access Point or Wireless router into the same
room and then test the wireless connection.

N Change the channel of the Access Point.

N Move devices within the line of sight
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Technical Specifications

Standards
n |EEE 802.11b
Temperature

n Operating: 32°F to 131°F (0°C to 55°C)
N Storing: -4°F to 167°F (-20°C to 75°C)

Humidity:
n Operating: 10% - 90%, non-condensing
n Storage: 5% - 95%, non-condensing

Antenna Type:

n Integrated Microstrip Antennas

Emissions:
n FCC part 15b

Physical Dimensions:

n L =4.50inches (114mm)
n W =2.25inches (54mm)
n H=.25inches (6mm)

Weight:
n .095 Ibs. (439)

Adapter Type:
n PC Cardbus slot
Warranty:

n 1Year

System Requirements:
n Laptop with Cardbus Controller
Windows XP/2000/Me/98SE

n
N Atleast 32MB of memory and a 300 MHz processor
n

An 802.11b Access Point (e.g., DWL-900AP+) for Infrastructure
mode; or an 802.11b wireless adapter (e.g., DWL-510) for Ad-Hoc
mode 43



Technical Specifications (continued)

Data Rates:
n 1,2,5.5, 11Mbps (with Automatic Fallback)

Operating Channels:
N 1-11 United States (FCC)

Encryption:

N Supports 64-bit or 128-bit WEP encryption
Frequency Range:

n 2.4 - 2.4835 GHz, Direct Sequence Spread Spectrum
Media Access Control:

n CSMA/CA with ACK

Transmit Output Power:
n 16dBm (40mW)

Receiver Sensitivity: Nominal Temp Range

n -83dBm for 11Mbps @ 8% PER (Packet Error Rate)
N -90dBm for 2Mbps @ 8% PER (Packet Error Rate)

Modulation Techniques
n CCK (11Mbps)
n CCK (5.5Mbps)
N DQPSK (2Mbps)
n DBSK (1Mbps)

Modulation:
n Direct Sequence Spread Spectrum

Range:
n Indoors - up to 328 feet (100 meters)*
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Warranty and Registration

Wichtige Sicherheitshinweise

1.
2.
3.

16.

17.

Bitte lesen Sie sich diese Hinweise sorgfaltig durch.
Heben Sie diese Anleitung fur den spatern Gebrauch auf.

Vor jedem Reinigen ist das Gerat vom Stromnetz zu trennen. Vervenden Sie keine Flussig- oder
Aerosolreiniger. Am besten dient ein angefeuchtetes Tuch zur Reinigung.

Um eine Beschadigung des Gerates zu vermeiden sollten Sie nur Zubehorteile verwenden, die vom Hersteller
zugelassen sind.

Das Gerat is vor Feuchtigkeit zu schutzen.

Bei der Aufstellung des Gerates ist auf sichern Stand zu achten. Ein Kippen oder Fallen konnte Verletzungen
hervorrufen. Verwenden Sie nur sichere Standorte und beachten Sie die Aufstellhinweise des Herstellers.

Die Beluftungsoffnungen dienen zur Luftzirkulation die das Gerat vor Uberhitzung schutzt. Sorgen Sie dafur,
das diese Offnungen nicht abgedeckt werden.

Beachten Sie beim Anschlus an das Stromnetz die Anschlus werte.

Die Netzanschlus steckdose mus aus Grunden der elektrischen Sicherheit einen Schutzleiterkontakt haben.

. Verlegen Sie die Netzanschlus leitung so, das niemand daruber fallen kann. Es sollete auch nichts auf der

Leitung abgestellt werden.

. Alle Hinweise und Warnungen die sich am Geraten befinden sind zu beachten.

. Wird das Gerat uber einen langeren Zeitraum nicht benutzt, sollten Sie es vom Stromnetz trennen. Somit wird

im Falle einer Uberspannung eine Beschadigung vermieden.

. Durch die Luftungsoffnungen durfen niemals Gegenstande oder Flussigkeiten in das Gerat gelangen. Dies

konnte einen Brand bzw. Elektrischen Schlag auslosen.

. Offnen Sie niemals das Gerat. Das Gerat darf aus Grunden der elektrischen Sicherheit nur von authorisiertem

Servicepersonal geoffnet werden.

. Wenn folgende Situationen auftreten ist das Gerat vom Stromnetz zu trennen und von einer qualifizierten

Servicestelle zu uberprufen:

a  Netzkabel oder Netzstecker sint beschadigt.
b Flussigkeit ist in das Gerat eingedrungen.

¢ Das Gerat war Feuchtigkeit ausgesetzt.

d  Wenn das Gerat nicht der Bedienungsanleitung ensprechend funktioniert oder Sie mit Hilfe dieser
Anleitung keine Verbesserung erzielen.

e Das Gerat ist gefallen und/oder das Gehause ist beschadigt.
f  Wenn das Gerat deutliche Anzeichen eines Defektes aufweist.

Bei Reparaturen durfen nur Orginalersatzteile bzw. den Orginalteilen entsprechende Teile verwendet werden.
Der Einsatz von ungeeigneten Ersatzteilen kann eine weitere Beschadigung hervorrufen.

Wenden Sie sich mit allen Fragen die Service und Repartur betreffen an Ihren Servicepartner. Somit stellen Sie
die Betriebssicherheit des Gerates sicher.



Limited Warranty

Hardware:

D-Link warrants its hardware products to be free from defects in workmanship and materials, under
normal use and service, for the following periods measured from date of purchase from D-Link or its
Authorized Reseller:

Product Type Warranty Period
Complete products One year
Spare parts and spare Kits 90 days

The one-year period of warranty on complete products applies on condition that the product’s
Registration Card is filled out and returned to a D-Link office within ninety (90) days of purchase. A
list of D-Link offices is provided at the back of this manual, together with a copy of the Registration
Card. Failing such timely registration of purchase, the warranty period shall be limited to 90 days.

If the product proves defective within the applicable warranty period, D-Link will provide repair or
replacement of the product. D-Link shall have the sole discretion whether to repair or replace, and
replacement product may be new or reconditioned. Replacement product shall be of equivalent or
better specifications, relative to the defective product, but need not be identical. Any product or part
repaired by D-Link pursuant to this warranty shall have a warranty period of not less than 90 days,
from date of such repair, irrespective of any earlier expiration of original warranty period. When
D-Link provides replacement, then the defective product becomes the property of D-Link.

Warranty service may be obtained by contacting a D-Link office within the applicable warranty
period, and requesting a Return Material Authorization (RMA) number. If a Registration Card for
the product in question has not been returned to D-Link, then a proof of purchase (such as a copy of
the dated purchase invoice) must be provided. If Purchaser’s circumstances require special handling
of warranty correction, then at the time of requesting RMA number, Purchaser may also propose
special procedure as may be suitable to the case.

After an RMA number is issued, the defective product must be packaged securely in the original or
other suitable shipping package to ensure that it will not be damaged in transit, and the RMA
number must be prominently marked on the outside of the package. The package must be mailed or
otherwise shipped to D-Link with all costs of mailing/shipping/insurance prepaid; D-Link will
ordinarily reimburse Purchaser for mailing/shipping/insurance expenses incurred for return of
defective product in accordance with this warranty. D-Link shall never be responsible for any
software, firmware, information, or memory data of Purchaser contained in, stored on, or integrated
with any product returned to D-Link pursuant to this warranty.

Any package returned to D-Link without an RMA number will be rejected and shipped back to
Purchaser at Purchaser’s expense, and D-Link reserves the right in such a case to levy a reasonable
handling charge in addition mailing or shipping costs.



Software:

Warranty service for software products may be obtained by contacting a D-Link office within the
applicable warranty period. A list of D-Link offices is provided at the back of this manual, together
with a copy of the Registration Card. If a Registration Card for the product in question has not been
returned to a D-Link office, then a proof of purchase (such as a copy of the dated purchase invoice)
must be provided when requesting warranty service. The term "purchase"” in this software warranty
refers to the purchase transaction and resulting licence to use such software.

D-Link warrants that its software products will perform in substantial conformance with the
applicable product documentation provided by D-Link with such software product, for a period of
ninety (90) days from the date of purchase from D-Link or its Authorized Reseller. D-Link warrants
the magnetic media, on which D-Link provides its software product, against failure during the same
warranty period. This warranty applies to purchased software, and to replacement software
provided by D-Link pursuant to this warranty, but shall not apply to any update or replacement
which may be provided for download via the Internet, or to any update which may otherwise be
provided free of charge.

D-Link’s sole obligation under this software warranty shall be to replace any defective software
product with product which substantially conforms to D-Link’s applicable product documentation.
Purchaser assumes responsibility for the selection of appropriate application and system/platform
software and associated reference materials. D-Link makes no warranty that its software products
will work in combination with any hardware, or any application or system/platform software product
provided by any third party, excepting only such products as are expressly represented, in D-Link’s
applicable product documentation as being compatible. D-Link’s obligation under this warranty
shall be a reasonable effort to provide compatibility, but D-Link shall have no obligation to provide
compatibility when there is fault in the third-party hardware or software. D-Link makes no
warranty that operation of its software products will be uninterrupted or absolutely error-free, and
no warranty that all defects in the software product, within or without the scope of D-Link’s
applicable product documentation, will be corrected.

LIMITATION OF WARRANTIES

IF THE D-LINK PRODUCT DOES NOT OPERATE AS WARRANTED ABOVE, THE CUSTOMER’S
SOLE REMEDY SHALL BE, AT D-LINK’S OPTION, REPAIR OR REPLACEMENT. THE
FOREGOING WARRANTIES AND REMEDIES ARE EXCLUSIVE AND ARE IN LIEU OF ALL
OTHER WARRANTIES, EXPRESSED OR IMPLIED, EITHER IN FACT OR BY OPERATION OF
LAW, STATUTORY OR OTHERWISE, INCLUDING WARRANTIES OF MERCHANTABILITY
AND FITNESS FOR A PARTICULAR PURPOSE. D-LINK NEITHER ASSUMES NOR
AUTHORIZES ANY OTHER PERSON TO ASSUME FOR IT ANY OTHER LIABILITY IN
CONNECTION WITH THE SALE, INSTALLATION MAINTENANCE OR USE OF D-LINK’S
PRODUCTS.

D-LINK SHALL NOT BE LIABLE UNDER THIS WARRANTY IF ITS TESTING AND
EXAMINATION DISCLOSE THAT THE ALLEGED DEFECT IN THE PRODUCT DOES NOT
EXIST OR WAS CAUSED BY THE CUSTOMER'S OR ANY THIRD PERSON’S MISUSE,
NEGLECT, IMPROPER INSTALLATION OR TESTING, UNAUTHORIZED ATTEMPTS TO
REPAIR, OR ANY OTHER CAUSE BEYOND THE RANGE OF THE INTENDED USE, OR BY
ACCIDENT, FIRE, LIGHTNING OR OTHER HAZARD.

LIMITATION OF LIABILITY

IN NO EVENT WILL D-LINK BE LIABLE FOR ANY DAMAGES, INCLUDING LOSS OF DATA,
LOSS OF PROFITS, COST OF COVER OR OTHER INCIDENTAL, CONSEQUENTIAL OR
INDIRECT DAMAGES ARISING OUT THE INSTALLATION, MAINTENANCE, USE,



PERFORMANCE, FAILURE OR INTERRUPTION OF A D- LINK PRODUCT, HOWEVER
CAUSED AND ON ANY THEORY OF LIABILITY. THIS LIMITATION WILL APPLY EVEN IF D-
LINK HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

IF YOU PURCHASED A D-LINK PRODUCT IN THE UNITED STATES, SOME STATES DO NOT
ALLOW THE LIMITATION OR EXCLUSION OF LIABILITY FOR INCIDENTAL OR
CONSEQUENTIAL DAMAGES, SO THE ABOVE LIMITATION MAY NOT APPLY TO YOU.

D-Link Offices for Registration and Warranty Service

The product’s Registration Card, provided at the back of this manual, must be sent to a D-Link office.
To obtain an RMA number for warranty service as to a hardware product, or to obtain warranty
service as to a software product, contact the D-Link office nearest you. An addresses/telephone/fax
list of D-Link offices is provided in the back of this manual.

Trademarks

Copyright ©2002 D-Link Corporation.
Contents subject to change without prior notice.
D-Link is a registered trademark of D-Link Corporation/D-Link Systems, Inc.

All other trademarks belong to their respective proprietors.

Copyright Statement

No part of this publication may be reproduced in any form or by any means or used to make any
derivative such as translation, transformation, or adaptation without permission from D-Link
Corporation/D-Link Systems Inc., as stipulated by the United States Copyright Act of 1976



Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant
to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful
interference in a residential installation. This equipment generates, uses and can radiate radio frequency
energy and, if not installed and used in accordance with the instructions, may cause harmful interference
to radio communications. However, there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference to radio or television reception, which can
be determined by turning the equipment off and on, the user is encouraged to try to correct the
interference by one of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
- Consult the dealer or an experienced radio/TV technician for help.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions:
(1) This device may not cause harmful interference, and (2) this device must accept any interference
received, including interference that may cause undesired operation.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for
compliance could void the user’s authority to operate this equipment.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment.
This equipment should be installed and operated with minimum distance 20cm between the radiator &
your body.

This transmitter must not be co-located or operating in conjunction with any other antenna or transmitter.

CE Mark Warning

This is a Class A product. In a domestic environment this product may cause radio interference in which
case the user may be required to take adequate measures.
Warnung!

Dies ist ein Produkt der Klasse A. Im Wohnbereich kann dieses Produkt Funkstoerungen verursachen. In
diesem Fall kann vom Benutzer verlangt werden, angemessene Massnahmen zu ergreifen.

Precaucion!

Este es un producto de Clase A. En un entorno domestico, puede causar interferencias de radio, en cuyo
case, puede requerirse al usuario para que adopte las medidas adecuadas.

Attention!

Ceci est un produit de classe A. Dans un environnement domestique, ce produit pourrait causer des
interferences radio, auquel cas I utilisateur devrait prendre les mesures adequates.

Attenzione!

Il presente prodotto appartiene alla classe A. Se utilizzato in ambiente domestico il prodotto puo causare
interferenze radio, nel cui caso e possibile che I'utente debba assumere provvedimenti adeguati.

BSMI Warning
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D-Link Offices

Australia D-Link Australasia
Unit 16, 390 Eastern Valley Way, Roseville, NSW 2069 Australia
TEL: 61-2-9417-7100 FAX: 61-2-9417-1077 TOLL FREE (Australia): 1800-177100
TOLL FREE (New Zealand): 0800-900900
URL: www.dlink.com.au E-MAIL: support@dlink.com.au & info@dlink.com.au
Level 1, 434 St. Kilda Road, Melbourne, Victoria 3004 Australia
TEL: 61-3-9281-3232 FAX: 61-3-9281-3229 MOBILE: 0412-660-064
Canada D-Link Canada
2180 Winston Park Drive, Oakville, Ontario, L6H 5W1 Canada
TEL: 1-905-829-5033 FAX: 1-905-829-5095 BBS: 1-965-279-8732
TOLL FREE: 1-800-354-6522 URL: www.dlink.ca
FTP: ftp.dlinknet.com E-MAIL: techsup@dlink.ca
Chile D-Link South America
Isidora Goyeechea 2934 of 702, Las Condes, Santiago, Chile, S. A.
TEL: 56-2-232-3185 FAX: 56-2-232-0923 URL: www.dlink.cl
E-MAIL: ccasassu@dlink.cl & tsilva@dlink.cl
China D-Link China
2F, Sigma Building, 49 Zhichun Road, Haidan District, 100080 Beijing, China
TEL: 86-10-88097777 FAX: 86-10-88096789 URL: www.dlink.com.cn
E-MAIL: liweii@digitalchina.com.cn
Denmark D-Link Denmark
Naverland 2, DK-2600 Glostrup, Copenhagen, Denmark
TEL: 45-43-969040 FAX:45-43-424347 URL: www.dlink.dk E-MAIL: info@dlink.dk
Egypt D-Link Middle East
7 Assem Ebn Sabet Street, Heliopolis, Cairo, Egypt
TEL: 20-2-635-6176 FAX: 20-2-635-6192 URL: www.dlink-me.com
E-MAIL: support@dlink-me.com & fateen@dlink-me.com
Finland D-Link Finland
Thlli-ja Pakkahuone Katajanokanlaituri 5, FIN 00160 Helsinki
TEL: 358-9-622-91660 FAX: 358-9-622-91661 URL: www.dlink-fi.com

France D-Link France
Le Florilege #2, Allee de la Fresnerie, 78330 Fontenay le Fleury, France
TEL: 33-1-3023-8688 FAX: 33-1-3023-8689 URL: www.dlink-france.fr
E-MAIL: info@dlink-france.fr
Germany D-Link Central Europe/D-Link Deutschland GmbH
Schwalbacher Strasse 74, D-65760 Eschborn, Germany
TEL: 49-6196-77990 FAX: 49-6196-7799300 URL: www.dlink.de
BBS: 49-(0) 6192-971199 (analog) BBS: 49-(0) 6192-971198 (ISDN)
INFO: 00800-7250-0000 (toll free) HELP: 00800-7250-4000 (toll free)
REPAIR: 00800-7250-8000 E-MAIL: info@dlink.de
India D-Link India
Plot No.5, Kurla-Bandra Complex Rd., Off Cst Rd., Santacruz (E), Bombay, 400 098 India
TEL: 91-22-652-6696 FAX: 91-22-652-8914 URL: www.dlink-india.com
E-MAIL: service@dlink.india.com
ltaly D-Link Mediterraneo Srl/D-Link ltalia
Via Nino Bonnet n. 6/b, 20154, Milano, Italy
TEL: 39-02-2900-0676 FAX: 39-02-2900-1723 URL: www.dlink.it E-MAIL: info@dlink.it
Japan D-Link Japan



10F, 8-8-15 Nishi-Gotanda, Shinagawa-ku, Tokyo 141, Japan
TEL: 81-3-5434-9678 FAX: 81-3-5434-9868 URL: www.d-link.co.jp
E-MAIL: kida @d-link.co.jp
Netherlands D-Link Benelux
Fellenoord 1305611 ZB, Eindhoven, the Netherlands
TEL: 31-40-2668713 FAX: 31-40-2668666 URL: www.d-link-benelux.n
Norway D-Link Norway
Waldemar Thranesgt. 77, 0175 Oslo, Norway
TEL: 47-22-991890 FAX: 47-22-207039
Russia D-Link Russia
Michurinski Prospekt 49, 117607 Moscow, Russia
TEL: 7-095-737-3389 & 7-095-737-3492 FAX: 7-095-737-3390 URL: www.dlink.ru
E-MAIL: vi@dlink.ru
Singapore D-Link International
1 International Business Park, #03-12 The Synergy, Singapore 609917
TEL: 65-774-6233 FAX: 65-774-6322 E-MAIL: info@dlink.com.sg
URL: www.dlink-intl.com
South Africa D-Link South Africa
102 106 Witchhazel Avenue, Einstein Park 2, Block B, Highveld Technopark,
Centurion, South Africa
TEL: 27 (0) 12-665-2165 FAX: 27 (0) 12-665-2186 URL: www.d-link.co.za
E-MAIL: attie@d-link.co.za
Spain D-Link Iberia
C/Sabino De Arana, 56 Bajos, 08028 Barcelona, Spain
TEL: 34 93 4090770 FAX: 34 93 4910795 URL: www.dlinkiberia.es
E-MAIL: info@dlinkiberia.es
Sweden D-Link Sweden
P. O. Box 15036, S-167 15 Bromma, Sweden
TEL: 46-(0) 8-564-61900 FAX: 46-(0) 8-564-61901 E-MAIL: info@dlink.se
URL: www.dlink.se
Taiwan D-Link Taiwan
2F, No. 119 Pao-Chung Rd, Hsin-Tien, Taipei, Taiwan
TEL: 886-2-2910-2626 FAX: 886-2-2910-1515 URL: www.dlinktw.com.tw
E-MAIL: dssga@tsc.dlinktw.com.tw
Turkey D-Link Middle East
Deniz Bilgisayar, Buyukdere Cad. Naci Kasim Sk., No. 5 Mecidiyekoy, Istanbul, Turkey
TEL: 90-212-213-3400 FAX: 90-212-213-3420 E-MAIL: smorovati@dlink-me.com
U.A.E. D-Link Middle East
CHS Aptec (Dubai), P.O. Box 33550 Dubai U.A.E.
TEL: 971-4-366-885 FAX: 971-4-355-941 E-MAIL: Wxavier@dlink-me.com
U.K. D-Link Europe
4 Floor, Merit House, Edgware Road, Colindale, London NW9 5AB United Kingdom
TEL: 44 (0) 20-8731-5555 FAX: 44 (0) 20-8731-5511 BBS: 44 (0) 181-235-5511
URL: www.dlink.co.uk E-MAIL: info@dlink.co.uk
U.S.A. D-Link U.S.A.
17575 Mt. Herrmann Street Fountain Valley, CA. 92708
TEL: 1-714-885-6000 FAX: 1-866-743-4905
URL: www.dlink.com
E-MAIL: tech@dlink.com & support@dlink.com





